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Discussion
Usage of “accuracy in TS 23.288
The term “accuracy” appears in in TS 23.288 568 times.
It is used in the following ways:
1. As Input parameter for analytics exposure:
Preferred level of Accuracy of the analytics pr analytics subset ("Low", "Medium", "High" or "Highest")
2. As Output parameter for analytics exposure
3. As part of AnLF based analytics accuracy monitoring
4. As part of the analyitics context (both analytics and metric related accuracy)
5. For rating untrusted data sources
6. As part of the MTLF based ML Model Accuracy Monitoring (Using the Nnwdaf_MLModelProvision service)
7. Within Nnwdaf_MLModelProvision service for federated learning (unclear how “accuracy threshold” and “accuracy reporting interval” would relate to other metrics
8. Within the procedure for AnLF-assisted MTLF ML Models Accuracy Monitoring
9. Nnwdaf_MLModelTraining_Subscribe or Nnwdaf_MLModelTrainingInfo_Request for federated learning
10. As part of the Nnwdaf_MLModelTraining_Notify for federated learning

Usage of “metrics” in TS 23.288
The term “metric”/”metrics” appears in TS 23.288 40 times, out of which 15 occurances relate to the present discussion

It is used in the following ways:
1. Related to input data and data collection
(this usge is unrelated to the subsequent discussions and no related changes are proposed)
2. Within Nnwdaf_MLModelProvision service for federated learning
a. To qualify input data
b. As part of the ML Model Monitoring Information (in the request) and as method to compute the reported model accuracy (in the reply)
3. In some places in the Nnwdaf_MLModelTraining_Subscribe or Nnwdaf_MLModelTrainingInfo_Request for federated learning
4. AS part of the Nnwdaf_MLModelMonitor_Subscribe request (one occurrence)


The term “accuracy” is used to describe the reported accuracy. It is defined in Clause 5c (“Analytics/ML Model Accuracy Monitoring Functional Description”) as follows:

Analytics/ML Model Accuracy Monitoring is to be achieved by comparing the predictions using the current trained ML model and its corresponding ground truth data i.e. the corresponding true observed events.
Analytics/ML Model Accuracy information is to represent general performance measurements for analytics and ML Model respectively, which are composed of the number of correct predictions out of all predictions and the corresponding number of samples.
NOTE 2:	How MTLF/AnLF determines whether the prediction is correct one is up to implementation.
Clause 5.C relates to accuracy both of Analytics and ML models.

However, while the term “accuracy” is used consistenly for analytics, for ML model the term “metrics” appears instead in some places, and with variations of the meaning:
· It can indicate (e.g. in requests) that accuracy information or reporting is requested (the term” ML Model Accuracy Check Flag” is used elsewhere)
· it can indicate (e.g. in responses or notifications) the observed (accuracy) value
· it can indicate (e.g. in responses or notifications) the (“accuracy”) method (only one in this release) to calculate the observed (accuracy) value 


Observations:
1. Related to analytics, the term “accuracy” is used consistently
2. Related to models, the usage of terms “accuracy” and metrics is not consitent
(While the high level description (in particulat Clause 5c)  and most procedures only use the term “accuracy”, the usage is not consitent in particular for federated learning)
3. Overall, the term "accuracy" is predominant by far (several 100 related occurances vs 15 relevant occurances of “metrics”)
4. The term “metric” itself appears with several different meanings that are not well explained.
5. Different and inconsitent terminology and parameters with unclear meaning can lead to interoperability issues.



Is the metric parameter beneficial for future extensions?

The terminology “metric” is likely a left-over of proposals to support multiple diffrent metrics (With the consumer being allowed to choose the applicable metric in requests) to meassure the correctness of analytivs and models (with “accuracy” based on its current definition beeing one such metric). Those proposals were not agreed.

Proponents of the term “metrics” explained during the SA2#161AH email discussions that they want to maintain the “metrics” parameter to negotiate and indicate the applicable metric method for future compatibility.

The author does not deny that the current defintion of “analytics” has possible room for future improvments:
· How can it be determined if a prediction is accurate?
· A prediction with a numerical value can deviate to a smaller ot larger extent from the ground truth, and other more suitable parameters to decribe such distributions are known from mathematical statistics
· A prediction can include multiple parameters, and how can they be weighted against each other?

However, it is not obvious that future metrics extensions can indeed be accomodted with the “metrics” parameter:
For instance, there were proposals to report the accuracy seperately for different output parameters of an analytics ID and to apply different metrics methods for different output parameters depending on their nature (e.g. numerical or boolean value), and/or to provide rules how to combine such different values into a single parameter (e.g based on weights for the accuracy or various output parameters) 

Should alternative metrics be introduced in future releases, they can then be added with the help of additional parameters also without the suggested provisions for future compatibility in this release.

Observations:

6. It is uncertain whether the “metrics” parmeter would really be suitable for not yet known future extensions.

Proposal:

Remove the term “metrics” from TS 23.288 in Rel-18 and use the term “analytics” consistently.

(in requests “accuracy check flag” can be used)


Annex:
Excerpts from TS 23.288 to show the current Usage of the terms “analytics” and “metrics” 

4.1	General
The NWDAF (Network Data Analytics Function) is part of the architecture specified in TS 23.501 [2] and uses the mechanisms and interfaces specified for 5GC in TS 23.501 [2] and OAM services (see clause 6.2.3.1).
The NWDAF interacts with different entities for different purposes:
-	Data collection based on subscription to events provided by AMF, SMF, UPF, PCF, UDM, NSACF, AF (directly or via NEF) and OAM;
-	[Optionally] Analytics and Data collection using the DCCF (Data Collection Coordination Function);
-	Retrieval of information from data repositories (e.g. UDR via UDM for subscriber-related information or via NEF(PFDF) for PFD information);
-	Data collection of location information using LCS (finer granularity location information determined by LMF);
-	[Optionally] Storage and retrieval of information from ADRF (Analytics Data Repository Function);
-	[Optionally] Analytics and Data collection from MFAF (Messaging Framework Adaptor Function);
-	Retrieval of information about NFs (e.g. from NRF for NF-related information);
-	On demand provision of analytics to consumers, as specified in clause 6.
-	Provision of bulked data related to Analytics ID(s).
-	Provision of Accuracy information about Analytics ID(s).
-	Provision of ML model Accuracy information or ML model Accuracy degradation about a ML Model.
A single instance or multiple instances of NWDAF may be deployed in a PLMN. If multiple NWDAF instances are deployed, the architecture supports deploying the NWDAF as a central NF, as a collection of distributed NFs, or as a combination of both. If multiple NWDAF instances are deployed, an NWDAF can act as an aggregate point (i.e. Aggregator NWDAF) and collect analytics information from other NWDAFs, which may have different Serving Areas, to produce the aggregated analytics (per Analytics ID), possibly with Analytics generated by itself.
NOTE 1:	When multiple NWDAFs exist, not all of them need to be able to provide the same type of analytics results, i.e. some of them can be specialized in providing certain types of analytics. An Analytics ID information element is used to identify the type of supported analytics that NWDAF can generate.
NOTE 2:	NWDAF instance(s) can be collocated with a 5GS NF.
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The NWDAF service consumer selects an NWDAF that supports requested analytics information and required analytics capabilities and/or requested ML Model Information by using the NWDAF discovery principles defined in clause 6.3.13 of TS 23.501 [2].
Different deployments may require different discovery and selection parameters. Different ways to perform discovery and selection mechanisms depend on different types of analytics/data (NF related analytics/data and UE related analytics/data). NF related refers to analytics/data that do not require a SUPI nor group of SUPIs (e.g. NF load analytics). UE related refers to analytics/data that requires SUPI or group of SUPIs (e.g. UE mobility analytics).
In order to discover an NWDAF containing AnLF using the NRF:
-	If the analytics is related to NF(s) and the NWDAF service consumer (other than an NWDAF) cannot provide an Area of Interest for the requested data analytics, the NWDAF service consumer may select an NWDAF with large serving area from the candidate NWDAFs from discovery response. Alternatively, in case the consumer receives NWDAF(s) with aggregation capability, the consumer preferably selects an NWDAF with aggregation capability with large serving area.
NOTE 1:	If the selected NWDAF cannot provide the requested data analytics, e.g. due to the NF(s) to be contacted being out of serving area of the NWDAF, the selected NWDAF might reject the analytics request/subscription or it might query the NRF with the service area of the NF to be contacted to determine another target NWDAF.
-	If the analytics is related to UE(s) and the NWDAF service consumer (other than an NWDAF) cannot provide an Area of Interest for the requested data analytics, the NWDAF service consumer may select an NWDAF with large serving area from the candidate NWDAFs from discovery response. Alternatively, in case the consumer receives NWDAF(s) with aggregation capability, the consumer preferably selects an NWDAF with aggregation capability with large serving area.
NOTE 2:	If a selected NWDAF cannot provide analytics for the requested UE(s) (e.g. the NWDAF serves a different serving area), the selected NWDAF might reject the analytics request/subscription or it might determine the AMF serving the UE as specified in clause 6.2.2.1, request UE location information from the AMF and query the NRF with the tracking area where the UE is located to discover another target NWDAF serving the area where the UE(s) is located.
-	If the analytics are related to UE(s) and if NWDAF instances indicate weights for TAIs in their profile (see clause 6.3.13 of TS 23.501 [2]), the NWDAF service consumer may use the weights for TAIs to decide which NWDAF to select.
-	If the NWDAF service consumer needs to discover an NWDAF containing an AnLF with Accuracy checking capability, the consumer may query NRF providing also the Accuracy checking capability in the discovery request.
If the NWDAF service consumer needs to discover an NWDAF that is able to collect data from particular data sources identified by their NF Set IDs or NF types, the consumer may query NRF providing the NF Set IDs or NF types in the discovery request.
NOTE 3:	The NF Set ID or NF Type of a data source serving a particular UE, can be determined as indicated in Table 5A.2-1.
In order to discover an NWDAF that has registered in UDM for a given UE:
-	NWDAF service consumers or other NWDAFs interested in UE related data or analytics, if supported, may make a query to UDM to discover an NWDAF instance that is already serving the given UE.
If an NWDAF service consumer needs to discover NWDAFs with data collection exposure capability, the NWDAF service consumer may discover via NRF the NWDAF(s) that provide the Nnwdaf_DataManagement service and their associated NF type of data sources or their associated NF Set ID of data sources as defined in clause 6.3.13 of TS 23.501 [2].
In order to discover an NWDAF containing MTLF via NRF:
-	an NWDAF containing MTLF shall include the ML model provisioning services (i.e. Nnwdaf_MLModelProvision, Nnwdaf_MLModelInfo) as one of the supported services during the registration in NRF when trained ML models are available for one or more Analytics ID(s). The NWDAF containing MTLF may provide to the NRF a (list of) Analytics ID(s) corresponding to the trained ML models and possibly the ML Model Filter Information for the trained ML model per Analytics ID(s), if available. In this Release of the specification, only the S-NSSAI(s) and Area(s) of Interest from the ML Model Filter Information for the trained ML model per Analytics ID(s) may be registered into the NRF during the NWDAF containing MTLF registration. For each Analytics ID, if the NWDAF containing MTLF supports ML Model interoperability, the NWDAF containing MTLF may also include, in the registration to the NRF, an ML Model Interoperability indicator.
-	The ML Model Interoperability indicator comprises a list of NWDAF providers (vendors) that are allowed to retrieve ML models from this NWDAF containing MTLF. It also indicates that the NWDAF containing MTLF supports the interoperable ML models requested by the NWDAFs from the vendors in the list.
NOTE 4:	The S-NSSAI(s) and Area(s) of Interest from the ML Model Filter Information are within the indicated S-NSSAI and NWDAF Serving Area information in the NF profile of the NWDAF containing MTLF, respectively.
-	During the discovery of NWDAF containing MTLF, a consumer (i.e. an NWDAF containing AnLF) may include in the request the target NF type (i.e. NWDAF), the Analytics ID(s), the S-NSSAI(s), Area(s) of Interest of the Trained ML Model required, ML Model Interoperability indicator and NF consumer information. The NRF returns one or more candidate instances of NWDAF containing MTLF to the NF consumer and each candidate instance of NWDAF containing MTLF includes the Analytics ID(s), possibly the ML Model Filter Information for the available trained ML models and ML Model Interoperability indicator, if available.
NOTE 5:	NF consumer information such as Vendor ID is defined in stage 3.
-	If the NWDAF service consumer needs to discover an NWDAF containing an MTLF with Accuracy checking capability, the consumer may query NRF also providing the Accuracy checking capability in the discovery request.
In order to discover an NWDAF containing MTLF with Federated Learning (FL) capability via NRF:
- An NWDAF containing MTLF supporting FL as a server shall additionally include FL capability type (i.e. FL server), Time interval supporting FL as FL capability information during the registration in NRF.
-	An NWDAF containing MTLF supporting FL as a client shall additionally include FL capability type (i.e. FL client), Time interval supporting FL as FL capability information during the registration in NRF, and it may also include, NF type(s) where data can be collected as input for local model training.
NOTE 6:	An NWDAF containing MTLF may indicate to support both FL server and FL client in the FL capability for specific Analytics ID.
-	During the discovery of NWDAF containing MTLF as FL server, a consumer (e.g. a NWDAF containing MTLF) includes in the request the FL capability type as FL server, Time Period of Interest and ML model Filter information for the trained ML model(s) per Analytics ID(s), if available. The NRF returns one or more candidate instances of NWDAF containing MTLF as FL server to the consumer.
-	During the discovery of NWDAF containing MTLF as FL client, a consumer (e.g. an FL server) includes in the request FL capability type as FL client, Time Period of Interest, a list of NF type(s). The NRF returns one or more candidate instances of NWDAF containing MTLF as FL client to the consumer.
NOTE 7:	The service consumer to discover an NWDAF containing MTLF with FL capability is limited to NWDAF containing MTLF in this Release.
A PCF may learn which NWDAFs being used by AMF, SMF and UPF for a specific UE, via signalling described in clause 4.16 of TS 23.502 [3]. This enables a PCF to select the same NWDAF instance that is already being used for a specific UE.
In the roaming architecture, the NWDAF with roaming exchange capability (RE-NWDAF) to request analytics or input data is discovered via the NRF. A consumer in the same PLMN as the RE-NWDAF discovers the RE-NWDAF by querying for an NWDAF where the roaming exchange capability is indicated in its NRF profile. A consumer in a peer PLMN (i.e. RE-NWDAF) discovers the RE-NWDAF by querying for an NWDAF in the target PLMN that is supporting the specific services defined for roaming. A RE-NWDAF discovers the RE-NWDAF in a different PLMN (i.e. HPLMN or VPLMN) using the procedure defined in clause 4.17.5 (if delegated discovery is not used) or clause 4.17.10 (if delegated discovery is used) of TS 23.502 [3], where the detailed parameters are determined based on the analytics request or subscription from the consumer 5GC NF, operator policy, user consent and/or local configuration.
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A NWDAF may have the Accuracy checking capability for Analytics and/or ML Models. The NWDAF may provide the Accuracy information to consumers when requested or use it for its internal processes.
Input data is collected from Data Producer NF(s) when there is a request for inference/prediction per analytics ID in NWDAF for a specific time period in future. Ground truth data are collected from those Data Producer NF corresponding to the requested analytic ID at the time to which the prediction refers.
The ground truth data is the actual measured data observed at the time which the prediction refers to.
NOTE 1:	The ground truth data can be impacted when Analytics Feedback Information shows that an action is triggered by the analytics output in the consumer.
Analytics/ML Model Accuracy Monitoring is to be achieved by comparing the predictions using the current trained ML model and its corresponding ground truth data i.e. the corresponding true observed events.
Analytics/ML Model Accuracy information is to represent general performance measurements for analytics and ML Model respectively, which are composed of the number of correct predictions out of all predictions and the corresponding number of samples.
NOTE 2:	How an MTLF/AnLF determines whether a prediction is correct is up to implementation.
The NWDAF (containing AnLF/MTLF) with Accuracy checking capability decides to initiate analytics Accuracy monitoring based on:
-	A request from an analytics Accuracy consumer. The analytics Accuracy consumer may be an NWDAF containing AnLF, NWDAF containing MTLF or an analytics consumer NF.
-	Analytics Feedback Information which may be provided by an Analytics Consumer NF.
The AnLF with analytics Accuracy checking capability as defined in clause 6.2D is able to provide or notify the Accuracy information of Analytics IDs to the analytics consumers of such service and when the analytics Accuracy does not meet the analytics consumer's requirements, the analytics consumer may stop using analytics for a period of time or obtain new analytics. In addition, updated analytics for the provided Analytics IDs may be provided to analytics consumers as requested, if the updated analytics is able to be generated within the correction time period. The AnLF with analytics Accuracy checking capability is as defined in clause 6.2D.1 is able to determine analytics Accuracy information based on e.g.:
-	Comparing predictions and its corresponding ground truth data, which are collected corresponding to the requested analytic ID at the time which the prediction refers to.
NOTE 3:	The ground truth data and the corresponding prediction is to be defined per Analytics ID.
-	Comparing changes in internal configuration for the analytics ID generation (e.g. change of data collection parameters, change in data distribution from a Data Source).
-	Previous existent records of analytics Accuracy information.
-	Accuracy feedback information provided by an NF consumer.
-	Determining analytics Accuracy by comparing analytics Accuracy using multiple ML models.
The MTLF with ML Model Accuracy checking capability as defined in clause 6.2E is able to determine ML Model degradation based on e.g.:
-	comparing/evaluating the data: including input data, analytics output and the ground truth data either collected from various data source NFs, DCCF, AnLF, ADRF or configured by OAM;
-	or AnLF providing notifications of the analytics Accuracy information; or
-	AnLF providing analytics feedback information of the analytics generated by the ML model.
The NWDAF containing MTLF may reselect a new ML model or retrain the existing ML model and consequently notify the ML model Accuracy degradation to the ML Model consumer(s). In addition, the NWDAF containing MTLF may consider the rating of untrusted AF(s) when used as data sources.
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This procedure is used by any NWDAF service consumer (e.g. including NFs/OAM) to subscribe/unsubscribe at NWDAF to be notified on analytics information, using Nnwdaf_AnalyticsSubscription service defined in clause 7.2. This service is also used by an NWDAF service consumer to modify existing analytics subscription(s). Any entity can consume this service as defined in clause 7.2.


[bookmark: _CRFigure6_1_1_11]Figure 6.1.1.1-1: Network data analytics Subscribe/unsubscribe
1.	The NWDAF service consumer subscribes to or cancels subscription to analytics information by invoking the Nnwdaf_AnalyticsSubscription_Subscribe/ Nnwdaf_AnalyticsSubscription_Unsubscribe service operation. The parameters that can be provided by the NWDAF service consumer are listed in clause 6.1.3.
	When a subscription to analytics information is received, the NWDAF determines whether triggering new data collection is needed.
	If the service invocation is for a subscription modification, the NF service consumer includes an identifier (Subscription Correlation ID) to be modified in the invocation of Nnwdaf_AnalyticsSubscription_Subscribe. In addition, if the NWDAF service consumer has taken an action(s) influenced by the previously received analytics information at step 2, which may or may not affect the ground truth data corresponding to Analytics ID requested at the time which the prediction refers to, the NWDAF service consumer may include Analytics feedback information in the invocation of Nnwdaf_AnalyticsSubscription_Subscribe.
	If the subscription relates to outbound roaming users, the NWDAF in the HPLMN may decide to retrieve or to subscribe to input data or analytics from the VPLMN and the detailed procedure is described in clause 6.1.5.3 for analytics retrieval and in clause 6.2.10 for data retrieval.
	If the subscription relates to inbound roaming users, the NWDAF in the VPLMN may decide to retrieve or to subscribe to input data or analytics from the HPLMN and the detailed procedure is described in clause 6.1.5.2 for analytics retrieval and in clause 6.2.11 for data retrieval.
2.	If NWDAF service consumer is subscribed to analytics information, the NWDAF notifies the NWDAF service consumer with the analytics information by invoking Nnwdaf_AnalyticsSubscription_Notify service operation, based on the request from the NWDAF service consumer, e.g. Analytics Reporting Parameters. If the NWDAF provides a Termination Request, then the consumer cancels subscription to analytics information by invoking the Nnwdaf_AnalyticsSubscription_Unsubscribe service operation.
	When calculating the analytics/ML model Accuracy information with the retrieved Analytics feedback information, in addition to comparing predictions of ML model and its corresponding ground truth data, the NWDAF may additionally determine/take into account whether the action(s) taken by the NWDAF service consumer affects the ground truth data corresponding to Analytics ID requested at the time which the prediction refers to as described in clauses 6.2D and 6.2E, which may affect the ML Model Accuracy monitoring.
[bookmark: _Toc153794349]6.1.3	Contents of Analytics Exposure
The consumers of the Nnwdaf_AnalyticsSubscription_Subscribe or Nnwdaf_AnalyticsInfo_Request service operations described in clause 7 provide the input parameters listed below.
-	A list of Analytics ID(s): identifies the requested analytics.
-	Analytics Filter Information: indicates the conditions to be fulfilled for reporting Analytics Information. This set of optional parameter types and values enables to select which type of analytics information is requested. Analytics Filter Information is defined in the analytics related clauses.
-	Target of Analytics Reporting: indicates the object(s) for which Analytics information is requested, entities such as specific UEs, a group of UE(s) or any UE (i.e. all UEs).
-	(Only for Nnwdaf_AnalyticsSubscription_Subscribe) A Notification Target Address (+ Notification Correlation ID) as defined in clause 4.15.1 of TS 23.502 [3], allowing to correlate notifications received from NWDAF with this subscription.
-	(Only for Nnwdaf_AnalyticsSubscription_Subscribe) Subscription Correlation ID: identifies an existing analytics subscription that is to be modified.
-	Related to analytic consumers that aggregate analytics from multiple NWDAF subscriptions:
-	[OPTIONAL] (Set of) NWDAF identifiers of NWDAF instances used by the NWDAF service consumer when aggregating multiple analytics subscriptions. See clause 6.1A.
-	Analytics Reporting Information with the following parameters:
-	(Only for Nnwdaf_AnalyticsSubscription_Subscribe) Analytics Reporting Parameters as per Event Reporting parameters defined in Table 4.15.1-1 of TS 23.502 [3].
NOTE 1:	When the Analytics Reporting Parameters indicates a periodic reporting mode and the periodicity of the report is equal to or greater than the Supported Analytics Delay associated with the Analytics ID (if available) defined in clause 6.2.6.2 of TS 23.501 [2], it is expected that the periodic reporting can be provided by the NWDAF as requested.
-	(Only for Nnwdaf_AnalyticsSubscription_Subscribe) Reporting Thresholds, which indicate conditions on the level of each requested analytics that when reached shall be notified by the NWDAF.
-	[OPTIONAL] Matching direction: A matching direction may be provided such as below, above, or crossed. If no matching direction is provided, the default direction is crossed.
-	[OPTIONAL] Acceptable deviation: An acceptable deviation from the threshold level in the non-critical direction (i.e. in which the QoS is improving) may be set to limit the amount of signalling.
-	Analytics target period: time interval [start..end], either in the past (both start time and end time in the past) or in the future (both start time and end time in the future). An Analytics target period in the past is a request or subscription for statistics. An Analytics target period in the future is a request or subscription for predictions. The time interval is expressed with actual start time and actual end time (e.g. via UTC time). When the Analytics Reporting Parameters indicate a periodic reporting mode, the time interval can also be expressed as positive or negative offsets to the reporting time, which indicates a subscription for predictions or statistics respectively. By setting start time and end time to the same value, the consumer of the analytics can request analytics or subscribe to analytics for a specific time rather than for a time interval.
-	Time window for historical analytics: time interval [start..end]. The time window for historical analytics indicates the time interval during which the historical analytics was generated. If the time window for historical analytics is included, the NWDAF only needs to provide the existing analytics, and does not need to generate new analytics.
-	[OPTIONAL] Data time window: if specified, only events that have been created in the specified time interval are considered for the analytics generation.
[bookmark: _Hlk158930272]-	[OPTIONAL] Preferred level of Accuracy of the analytics ("Low", "Medium", "High" or "Highest").
-	[OPTIONAL] Preferred level of Accuracy per analytics subset ("Low", "Medium", "High" or "Highest"). When a preferred level of Accuracy is expressed for a given analytics subset, it takes precedence for this subset over the above preferred level of Accuracy of the analytics. Analytics subsets are defined in the "Output Analytics" clause of applicable analytics.
-	[OPTIONAL] Dataset Statistical Properties: information in order to influence the data selection mechanisms to be used for the generation of an Analytics ID, assuring that the generated Analytics ID reflects the statistical characteristics of the data that are relevant for the NWDAF consumer. The following dataset statistical properties are allowed:
-	Uniformly distributed datasets, which indicates the use of data samples that are uniformly distributed according to the different aspects of the requested analytics (e.g. equivalent data samples for each UE listed as a Target of Analytics Reporting or for S-NSSAIs included in the Analytics Filter Information).
-	Datasets with or without outliers, which indicates that the data samples shall consider or disregard data samples that are at the extreme boundaries of the value range.
-	Time when analytics information is needed (if applicable): indicates to the NWDAF the latest time the analytics consumer expects to receive analytics data provided by the NWDAF. It should not be set to a value less than the Supported Analytics Delay of the selected NWDAF if applicable. If the time is reached the consumer does not need to wait for the analytics information any longer, yet the NWDAF may send an error response or error notification to the consumer. "Time when analytics information is needed" is a relative time interval as the gap with respect to analytics request /subscription (e.g. "in 10 minutes").
NOTE 2:	If the analytics request contains the parameter "Time when analytics information is needed" for Analytics ID(s), this parameter takes precedence over the requested periodicity, if a periodic reporting mode is requested.
NOTE 3:	If the Time when analytics information is needed is provided and it is less than the Supported Analytics Delay per Analytics ID (if available) defined in clause 6.2.6.2 of TS 23.501 [2], it is expected that the NWDAF might not be able to treat the Analytics ID on time.
-	[OPTIONAL] Maximum number of objects requested by the consumer (max) to limit the number of objects in a list of analytics per Nnwdaf_AnalyticsSubscription_Notify or Nnwdaf_AnalyticsInfo_Request response.
-	[OPTIONAL] Preferred granularity of location information: "TA level", "cell level" or "longitude and latitude level".
NOTE 4:	As defined in clause 4 of TS 23.032 [34], longitude and latitude level means the location information is expressed as longitude and latitude in geographical coordinate instead of TA ID or cell ID that is only known in 3GPP system. It also stands for the location information that is expressed as a reference point in local co-ordinate.
-	[OPTIONAL] Spatial granularity size: maximum number of TA or cells used to define an area for which analytics are provided. When this parameter is provided, the NWDAF should provide analytics per group of TA of cells accordingly.
-	[OPTIONAL] Temporal granularity size: minimum duration of each time slot for which analytics are provide. When this parameter is provided, the NWDAF should provide analytics per elementary time slot accordingly.
NOTE 5:	It is up to NWDAF implementation to determine whether the data is taken into account that the UE locates in an area for a shorter time than the Temporal granularity size.
-	[OPTIONAL] Preferred orientation of location information: ("horizontal", "vertical", "both").
-	[OPTIONAL] Preferred order of results when a list of analytics is returned, possibly with a criterion for identifying the property of the results to which the preferred ordering is applied.
-	[OPTIONAL] Maximum number of SUPIs (SUPImax) requested by the consumer to limit the number of SUPIs in an object. When SUPImax is not provided, the NWDAF shall return all SUPIs concerned by the analytics object. When SUPImax is set to 0, the NWDAF shall not provide any SUPI.
-	[OPTIONAL] Output strategy: indicates the relevant factors for determining when the analytics reported. The following values are allowed:
-	Binary output strategy: indicates that the analytics shall only be reported when the preferred level of Accuracy is reached within a cycle of periodic notification as defined in the Analytics Reporting Parameters.
NOTE 6:	If preferred level of Accuracy is more important than providing an output, then the binary strategy is used so that all analytics outputs have equivalent confidence in the prediction.
-	Gradient output strategy: indicates that the analytics shall be reported according to the periodicity defined in the Analytics Reporting Parameters irrespective if the preferred level of Accuracy has been reached.
NOTE 7:	If having an analytics output is more important than reaching the preferred level of Accuracy, then the gradient output strategy is used so that each NWDAF will timely provide the output indicating the confidence of the prediction at the moment of the output generation.
NOTE 8:	When no output strategy is included in the subscription, the analytics output will be generated based on the gradient strategy and includes the confidence of the prediction for the reporting period.
-	[OPTIONAL] Analytics metadata request: indicates a request from one NWDAF to another NWDAF to provide the "analytics metadata information" related to the produced output analytics. This input parameter indicates which parameters in "analytics metadata information" are required to aggregate the output analytics for the requested Analytics ID(s).
-	(Only for Nnwdaf_AnalyticsSubscription_Subscribe) Consumer NF's serving area or NF ID. During a pending analytics subscription transfer, this information can be used by the NWDAF to find out if the analytics consumers may change as described in clause 6.1B.2.
-	(Only for Nnwdaf_AnalyticsSubscription_Subscribe) Information of previous analytics subscription. When setting up the analytics generation, this information may be used to retrieve analytics context from the previous NWDAF in order to build upon the context that is already related to this subscription as described in clause 6.1B.2.1.
-	[OPTIONAL] Use case context: indicates the context of use of the analytics to select the most relevant ML model.
NOTE 9:	The NWDAF can use the parameter "Use case context" to select the most relevant ML model, when several ML models are available for the requested Analytics ID(s). NWDAF containing AnLF can additionally provide the parameter "Use case context" when requesting an ML model from an NWDAF containing MTLF. The values of this parameter are not standardized. For example, the AMF can use a given value of "Use case context" when requesting UE Mobility analytics for optimizing the definition of a Registration Area, and a different value of "Use case context" when requesting UE Mobility analytics for determines a paging strategy.
-	(Only for Nnwdaf_AnalyticsSubscription_Subscribe) [OPTIONAL] Analytics feedback information: indicates that the consumer NF has taken an action(s) influenced by the previously provided analytics, which may or may not affect the ground truth data corresponding to analytic ID requested at the time which the prediction refers to, and consequently affect the ML Model Accuracy monitoring by the subscription with following parameter(s):
-	Corresponding Analytics ID(s) which has been used for taking an action(s);
-	Indication whether the action will affect on ground truth data (if available);
-	Time stamp(s) of the action(s) taken.
NOTE 10:	The consumer NF cannot include Analytics feedback information in initial subscription request. Analytics feedback information can be included in modification request for the existing analytics subscription.
-	[OPTIONAL] Analytics Accuracy Request information with the following parameters:
-	Analytics Accuracy request: indicates NWDAF to provide Accuracy information to the analytics consumer.
-	[OPTIONAL] Analytics Accuracy information time window: time interval [start. end], which indicates that analytics consumers only consider the Accuracy information which is generated within this time interval.
-	[OPTIONAL] Analytics Accuracy information periodicity: time period, which indicates periodic reporting of Accuracy information for the corresponding Analytics ID(s).
-	[OPTIONAL] Analytics Accuracy threshold: a reporting threshold Accuracy value, which indicates that:
-	The NWDAF can provide analytics output and optionally analytics Accuracy value to the analytics consumer(s) when the Accuracy value is above this Analytics Accuracy threshold (i.e. the Accuracy is sufficient according to the threshold);
-	The NWDAF can provide "Stop Analytics Output Consumption indication", "Updated Analytics" or the analytics Accuracy information to the analytics consumer(s) when the Accuracy value is under this threshold (This indicates the deviation of the predictions from the actual network data does not meet analytics Accuracy requirement, i.e. the Accuracy is not sufficient according to the threshold).
-	[OPTIONAL] Minimal number of analytics output occurrences: determines the minimal number of analytics output provided by NWDAF that have to be considered in the determination of the Accuracy information.
-	[OPTIONAL] Updated Analytics flag: indicates that the NWDAF can provide updated analytics for provided Analytics ID(s), if updated analytics can be generated within analytics Accuracy information time window.
-	[OPTIONAL] Correction time period: a relative time interval as the gap with respect to analytics is provided, which is indicated the time interval during which the updated analytics can be accepted by the analytics consumer.
-	[OPTIONAL] Pause analytics consumption flag: is a flag indicating to NWDAF to stop sending the notifications of analytics outputs for a subscribed analytics ID, without unsubscribing to such analytics ID.
-	[OPTIONAL] Resume Analytics Subscription request: is a flag indicating to NWDAF to resume the notification of analytics outputs for an existing analytics ID(s) subscription(s) that have been previously paused.
The NWDAF provides to the consumer of the Nnwdaf_AnalyticsSubscription_Subscribe or Nnwdaf_AnalyticsInfo_Request service operations described in clause 7, the output information listed below, using a Nnwdaf_AnalyticsSubscription_Notify service operation or the Nnwdaf_AnalyticsInfo_Request response, respectively:
-	(Only for Nnwdaf_AnalyticsSubscription_Notify) The Notification Correlation Information.
-	For each Analytics ID, the analytics information in the requested Analytics target period. If the analytics subset is subscribed or requested, then the corresponding analytics information shall be provided.
-	Timestamp of analytics generation: allows consumers to decide until when the received information shall be used. For instance, an NF can deem a received notification from NWDAF for a given feedback as invalid based on this timestamp;
-	Validity period: defines the time period for which the analytics information is valid.
NOTE 11:		Validity period is determined by NWDAF internal logic and it is a subset of Analytics target period.
-	Confidence: probability assertion, i.e. confidence in the prediction.
-	[OPTIONAL] For each Analytics ID the Termination Request, which notifies the consumer that the subscription is requested to be cancelled as the NWDAF can no longer serve this subscription, e.g. due to user consent revoked, NWDAF overload, UE moved out of NWDAF serving area, etc.
-	[OPTIONAL] Analytics metadata information: additional information required to aggregate the output analytics for the requested Analytics ID(s). This parameter shall be provided if the "Analytics metadata request" parameter was provided in the corresponding Nnwdaf_AnalyticsSubscription_Subscribe or Nnwdaf_AnalyticsInfo_Request service operation.
-	Number of data samples used for the generation of the output analytics;
-	Data time window of the data samples;
-	Dataset Statistical Properties of the analytics output used for the generation of the analytics;
-	[OPTIONAL] Data source(s) of the data used for the generation of the output analytics;
-	[OPTIONAL] Data Formatting and Processing applied on the data;
-	Output strategy used for the reporting of the analytics.
-	(Only for error response or error notification) Revised waiting time: indicates to the consumer a revised waiting value for "Time when analytics information is needed". Each NWDAF may include this as part of error response or error notification to "Time when analytics information is needed" as described in clause 6.2.5. Revised waiting time is the minimum time interval recommended by NWDAF to use as "Time when analytics information is needed" for similar future analytics requests/subscriptions.
-	[OPTIONAL] Analytics Accuracy information generated for each analytics ID, including:
-	Analytics Accuracy value for requested Analytics ID(s): a value shall be provided if "Analytics Accuracy request" parameter was provided in the corresponding Nnwdaf_AnalyticsSubscription_Subscribe service operation. This parameter may be provided if the value crosses the analytics Accuracy threshold(s) which is indicated in the subscribe request or locally configured, or the analytics Accuracy information periodicity indicated in the subscribe request is reached.
-	[OPTIONAL] An indication that the determined Accuracy value for the analytics ID does not meet the analytics Accuracy threshold requested for the analytics ID.
-	[OPTIONAL] Updated Analytics: NWDAF provides updated Analytics, which is generated within analytics Accuracy information time window, for provided Analytics ID(s), if "Updated Analytics flag" parameter was indicated in the corresponding Nnwdaf_AnalyticsSubscription_Subscribe service operation.
-	[OPTIONAL] Stop Analytics Output Consumption indication: NWDAF provides to the consumer an indication to stop the consumption of the Analytics ID(s) related to the subscription ID based on NWDAF internal logic or specified analytics Accuracy threshold.
-	[OPTIONAL] Stop Analytics Output Consumption time window: NWDAF provides to the consumer a time window to stop the consumption of the Analytics ID(s) related to the subscription ID based on NWDAF internal logic or specified analytics Accuracy threshold.
-	[OPTIONAL] Resume Analytics Output Consumption indication: NWDAF provides to consumer an indication to resume the consumption of analytics output for existing subscription to the analytics ID(s) that was previously paused.
-	[OPTIONAL] Accuracy Information Termination: NWDAF notifies the consumer that the subscription to the Accuracy information for an analytics ID has been cancelled as the NWDAF does not support the Accuracy checking capability, e.g. as an indication that a new target serving NWDAF supporting Accuracy checking capability could not have been selected during the analytics transfer procedures.
NOTE 12:	It is left to Stage 3 to decide whether the Accuracy Information Termination is a cause related to the Termination Request or not.


[bookmark: _Toc153794370]6.1B.2.1	Analytics context transfer initiated by target NWDAF selected by the NWDAF service consumer
The procedure in Figure 6.1B.2.1-1 is used when an NF decides to select a new NWDAF instance due to internal or external triggers, e.g. the NF starts serving a UE with analytics subscription information received upon UE context transfer procedure as described in TS 23.502 [3], or the NF starts to request NF related analytics, or the NF receives a "Termination Request" for an existing analytics subscription from an NWDAF. The NF sends to the target NWDAF information about the NWDAF previously used for analytics subscription, if available, in Nnwdaf_AnalyticsSubscription_Subscribe service operation. The target NWDAF may initiate the transfer of the analytics context, using the Nnwdaf_AnalyticsInfo_ContextTransfer or Nnf_DataManagement_Subscribe service operation.
The procedure in Figure 6.1B.2.1-1 is also used when an Aggregator NWDAF decides to select a new NWDAF to request output analytics for analytics aggregation. For example, upon receiving a Termination Request from one of the NWDAFs that are collectively serving a request for analytics subscription as specified in clause 6.1A, the Aggregator NWDAF queries the NRF or UDM to select a target NWDAF as specified in clause 6.1A.3 using information e.g. the UE location, the 5GC NFs (identified by their NF Set IDs or NF types) serving the UE or to be contacted for data collection (if Area of Interest is not provisioned for the requested analytics), or the subset of AoI (if Area of Interest is provisioned for the requested analytics). Then, the Aggregator NWDAF sends information about the NWDAF previously used for analytics subscription, if available, in Nnwdaf_AnalyticsSubscription_Subscribe service operation towards the selected target NWDAF.


[bookmark: _CRFigure6_1B_2_11]Figure 6.1B.2.1-1: Analytics context transfer initiated by target NWDAF selected by the NWDAF service consumer
1.	The NWDAF service consumer determines to select an NWDAF instance. The consumer discovers and selects the target NWDAF as specified in clause 5.2.
2.	The consumer sends a request for analytics subscription to the target NWDAF using Nnwdaf_AnalyticsSubscription_Subscribe service operation, including information on the previous analytics subscription (i.e. NWDAF ID, Analytics ID(s), SUPIs, Analytics Filter Information for UE-related Analytics, Subscription Correlation ID, the Analytics Accuracy Request information (as defined in clause 6.1.3) when the Target NWDAF supports Accuracy checking capability) which relates to the requested analytics subscription, if available. If the target NWDAF accepts the analytics subscription request, it sends Nnwdaf_AnalyticsSubscription_Subscribe response with a Subscription Correlation ID.
	If the target NWDAF does not receive information of previous analytics subscription in step 2, for UE related Analytics, the target NWDAF may discover previously used NWDAF in UDM as specified in clause 5.2.
NOTE 1:	If the selected target NWDAF instance is the same as the source NWDAF instance (as received from the other consumer in step 0), the target NWDAF will update the existing analytics subscription to the new analytics consumer. Following steps are skipped.
NOTE 2:	The consumer can provide information on the previous analytics subscription when, e.g. the consumer is an AMF and it received information from the old AMF, see clause 5.2.2.2.2 of TS 23.502 [3].
3a.	[Option 1] If the target NWDAF decides to request an analytics context transfer from the previously used NWDAF, it may make use of information sent in step 2 (e.g. the provided Subscription Correlation ID) and use the analytics context transfer procedure as specified in clause 6.1B.3. The target NWDAF may receive an ADRF ID or DCCF ID for collecting the historical data and/or analytics.
	If the target NWDAF supports the Accuracy checking capability and the request received in step 2 contains the Analytics Accuracy Request information, the target NWDAF may include in the Nnwdaf_AnalyticsInfo_ContextTransfer request the field Requested Analytics Context Type with value set to Analytics Accuracy related information and ML Model Accuracy related information (both defined in clause 6.1B.4) in order to retrieve the necessary information for starting, respectively, the analytics Accuracy information generation as well as the registration as provider of ML Model Accuracy information for the ML model.
3b-c.	[Option 2] If the target NWDAF decides to only request historical data and/or analytics, then it may collect the data and/or analytics via Nnf_DataManagement_Subscribe service, where the NFs may be either the ADRF, NWDAF or DCCF, as described in clauses 10.2.6, 7.4.2 and 8.2.2 respectively.
	Target NWDAF is now ready to generate analytics information and if applicable, analytics Accuracy information, taking into account the information received in step 3. The target NWDAF is also able to perform the registration as a new provider for an existing ML model Accuracy information process as defined in clause 6.2E.3.2.
4.	[Optional] Source NWDAF may purge analytics context after completion of step 3a, if performed and if not already done, unsubscribes from the data source(s) and/or model source(s) that are no longer needed for the remaining analytics subscriptions.
5.	[Optional] Target NWDAF may subscribe to relevant data source(s) and/or model source(s), if it is not yet subscribed to the data source(s) and/or model source(s).
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The procedure in Figure 6.1B.2.2-1 is used by an NWDAF instance to request the transfer of analytics subscription(s) to another NWDAF instance, using the Nnwdaf_AnalyticsSubscription_Transfer service operation defined in clause 7.2.5.
If the source NWDAF discovers that the analytics consumer may change concurrently to this procedure, the source NWDAF should not perform the procedure. In such a case, the source NWDAF may send a message to indicate to the analytics consumer that it will not serve this subscription anymore.
NOTE 1:	To discover the possible change of analytics consumer, if the Analytics ID is UE related, the source NWDAF takes actions responding to external trigger (such as UE mobility), for example, checking if the Target of Analytics Reporting is still within the serving area of the analytics consumer, if the serving area information is available.
NOTE 2:	Handling of overload situation or preparation for a graceful shutdown are preferably executed inside an NWDAF Set, when available, therefore, not requiring an analytics subscription transfer as described in this clause. The procedure in Figure 6.1B.2.2-1 is applicable for analytics subscription transfer across NF Sets or if the NWDAF is not deployed in a Set.
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0.	The analytics consumer subscribes to analytics from source NWDAF. The analytics consumer may send its NF ID or serving area, enabling NWDAF to determine whether the following analytics subscription transfer procedure is applicable. Optionally the source NWDAF subscribes to UE mobility events.
1.	[Optional] Source NWDAF determines, e.g. triggered by a UE mobility event notification, to prepare an analytics subscription transfer to target NWDAF(s), as specified in the procedure illustrated in clause 6.1B.2.3.
2.	Source NWDAF determines, e.g. based on the UE location information received and the analytics consumer's serving area either directly received in step 0 or indirectly received via NRF, to perform an analytics subscription transfer to target NWDAF(s). Therefore, the source NWDAF determines the analytics subscription(s) to be transferred to a target NWDAF.
3.	Source NWDAF performs an NWDAF discovery and selects the target NWDAF. NWDAF discovery may be skipped if the target NWDAF had already been discovered as part of a prepared analytics subscription transfer. In the case of aggregated analytics from multiple NWDAFs, the source NWDAF may use the set of NWDAF identifiers related to aggregated analytics (see clause 6.1.3) to preferably select a target NWDAF that is already serving the consumer. If the analytics subscription to be relocated to a target NWDAF also includes the Analytics Accuracy Request information, the source NWDAF selects, if possible, a target NWDAF also with Accuracy checking capability. If the source NWDAF does not discover a target NWDAF with Accuracy checking capability, the source NWDAF notifies the analytics consumer with Accuracy Information Termination. Therefore, the consumer based on local policy may decide to unsubscribe the analytics ID or to keep using the analytics ID even without receiving the Accuracy information.
4.	Source NWDAF requests, using Nnwdaf_AnalyticsSubscription_Transfer Request service operation, a transfer of the analytics subscription(s) determined in step 2 to the target NWDAF. The request contains a callback URI of the analytics consumer. The request may also contain active data source ID(s) and ML model related information, which are related to the analytics subscriptions requested to be transferred, if not already provided as part of the prepared analytics subscription transfer in the preparation procedure (see step 1). The ML model related information contains the ID(s) of NWDAF(s) containing MTLF that provided the trained models and may contain the file address(es) of the trained ML model(s), where the file address(es) of the trained ML model(s) is included only when the source NWDAF itself provides the trained ML model(s) for the analytics subscription(s) being transferred. The request message may also include "analytics context identifier(s)" indicating the availability of analytics context for particular Analytics ID(s).
5.	Target NWDAF accepts the analytics subscription transfer and takes over the analytics generation and if applicable, the analytics Accuracy information generation, based on the information received from the source NWDAF.
	The target NWDAF may use analytics Accuracy request information included in the analytics subscription transfer received in step 4 to start the process of checking and generating analytics Accuracy information for the consumer of the transfer analytics subscription.
	Target NWDAF may use the ML model related information, if provided in the Nnwdaf_AnalyticsSubscription_Transfer request. If the ID(s) of NWDAF(s) containing MTLF is provided in the Nnwdaf_AnalyticsSubscription_Transfer request and the NWDAF(s) containing MTLF is part of the locally configured set of NWDAFs containing MTLF, target NWDAF may request or subscribe to the ML model(s) from the indicated NWDAF(s) containing MTLF as specified in clause 6.2A and use the ML model(s) for the transferred analytics subscription. If the file address(es) of the trained ML model(s) is provided and if the NWDAF containing MTLF is part of the locally configured set of NWDAFs containing MTLF, the target NWDAF may retrieve the ML model using the file address of the trained ML model. If the provided ID(s) of NWDAF(s) containing MTLF are not part of the locally configured set of ID(s) of NWDAFs containing MTLF, the target NWDAF discovers the NWDAF(s) supporting MTLF that can provide trained ML model(s) for the Analytics ID(s) as described in clause 5.2.
NOTE 3:	If not yet done during a prepared analytics subscription transfer, the target NWDAF allocates a new Subscription Correlation ID to the received analytics subscriptions.
NOTE 4:	The target NWDAF might already have received information on some/all of the analytics subscriptions as part of the prepared analytics subscription transfer request received in step 1 and, thus, might already have started to prepare for the analytics generation, e.g. by having already subscribed to relevant event notifications.
6.	Target NWDAF informs the analytics consumer about the successful analytics subscription transfer using a Nnwdaf_AnalyticsSubscription_Notify message. A new Subscription Correlation ID, which was assigned by the target NWDAF, is provided in the Subscription Correlation ID and the old Subscription Correlation Id, which was allocated by the source NWDAF, is provided in the Subscription Change Notification Correlation ID parameter of this message as specified in clause 7.2.4.
NOTE 5:	Notification correlation information in the Nnwdaf_AnalyticsSubscription_Notify message allows the analytics consumer to correlate the notifications (of analytics output and if applicable of analytics Accuracy information) to the initial subscription request made with the source NWDAF in step 0.
NOTE 6:	The existing Analytics context in the source NWDAF is not deleted directly but will be purged first when it was collected by the target NWDAF.
NOTE 7:	If this subscription is used as input for analytics aggregation by the analytics consumer, the analytics consumer might inform the other NWDAFs instance participating in this analytics aggregation that the Set of NWDAF identifiers of NWDAF instances used by the NWDAF service consumer for this analytics aggregation (see clause 6.1.3) has changed using the Nnwdaf_AnalyticsSubscription_Subscribe service operation.
7.	[Conditional] If "analytics context identifier(s)" had been included in the Nnwdaf_AnalyticsSubscription_Transfer Request received in step 4, the target NWDAF requests the "analytics context". The analytics context transfer procedure is specified in clause 6.1B.3.
	If the transfer request received by the target NWDAF also includes the Analytics Accuracy Request information, the target NWDAF will include in the Nnwdaf_AnalyticsInfo_ContextTransfer request the field Requested Analytics Context Type with value set to Analytics Accuracy related information (as defined in clause 6.1B.4) in order to retrieve the necessary information for generating the analytics Accuracy information.
	The target NWDAF may also retrieve from source NWDAF containing AnLF the ML model Accuracy information for the ML Model when ML Model Accuracy related information context type is included in the "analytics context identifier(s)" in the transfer request. Based on the retrieved ML Model Accuracy related information, the target NWDAF containing AnLF registers as provider of ML Model Accuracy information for the ML model as defined in clause 6.2E.3.2.
8.	[Optional] Target NWDAF subscribes to relevant data source(s), if it is not yet subscribed to the data source(s) for the data required for the Analytics.
9.	Target NWDAF confirms the analytics subscription transfer to the source NWDAF.
10.	[Optional] Source NWDAF unsubscribes with the data source(s) that are no longer needed for the remaining analytics subscriptions. In addition, Source NWDAF unsubscribes with the NWDAF(s) containing MTLF, if exist, which are no longer needed for the remaining analytics subscriptions.
NOTE 8:	At this point, the analytics subscription transfer is deemed completed, i.e. the source NWDAF can delete all information related to the successfully transferred analytics subscription.
11-12.	Target NWDAF at some point derives new output analytics and analytics Accuracy information (if applicable) based on new input data and notifies the analytics consumer about the new analytics and new analytics Accuracy information (if applicable) using a Nnwdaf_AnalyticsSubscription_Notify message as specified in clause 6.1.1.
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The procedure in Figure 6.1B.2.3-1 is used by an NWDAF instance to request another NWDAF instance for a prepared analytics subscription transfer from the source NWDAF instance, using the Nnwdaf_AnalyticsSubscription_Transfer service operation defined in clause 7.2.5.
NOTE 1:	The source NWDAF might determine that it needs to prepare to transfer analytics to another NWDAF instance, e.g. when the source NWDAF estimates for UE related analytics subscription that the UE might enter an area which is not covered by the source NWDAF (e.g. by subscribing to AMF event exposure service for UE mobility event notifications, by performing UE mobility analytics, or by subscribing to another NWDAF providing UE mobility analytics). If the source NWDAF discovers that the analytics consumer may change concurrently to this procedure, the source NWDAF does not perform the procedure. If the procedure makes use of predictions to determine the candidate NWDAFs, care must be taken with regards to load and signalling cost when sending data to an NWDAF that will not eventually start serving the UE.
NOTE 2:	The source NWDAF might also determine that it needs to prepare to transfer analytics subscriptions to another NWDAF instance, as the source NWDAF wants to resolve an internal load situation or prepare for a graceful shutdown.
NOTE 3:	Handling of overload situation or preparation for a graceful shutdown are preferably executed inside an NWDAF Set, when available.
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0.	Analytics consumer subscribes to the source NWDAF for certain analytics as specified in clause 6.1.1.
0a.	Source NWDAF starts data collection from relevant data source(s) (e.g. NFs or OAM) as specified in clause 6.2. Source NWDAF starts generating requested analytics.
0b.	[Conditional] (Only if the source NWDAF does not serve the whole PLMN and the requested analytics involves UE related data) The source NWDAF subscribes, using Namf_EventExposure_Subscribe service operation, to receive notifications on UE mobility events from AMF.
1.	The source NWDAF determines that it needs to prepare to transfer analytics to another NWDAF instance.
2.	The source NWDAF discovers candidate target NWDAF instances (e.g. NWDAFy and NWDAFz) supporting the requested analytics information for the predicted target area(s). NWDAF discovery and selection is specified in clause 6.3.13 of TS 23.501 [2]. In the case of aggregated analytics from multiple NWDAFs, the source NWDAF may use the set of NWDAF identifiers related to aggregated analytics (see clause 6.1.3) to preferably select a target NWDAF that is already serving the consumer. In the case of the analytics subscription to be transferred also includes an Analytics Accuracy Request information as defined in clause 6.1.3, the source NWDAF takes into consideration in the selection process whether target NWDAF have the Accuracy checking capability.
NOTE 4:	In this procedure, NWDAFy and NWDAFz are examples for target NWDAF instances that are candidates to take over those analytic subscriptions.
3-4.	In the case of a prepared analytics subscription transfer, the source NWDAF requests, using Nnwdaf_AnalyticsSubscription_Transfer Request, to the candidate target NWDAFs (e.g. NWDAFy and NWDAFz) to prepare for an analytics subscription transfer by including a "prepared analytics subscription transfer indication" in the request message. The request message includes information on the analytics subscriptions to be transferred. The request message may also include "analytics context identifier(s)" indicating the availability of analytics context for particular Analytics ID(s).
	The candidate target NWDAFs (e.g. NWDAFy and NWDAFz) respond to the request from the source NWDAF using a Nnwdaf_AnalyticsSubscription_Transfer Response message.
5-6.	[Conditional] If "analytics context identifier(s)" had been included in the Nnwdaf_AnalyticsSubscription_Transfer Request received in step 4, the determined target NWDAFs (e.g. NWDAFy and NWDAFz) may request the "analytics context" from the source NWDAF by invoking the "Nnwdaf_AnalyticsInfo_ContextTransferservice" operation. The analytics context transfer procedure is specified in clause 6.1B.3.
	If the target NWDAF supports the Accuracy checking capability and the request received in steps 3-4 contains the Analytics Accuracy Request information, the target NWDAF includes in the Nnwdaf_AnalyticsInfo_ContextTransfer request the field Requested Analytics Context Type with value set to Analytics Accuracy related information (as defined in clause 6.1B.4) in order to retrieve the necessary information for starting the analytics Accuracy information. The target NWDAF may also include in the request the Requested Analytics Context Type with value set to ML Model Accuracy related information in order obtain the proper information to register as a new provider of ML Model Accuracy information for the ML model as defined in clause 6.2E.3.2.
NOTE 5:	The target NWDAFs (e.g. NWDAFy and NWDAFz) can allocate a new Subscription Correlation ID to the received analytics subscriptions.
7.	[Optional] Based on the information received from the source NWDAF, the target NWDAFs (e.g. NWDAFy and NWDAFz) start data collection from NFs or OAM (as specified in clause 6.2), analytics generation for the indicated analytics subscriptions and if applicable the analytics Accuracy checking and generation (as specified in clause 6.2D).
NOTE 6:	After step 7, the source NWDAF initiates the analytics subscription transfer to the target NWDAF as specified in steps 4 to 12 of the analytics subscription transfer procedure illustrated in Figure 6.1B.2.2-1.
8.	The source NWDAF cancels the prepared analytics subscription transfer to a candidate target NWDAF (e.g. NWDAFz), using Nnwdaf_AnalyticsSubscription_Transfer Request include an "analytics subscription transfer cancel indication". The target NWDAF (e.g. NWDAFz) confirms the cancelation to the source NWDAF and, if applicable, deletes any analytics data that is no longer needed. If the target NWDAF (e.g. NWDAFz), as part of the analytics subscription preparation, had already subscribed to entities to collect data or acquire ML model, it unsubscribes to those entities if the subscriptions are not needed for other active analytics subscriptions with the target NWDAF. If the candidate NWDAF (e.g. NWDAFz), as part of the analytics subscription preparation, had already started the analytics Accuracy generation (as specified in clause 6.2D), it cancels the generation and if any extra data collection has been started, this data collection is also stopped, if not used by any other process in the target NWDAF.
	Step 8 may take place any time after step 4 if the NWDAF determines that the candidate target NWDAF (e.g. NWDAFz) does no longer need to prepare for the analytics subscription transfer. In particular, the source NWDAF shall cancel the prepared analytics subscription transfer to all remaining candidate target NWDAFs after one target NWDAF has accepted the analytics subscription transfer (see NOTE 6).
	If the source NWDAF is not able to discover a target NWDAF with Accuracy checking capability, the source NWDAF notifies the analytics consumer with Accuracy Information Termination. Therefore, the consumer may decide to unsubscribe the analytics ID or to keep using the analytics ID even without receiving the Accuracy information.

[bookmark: _Toc153794373]6.1B.3	Analytics Context Transfer
The procedure depicted in Figure 6.1B.3-1 is used by an NWDAF instance to request analytics context from another NWDAF instance, using the Nnwdaf_AnalyticsInfo_ContextTransfer service operation as defined in clause 7.3.3. This procedure, for example, can be invoked in the procedures described in clause 6.1B.2 to request the transfer of relevant analytics context.


[bookmark: _CRFigure6_1B_31]Figure 6.1B.3-1: Analytics Context Transfer
The procedure of analytics context information transfer comprises the following steps:
1.	The consumer NWDAF requests analytics context by invoking Nnwdaf_AnalyticsInfo_ContextTransfer request service operation. The parameters that can be provided in the request are listed in clause 6.1B.4.
2.	The provider NWDAF responds with analytics context to the consumer NWDAF. The analytics context that can be provided in the response is listed in clause 6.1B.4.
	If the provider NWDAF stores analytics context (i.e. Historical output Analytics and/or Data related to Analytics) in ADRF, the provider NWDAF may include in the response the ADRF ID together with an indication of the Analytics Context Type stored in the ADRF (i.e. Historical output Analytics and/or Data related to Analytics).
	Upon receiving the analytics context, the consumer NWDAF may:
-	provide the pending output analytics or historical analytics information to the analytics consumer per the subscription/request;
-	use the historical data and analytics metadata in the analytics context to generate analytics;
-	use the analytics Accuracy related information in the analytics context to activate the checking of analytics Accuracy information for the transferred analytics ID, generate and provide the analytics Accuracy information for the consumer.
NOTE:	The consumer NWDAF can analyse the timestamps of the historical data included in the analytics context in order to obtain the inference configuration used at the source NWDAF for data collection and may decide to use the same inference configuration for the analytics Accuracy generation.
-	use the ML model Accuracy related information in the analytics context to determine the need for registration at the NWDAF containing MTLF with the information to enable the NWDAF containing MTLF to reassociated the data of the existing subscription for ML model Accuracy information to a new ML model Accuracy monitoring process at the target NWDAF containing AnLF, reusing the existing data (as further detailed in clause 6.2E.3).
-	subscribe to data collected for analytics with the data sources indicated in the analytics context;
-	if the ID(s) of the NWDAF(s) containing MTLF indicated in the analytics context is part of the locally configured (set of) IDs of NWDAFs containing MTLF, retrieve trained ML model(s) from the indicated NWDAF(s) containing MTLF or based on the file address(es) of the trained ML model(s) and use for analytics; and/or
-	subscribe to output analytics from the indicated NWDAFs that collectively serve the transferred analytics subscription and perform analytics aggregation on the output analytics using the analytics metadata information, based on the analytics subscription aggregation information.
[bookmark: _CR6_1B_4][bookmark: _Toc153794374]6.1B.4	Contents of Analytics Context
The Nnwdaf_AnalyticsInfo_ContextTransfer service operation is used to transfer analytics context from a source NWDAF instance to a target NWDAF instance, whereby the target NWDAF consumes the Nnwdaf_AnalyticsInfo_ContextTransfer service operation produced by the source NWDAF instance to request the analytics context as depicted in Figure 6.1B.3-1.
The consumers of the Nnwdaf_AnalyticsInfo_ContextTransfer service operation (as specified in clause 7.3.3) provide the following input parameters:
-	A list of analytics context identifier(s): identify a set of analytics context that are available at the NWDAF instance providing this service and that are requested to be transferred to the consumer NWDAF instance. The analytics context identifier is provided as the following:
-	Subscription Correlation ID: identifies the analytics subscription for which the related analytics context is requested; or
-	A set of SUPI and associated Analytics ID for UE related Analytics; or
-	An Analytics ID for NF related Analytics.
-	[OPTIONAL] Requested Analytics Context Type per analytics context identifier: indicates which part of the analytics context the consumer wishes to receive. Following values are specified:
-	Pending output Analytics;
-	Historical output Analytics;
-	Analytics subscription aggregation information;
-	Data related to Analytics;
-	Aggregation related information;
-	ML Model related information;
-	Analytics Accuracy related information.
-	ML Model Accuracy related information.
NOTE:	A list of "analytics context identifier(s)" can be provided by the source NWDAF to the target NWDAF in an analytics subscriptions transfer request as described in clause 6.1B.2.2. Information allowing to identify an analytics context can also be provided by the NWDAF consumer to the target NWDAF in the Nnwdaf_AnalyticsSubscription_Subscribe request and based on this information the target NWDAF derives the "analytics context identifier", as defined in clause 6.1B.2.1.
The producer NWDAF provides to the consumer of the Nnwdaf_AnalyticsInfo_ContextTransfer service operation (as specified in clause 7.3.3), the output information listed below:
-	(Set of) Analytics context matching the input parameters of the Nnwdaf_AnalyticsInfo_ContextTransfer request. If no Requested Analytics Context type parameters are available in the request, all available analytics context types are sent. Analytics context includes the following information parts, if available:
-	Analytics related:
-	Pending output analytics (i.e. not yet notified to the consumer).
-	Historical output analytics information. The content of the output analytics is specified in clause 6.1.3 as output information of the Nnwdaf_AnalyticsSubscription_Notify or Nnwdaf_AnalyticsInfo_Request service operations.
-	Timestamp(s) of the last output analytics provided to the analytics consumer(s). Value is set to 0 if no output analytics had been sent yet.
-	Analytics subscription aggregation information (only provided when analytics context is related to analytics aggregation): information about the analytics subscriptions that the source NWDAF has with the NWDAFs that collectively serve the transferred analytics subscription, which includes IDs and analytics metadata information of these NWDAFs for specific Analytics ID(s) and optionally input parameters of analytics exposure as defined in clause 6.1.3.
-	Data related to Analytics:
-	Historical data that is available at the source NWDAF and that is related to the analytics to be handed over to the target NWDAF. If available, the time period of the collected data, NF ID(s) of the data source(s) and information (e.g. filter and event reporting parameters) on the subscriptions with those data sources which were used to generate this historical data.
-	Aggregation related information: Related to analytic consumers that aggregate analytics from multiple NWDAF subscriptions:
-	(Set of) NWDAF identifiers of NWDAF instances used by the NWDAF service consumer when aggregating multiple analytic subscriptions.
-	ML Model related information:
-	ID(s) of NWDAF(s) containing MTLF: Instance/Set ID(s) of the NWDAF(s) containing MTLF from which the source NWDAF currently subscribes to the ML Model Information used for the analytics.
-	Optionally, file address(es) of the trained ML model(s), which is included only when the source NWDAF itself provides the trained ML model(s) for the analytics subscription(s) for which the related analytics context is requested.
-	Analytics Accuracy related information: The information is related to the parameters of the Analytics Accuracy Request Information and status of the analytics subscription due to NF consumer and NWDAF interactions pausing or resuming the analytics output. It includes:
-	Timestamp(s) of the last analytics Accuracy information provided to the analytics consumer(s). Value is set to 0 if no analytics Accuracy information had been sent yet;
-	Indication whether analytics subscription is paused;
-	Remaining time window of paused analytics subscription;
-	Ground truth information: data types and data sources of the ground truth per analytics used for the Accuracy information computation.
-	ML Model Accuracy related information: The information is related to the parameters of the ML Model Accuracy Subscription Information requested by a NWDAF containing MTLF. It includes:
-	original Subscription Correlation ID for the ML Model Accuracy information associated with the ML model and/or analytics ID at the source NWDAF containing AnLF;
-	NWDAF containing AnLF NF ID of source NWDAF;
-	The parameters used for the subscription for ML model Accuracy information for the given ML Model at the source NWDAF containing AnLF.

[bookmark: _Toc153794379]6.2	Procedures for Data Collection
[bookmark: _CR6_2_1][bookmark: _Toc153794380]6.2.1	General
The Data Collection feature permits NWDAF to retrieve data from various sources (e.g. NF such as AMF, SMF, PCF, NSACF, GMLC and AF; OAM), as a basis of the computation of network analytics.
All available data encompass:
-	OAM global NF data,
-	Data available in NFs, e.g. behaviour data related to individual UEs or UE groups (e.g. UE reachability) and pre-computed metrics covering UE populations (e.g. number of UEs present in a geographical area), per spatial and temporal dimensions (e.g. per region for a period of time),
-	NF data available in the 5GC (e.g. NRF),
-	Data available in AF.
When DCCF, ADRF, MFAF or NWDAF hosting DCCF or ADRF are present in the network, the data collection also follows the principles described in clause 6.2.6.
The NWDAF shall use at least one of the following services:
-	the Generic management services as defined in TS 28.532 [6], the Performance Management services as defined in TS 28.550 [7] or the Fault Supervision services as defined in TS 28.545 [9], offered by OAM in order to collect OAM global NF data.
-	the Exposure services offered by NFs in order to retrieve data and other non-OAM pre-computed metrics available in the NFs.
-	Other NF services in order to collect NF data (e.g. NRF)
-	DCCF data management service to retrieve data using DCCF.
The NWDAF shall obtain the proper information to perform data collection for a UE, a group of UEs or any UE:
-	For an Analytics ID, NWDAF is configured with the corresponding NF Type(s) and/or event ID(s) and/or OAM measurement types.
-	NWDAF shall determine which NF instance(s) of the relevant NF type(s) are serving the UE, the group of UEs or any UE, taking into account the S-NSSAI(s) and area of interest as defined in clause 7.1.3 of TS 23.501 [2].
-	NWDAF invokes Nnf_EventExposure_Subscribe services to collect data from the determined NF instance(s) and/or triggers the procedure in clause 6.2.3.2 to subscribe to OAM services to collect the OAM measurement.
The NWDAF performs data collection from an AF directly as defined in clause 6.2.2.2 or via NEF as defined in clause 6.2.2.3. According to the data collection request, the AF may further perform data collection from UE (see clause 6.4.2 and clauses 6.5.2-6.5.4) as defined in clause 6.2.8.
The NWDAF shall be able to discover the events supported by a NF.
Data collection procedures enables the NWDAF to efficiently obtain the appropriate data with the appropriate granularity.
When a request or subscription for statistics or predictions is received, the NWDAF may not possess the necessary data to perform the service, including:
-	Data on the monitoring period in the past, which is necessary for the provision of statistics and predictions matching the Analytics target period.
-	Data on longer monitoring periods in the past, which is necessary for model training.
Therefore, in order to optimize the service quality, the NWDAF may undertake the following actions:
-	The NWDAF may return a confidence parameter as stated in clause 6.1.3 expressing the confidence in the prediction produced. Prediction may be returned with zero confidence as described below. This confidence is likely to grow in the case of subscriptions.
-	The value of the confidence depends on the level or urgency expressed by the parameter "preferred level of Accuracy" as listed in clause 6.1.3, the parameter "time when analytics information is needed" as listed in clause 6.1.3 and the availability of data. If no sufficient data is collected to provide an estimation for the preferred level of Accuracy before the time deadline, the service shall return a zero confidence. Otherwise, the NWDAF may wait until enough data is collected before providing a response or a first notification.
-	In order to be prepared for future requests on analytics from NFs/OAM, the NWDAF, upon operator configuration, may collect data on its own initiative, e.g. on samples of UEs and retain the data collected in the data storage.
NOTE 1:	The NWDAF can send an error response to the analytics consumer to indicate that statistics are unavailable if the NWDAF was not prepared for future requests and did not collect data on its own initiative.
	The volume and maximum duration of data storage is also subject to operator configuration.
The NWDAF may decide to reduce the amount of data collected to reduce signalling load, by either prioritizing requests received from analytics consumers, or reducing the extent (e.g. duration, scope) of data collection, or modifying the sampling ratios. When using sampling ratio, the NWDAF may, depending on the analytics required and based on local configuration, provide additional partitioning criteria to the NFs to allow for a better UEs representation and to request that the NFs first partition the UEs before applying sampling ratio (see Event Reporting Information as specified in TS 23.502 [3]). The NWDAF may provide one or multiple partitioning criteria in its request for data collection from NFs.
In order to optimize the performance and Accuracy of data collection and reporting and reduce the impact on data producers, the NWDAF may request subscriptions to the NFs with the variable reporting periodicity parameter. Depending on the condition provided as part of this parameter, different reporting periodicity are used. The condition is the load of the NF.
The NWDAF may skip data collection phase when the NWDAF already has enough information to provide requested analytics.
The data which NWDAF may collect is listed for each analytics in input data clause and is decided by the NWDAF.
NOTE 2:	NWDAF can skip data collection phase for some specific input data per the requested analytics e.g. when some of the data is already available at NWDAF for the requested analytics, or when NWDAF considers that some of the data is not needed at all to provide the requested analytics as per the analytics consumer request (e.g. based on preferred level of Accuracy or based on the time when analytics are needed).
Event exposure subscriptions for data collection from the AMF and the SMF may need to survive after the removal of UE context in the AMF including event exposure subscriptions, or upon the creation of new UE context in AMF or SMF. In order for event exposure subscriptions in AMF and SMF to be (re)created in these cases, the NWDAF may subscribe to the events in AMF and/or SMF via UDM for a UE or group of UEs, as specified in clause 4.15.4.4 of TS 23.502 [3].
In hierarchical interactions among NWDAFs, without standalone DCCF, or co-located DCCF, the efficiency of data collection can be achieved by inter-NWDAF instance cooperation among NWDAF instances on different levels of the hierarchy. An efficient data collection means that the same data required for the same Analytics ID or different Analytics IDs should not be collected multiple times by the different NWDAFs of the hierarchy.


[bookmark: _Toc153794426]6.2.13	Rating untrusted AF data sources
[bookmark: _CR6_2_13_1][bookmark: _Toc153794427]6.2.13.1	General
When using an untrusted AF as data source, NWDAF may consider the data source rating results. The rating of untrusted AF is based on the quality of data collected.
Such rating may be triggered when the Accuracy check based on the calculation between the predicted and ground-truth data indicates low performance, while the untrusted data source rating may be performed based on NWDAF internal logic. In the selection of the appropriate data sources, the NWDAF may use the rate of untrusted AF data sources as a criterion to calculate the expected confidence degree.
[bookmark: _CR6_2_13_2][bookmark: _Toc153794428]6.2.13.2	Procedure for rating untrusted AF data sources
The process of rating untrusted AF data sources is depicted in Figure 6.2.13.2. For realizing potential issues, the NWDAF containing AnLF subscribes to the NWDAF containing MTLF, which performs an Accuracy calculation based on the predicted and ground-truth data or alternatively the NWDAF containing AnLF can calculate the Accuracy locally by comparing the predicted and ground-truth data.


[bookmark: _CRFigure6_2_13_2]Figure 6.2.13.2: NWDAF containing AnLF-based untrusted AF data source rating
1.	NWDAF containing AnLF subscribes to NWDAF containing MTLF for obtaining an ML model using the Nnwdaf_ModelProvision_Subscribe service operation. The NWDAF containing AnLF may include a threshold (as described in clause 6.2E.2) to indicate when the NWDAF containing MTLF needs to execute the Accuracy monitoring operations.
Option 1: Accuracy report from NWDAF containing MTLF
2a.	NWDAF containing MTLF evaluates the ML model Accuracy according to clause 6.2E.2.
2b.	An Accuracy report is sent to the NWDAF containing AnLF, e.g. when the reporting threshold is met by invoking Nnwdaf_MLModelProvision_Notify service operation.
Option 2: NWDAF containing AnLF computes Accuracy
2c.	NWDAF containing AnLF calculates the Accuracy by comparing the predictions with ground truth data.
2d.	NWDAF containing AnLF is aware that the ML Model used has a low Accuracy either by receiving the Accuracy report in step 2b or monitoring the Accuracy by itself in step 2c. NWDAF containing AnLF determines that it needs to check further the data sources and compute data source rating. The decision conditions upon which it needs to initiate data source rating for a data source is based on NWDAF containing AnLF implementation.
3a-3b.	NWDAF containing AnLF initiates rating of a data source by requesting and receiving supplementary data, i.e. via Nnwdaf_DataManagement_Fetch / Ndccf_DataManagement_Notify, from different data sources (if available) to verify the data source quality or correctness. Such data can be for example performance data from the OAM which are supplementary to the data from untrusted AFs, or data from UPF supplementary to the data from untrusted AFs.
4.	NWDAF containing AnLF updates the rating for the sources where untrusted data is deviated from the supplementary trusted data per Event ID.
NOTE 1:	An NWDAF containing AnLF determines the rating of an untrusted AF data source based on internal operations.
5a.	NWDAF containing AnLF stores the untrusted AF data source rating locally.
5b.	NWDAF containing AnLF may send the untrusted AF data source rating to UDSF, if available. NWDAF containing AnLF uses the Nudsf_ UnstructuredDataManagement_Create service operation.
NOTE 2:	To avoid an untrusted AF to be permanently excluded as a data source, the NWDAF containing AnLF can re-rate the untrusted AF based on its internal logic. For example, it can rate the untrusted AF after some timer expired.
6.	A NWDAF consumer subscribes to a certain Analytics ID, using Nnwdaf_AnalyticsSubscription_Subscribe service operation.
Either step 7a or step 7b is executed, before collecting the data needed for the subscribed Analytic ID.
7a.	The NWDAF containing AnLF retrieves the untrusted AF rating of the data sources locally.
7b.	The NWDAF containing AnLF retrieves the untrusted AF rating of the data sources from the UDSF using the to use Nudsf_ UnstructuredDataManagement_Query service operation.
8.	If the rating of one or more untrusted AF is below a threshold (i.e. that is pre-configured), then the NWDAF containing AnLF can:
(i)	select an alternative untrusted AF (if available) with higher rating; or
(ii)	request supplementary data from other trusted data sources.
9.	The NWDAF containing AnLF subscribes to a new data source to receive alternative or supplementary data if a new data source is selected in step 8.
10.	The NWDAF containing AnLF may use the rate of untrusted AF data sources as a criterion to calculate the confidence level of the respective analytics output.
11.	The NWDAF containing AnLF provides the analytics output to the analytics consumer, using the Nnwdaf_AnalyticsSubscription_Notify service operation.
[bookmark: _CR6_2_14]In the case of ML model (re)training, if the NWDAF containing MTLF is the same NWDAF containing AnLF in step 5b, it may also use the rate of untrusted AF data sources by performing steps 7b and 8-9 and then, (re)trains the ML model.


[bookmark: _Toc153794434]6.2A.1	ML Model Subscribe/Unsubscribe
The procedure in Figure 6.2A.1-1 is used by an NWDAF service consumer, i.e. an NWDAF containing AnLF to subscribe/unsubscribe at another NWDAF, i.e. an NWDAF containing MTLF, to be notified when ML Model Information on the related Analytics becomes available, using Nnwdaf_MLModelProvision services as defined in clause 7.5. The ML Model Information is used by an NWDAF containing AnLF to derive analytics. The service is also used by an NWDAF to modify existing ML Model Subscription(s). An NWDAF can be at the same time a consumer of this service provided by other NWDAF(s) and a provider of this service to other NWDAF(s).


[bookmark: _CRFigure6_2A_11]Figure 6.2A.1-1: ML Model for analytics subscribe/unsubscribe
 1.	The NWDAF service consumer (i.e. an NWDAF containing AnLF) subscribes to, modifies, or cancels subscription for a (set of) trained ML Model(s) associated with a/an (set of) Analytics ID(s) by invoking the Nnwdaf_MLModelProvision_Subscribe / Nnwdaf_MLModelProvision_Unsubscribe service operation. The parameters that can be provided by the NWDAF service consumer are listed in clause 6.2A.2. The service consumer optionally indicates its support for multiple ML models if available.
	When a subscription for a trained ML model associated with an Analytics ID is received, the NWDAF containing MTLF may:
-	determine whether existing trained ML Model(s) can be used for the subscription; or
-	determine whether triggering further training for the existing trained ML models is needed for the subscription.
	If the NWDAF containing MTLF determines that further training is needed, this NWDAF may initiate data collection from NFs, (e.g. AMF/DCCF/ADRF), UE Application (via AF) or OAM as described in clause 6.2, to generate the ML model.
	If the service invocation is for a subscription modification or subscription cancelation, the NWDAF service consumer includes an identifier (Subscription Correlation ID) to be modified in the invocation of Nnwdaf_MLModelProvision_Subscribe.
2.	If the NWDAF service consumer subscribes to a (set of) trained ML model(s) associated to a (set of) Analytics ID(s), the NWDAF containing MTLF notifies the NWDAF service consumer with:
-	a set of pair(s) of unique ML Model Identifier and ML Model Information associated with each Analytics ID requested by the service consumer.
NOTE 1:	The structure and format of the ML Model identifier and its uniqueness are up to stage 3.
NOTE 2:	Parameters defined for Multiple ML models are for Analytics Accuracy enhancement.
	by invoking Nnwdaf_MLModelProvision_Notify service operation. The content of trained ML Model Information that can be provided by the NWDAF containing MTLF is specified in clause 6.2A.2.
	The NWDAF containing MTLF also invokes the Nnwdaf_MLModelProvision_Notify service operation to notify an available re-trained ML model when the NWDAF containing MTLF determines that the previously provided trained ML Model required re-training at step 1.
	When the step 1 is for a subscription modification (i.e. including Subscription Correlation ID), the NWDAF containing MTLF may provide either a new trained ML model different to the previously provided one, or re-trained ML model by invoking Nnwdaf_MLModelProvision_Notify service operation.


6.2.13.2	Procedure for rating untrusted AF data sources
The process of rating untrusted AF data sources is depicted in Figure 6.2.13.2. For realizing potential issues, the NWDAF containing AnLF subscribes to the NWDAF containing MTLF, which performs an Accuracy calculation based on the predicted and ground-truth data or alternatively the NWDAF containing AnLF can calculate the Accuracy locally by comparing the predicted and ground-truth data.


Figure 6.2.13.2: NWDAF containing AnLF-based untrusted AF data source rating
1.	NWDAF containing AnLF subscribes to NWDAF containing MTLF for obtaining an ML model using the Nnwdaf_ModelProvision_Subscribe service operation. The NWDAF containing AnLF may include a threshold (as described in clause 6.2E.2) to indicate when the NWDAF containing MTLF needs to execute the Accuracy monitoring operations.
Option 1: Accuracy report from NWDAF containing MTLF
2a.	NWDAF containing MTLF evaluates the ML model Accuracy according to clause 6.2E.2.
2b.	An Accuracy report is sent to the NWDAF containing AnLF, e.g. when the reporting threshold is met by invoking Nnwdaf_MLModelProvision_Notify service operation.
Option 2: NWDAF containing AnLF computes Accuracy
2c.	NWDAF containing AnLF calculates the Accuracy by comparing the predictions with ground truth data.
2d.	NWDAF containing AnLF is aware that the ML Model used has a low Accuracy either by receiving the Accuracy report in step 2b or monitoring the Accuracy by itself in step 2c. NWDAF containing AnLF determines that it needs to check further the data sources and compute data source rating. The decision conditions upon which it needs to initiate data source rating for a data source is based on NWDAF containing AnLF implementation.
3a-3b.	NWDAF containing AnLF initiates rating of a data source by requesting and receiving supplementary data, i.e. via Nnwdaf_DataManagement_Fetch / Ndccf_DataManagement_Notify, from different data sources (if available) to verify the data source quality or correctness. Such data can be for example performance data from the OAM which are supplementary to the data from untrusted AFs, or data from UPF supplementary to the data from untrusted AFs.
4.	NWDAF containing AnLF updates the rating for the sources where untrusted data is deviated from the supplementary trusted data per Event ID.
NOTE 1:	An NWDAF containing AnLF determines the rating of an untrusted AF data source based on internal operations.
5a.	NWDAF containing AnLF stores the untrusted AF data source rating locally.
5b.	NWDAF containing AnLF may send the untrusted AF data source rating to UDSF, if available. NWDAF containing AnLF uses the Nudsf_ UnstructuredDataManagement_Create service operation.
NOTE 2:	To avoid an untrusted AF to be permanently excluded as a data source, the NWDAF containing AnLF can re-rate the untrusted AF based on its internal logic. For example, it can rate the untrusted AF after some timer expired.
6.	A NWDAF consumer subscribes to a certain Analytics ID, using Nnwdaf_AnalyticsSubscription_Subscribe service operation.
Either step 7a or step 7b is executed, before collecting the data needed for the subscribed Analytic ID.
7a.	The NWDAF containing AnLF retrieves the untrusted AF rating of the data sources locally.
7b.	The NWDAF containing AnLF retrieves the untrusted AF rating of the data sources from the UDSF using the to use Nudsf_ UnstructuredDataManagement_Query service operation.
8.	If the rating of one or more untrusted AF is below a threshold (i.e. that is pre-configured), then the NWDAF containing AnLF can:
(i)	select an alternative untrusted AF (if available) with higher rating; or
(ii)	request supplementary data from other trusted data sources.
9.	The NWDAF containing AnLF subscribes to a new data source to receive alternative or supplementary data if a new data source is selected in step 8.
10.	The NWDAF containing AnLF may use the rate of untrusted AF data sources as a criterion to calculate the confidence level of the respective analytics output.
11.	The NWDAF containing AnLF provides the analytics output to the analytics consumer, using the Nnwdaf_AnalyticsSubscription_Notify service operation.
In the case of ML model (re)training, if the NWDAF containing MTLF is the same NWDAF containing AnLF in step 5b, it may also use the rate of untrusted AF data sources by performing steps 7b and 8-9 and then, (re)trains the ML model.


[bookmark: _Hlk158915332]6.2A.1	ML Model Subscribe/Unsubscribe
The procedure in Figure 6.2A.1-1 is used by an NWDAF service consumer, i.e. an NWDAF containing AnLF to subscribe/unsubscribe at another NWDAF, i.e. an NWDAF containing MTLF, to be notified when ML Model Information on the related Analytics becomes available, using Nnwdaf_MLModelProvision services as defined in clause 7.5. The ML Model Information is used by an NWDAF containing AnLF to derive analytics. The service is also used by an NWDAF to modify existing ML Model Subscription(s). An NWDAF can be at the same time a consumer of this service provided by other NWDAF(s) and a provider of this service to other NWDAF(s).


Figure 6.2A.1-1: ML Model for analytics subscribe/unsubscribe
 1.	The NWDAF service consumer (i.e. an NWDAF containing AnLF) subscribes to, modifies, or cancels subscription for a (set of) trained ML Model(s) associated with a/an (set of) Analytics ID(s) by invoking the Nnwdaf_MLModelProvision_Subscribe / Nnwdaf_MLModelProvision_Unsubscribe service operation. The parameters that can be provided by the NWDAF service consumer are listed in clause 6.2A.2. The service consumer optionally indicates its support for multiple ML models if available.
	When a subscription for a trained ML model associated with an Analytics ID is received, the NWDAF containing MTLF may:
-	determine whether existing trained ML Model(s) can be used for the subscription; or
-	determine whether triggering further training for the existing trained ML models is needed for the subscription.
	If the NWDAF containing MTLF determines that further training is needed, this NWDAF may initiate data collection from NFs, (e.g. AMF/DCCF/ADRF), UE Application (via AF) or OAM as described in clause 6.2, to generate the ML model.
	If the service invocation is for a subscription modification or subscription cancelation, the NWDAF service consumer includes an identifier (Subscription Correlation ID) to be modified in the invocation of Nnwdaf_MLModelProvision_Subscribe.
2.	If the NWDAF service consumer subscribes to a (set of) trained ML model(s) associated to a (set of) Analytics ID(s), the NWDAF containing MTLF notifies the NWDAF service consumer with:
-	a set of pair(s) of unique ML Model Identifier and ML Model Information associated with each Analytics ID requested by the service consumer.
NOTE 1:	The structure and format of the ML Model identifier and its uniqueness are up to stage 3.
NOTE 2:	Parameters defined for Multiple ML models are for Analytics Accuracy enhancement.
	by invoking Nnwdaf_MLModelProvision_Notify service operation. The content of trained ML Model Information that can be provided by the NWDAF containing MTLF is specified in clause 6.2A.2.
	The NWDAF containing MTLF also invokes the Nnwdaf_MLModelProvision_Notify service operation to notify an available re-trained ML model when the NWDAF containing MTLF determines that the previously provided trained ML Model required re-training at step 1.
	When the step 1 is for a subscription modification (i.e. including Subscription Correlation ID), the NWDAF containing MTLF may provide either a new trained ML model different to the previously provided one, or re-trained ML model by invoking Nnwdaf_MLModelProvision_Notify service operation.
[bookmark: _CR6_2A_2]6.2A.2	Contents of ML Model Provisioning
The consumers of the ML model provisioning services (i.e. an NWDAF containing AnLF) as described in clause 7.5 and clause 7.6 may provide the input parameters as listed below:
-	Information of the analytics for which the requested ML model is to be used, including:
-	A list of Analytics ID(s): identifies the analytics for which the ML model is used.
-	[OPTIONAL] NF consumer information: identifies the vendor of NWDAF containing AnLF.
NOTE 1:	NF consumer information such as Vendor ID is defined in Stage 3.
-	[OPTIONAL] Use case context: indicates the context of use of the analytics to select the most relevant ML model ML model.
NOTE 2:	The NWDAF containing MTLF can use the parameter "Use case context" to select the most relevant ML model, when several ML models are available for the requested Analytics ID(s). The values of this parameter are not standardized.
-	[OPTIONAL] ML Model Interoperability Information. This is vendor-specific information that conveys, e.g., requested model file format, model execution environment, etc. The encoding, format, and value of ML Model Interoperable Information is not specified since it is vendor specific information, and is agreed between vendors, if necessary for sharing purposes.
-	[OPTIONAL] ML Model Filter Information: enables the NWDAF containing MTLF to select which ML model for the analytics is requested, e.g. S-NSSAI, Area of Interest. Parameter types in the ML Model Filter Information are the same as parameter types in the Analytics Filter Information which are defined in procedures.
-	[OPTIONAL] Target of ML Model Reporting: indicates the object(s) for which ML model is requested, e.g. specific UEs, a group of UE(s) or any UE (i.e. all UEs).
-	[OPTIONAL] Requested representative ratio: a minimum percentage of UEs in the group whose data is a non-empty set and can be used in the model training when the Target of ML Model Reporting is a group of UEs.
-	ML Model Reporting Information with the following parameters:
-	(Only for Nnwdaf_MLModelProvision_Subscribe) ML Model Reporting Information Parameters as per Event Reporting Information Parameter defined in Table 4.15.1-1, TS 23.502 [3].
-	[OPTIONAL] ML Model Target Period: indicates time interval [start, end] for which ML model for the Analytics is requested. The time interval is expressed with actual start time and actual end time (e.g. via UTC time).
-	[OPTIONAL] Inference Input Data information: contains information about various settings that are expected to be used by AnLF during inferences such as:
-	the "Input Data" that are expected be used, each of them optionally accompanied by metrics that show the granularity with which this data will be used (i.e., a sampling ratio, the maximum number of input values, and/or a maximum time interval between the samples of this input data).
NOTE 3:	This can be a subset of the possible Input Data specified for a certain analytics type.
-	the data sources that are expected to be used as a list of NF instance (or NF set) identifiers.
-	A Notification Target Address (+ Notification Correlation ID) as defined in clause 4.15.1 of TS 23.502 [3], allowing to correlate notifications received from the NWDAF containing MTLF with this subscription.
-	[OPTIONAL] Indication of supporting multiple ML models.
-	[OPTIONAL] Accuracy level(s) of Interest.
-	[OPTIONAL] Number of ML model(s), indicating the maximum number of ML models that the NWDAF containing MTLF could provide to the NWDAF containing AnLF.
NOTE 4:	Multiple ML models Filter Information are composed by Accuracy level(s) of Interest and Number of ML model(s).
-	[OPTIONAL] Time when model is needed: indicates the latest time when the consumer expects to receive the ML model(s).
-	[OPTIONAL] ML Model Monitoring Information:
-	[OPTIONAL] ML Model metric: i.e. ML Model Accuracy.
-	[OPTIONAL] ML model monitoring reporting mode: such as Accuracy reporting interval or pre-determined status. Depending on the reporting mode, the NWDAF containing MTLF reports the model Accuracy to NWDAF containing AnLF either periodically or when the ML model Accuracy is crossing an ML Model Accuracy threshold, i.e. the Accuracy either becomes higher or lower than the ML Model Accuracy threshold.
-	[OPTIONAL] ML Model Accuracy Threshold: indicating the Accuracy threshold of the ML Model requested by the consumer (as a kind of pre-determined status). It also can be used as an indication that the MTLF is triggered to execute the Accuracy monitoring operations for the ML Model provisioned to AnLF.
-	[OPTIONAL] DataSetTag and ADRF ID if available: indicates the inference data (including input data, prediction and the ground truth data at the time which the prediction refers to) stored in ADRF which can be used by MTLF to retrain or reprovision of the ML model.
-	[OPTIONAL] ML Model Identifier: indicates the Model that the data corresponding to the DataSetTag is related to (in the case of subscription modification).
The NWDAF containing MTLF provides to the consumer of the ML model provisioning service operations as described in clause 7.5 and 7.6, the output information as listed below:
-	(Only for Nnwdaf_MLModelProvision_Notify) The Notification Correlation Information.
-	For each Analytics ID requested by the service consumer, a set of pair (s) of unique ML Model identifier and the following information.
-	ML Model Information, which includes:
-	the ML model file address (e.g. URL or FQDN); or
-	ADRF (Set) ID.
	When ADRF (Set) ID is provisioned, a Storage Transaction ID may also be provisioned.
-	[OPTIONAL] ML model degradation indicator: indicates whether the provided ML model is degraded.
-	[OPTIONAL] Validity period: indicates time period when the provided ML Model Information applies.
-	[OPTIONAL] Spatial validity: indicates Area where the provided ML Model Information applies.
NOTE 5:	Spatial validity and Validity period are determined by MTLF internal logic and it is a subset of AoI if provided in ML Model Filter Information and of ML Model Target Period, respectively.
-	[OPTIONAL] ML model representative ratio: indicating the percentage of UEs in the group whose data is used in the ML model training when the Target of ML Model Reporting is a group of UEs.
-	[OPTIONAL] Training Input Data Information: contains information about various settings that have been used by MTLF during training, such as:
-	the "Input Data" that have been used, each of them optionally accompanied by metrics that show the data characteristics and granularity with which this data has been used (i.e. a sampling ratio, the maximum number of input values and/or a maximum time interval between the samples of this input data, data range including maximum and minimum values, mean and standard deviation and data distribution when applicable) and the time, i.e. timestamp and duration, when this data was obtained.
-	the data sources related to the "Input Data" that were used for ML model training, which have been identified by a list of NF instance (or NF set) identifiers.
NOTE 6:	This can be a subset of the possible Input Data specified for a certain analytics type.
NOTE 7:	Data source information enables ML Model selection when different models are available for an Analytics ID, or it enables a consumer to avoid selecting a ML model that used data from a specific data source at a particular time or used data characterized by specific data characteristics.
-	[OPTIONAL]ML Model Accuracy Information: indicates the Accuracy of the ML model if ML Model Accuracy threshold is requested, which includes:
-	the Accuracy value of the ML model.
-	[OPTIONAL] ML model metric (i.e. ML Model Accuracy).


6.2C.2.2	General procedure for Federated Learning among Multiple NWDAF Instances


[bookmark: _CRFigure6_2C_2_21]Figure 6.2C.2.2-1: General procedure for Federated Learning among Multiple NWDAF
0.	The consumer (NWDAF containing AnLF or NWDAF containing MTLF) sends a subscription request to FL server NWDAF to retrieve an ML model, using Nnwdaf_MLModelProvision service as defined in clause 7.5 including Analytics ID, ML model metric (e.g., ML model Accuracy), Accuracy reporting interval, pre-determined status (ML model Accuracy threshold or Time when the ML model is needed).
NOTE 1:	The ML model Accuracy threshold can be used to indicate the target ML Model Accuracy of the training process and the FL server NWDAF may stop the training process when the ML model Accuracy threshold is achieved during the training process.
	If the consumer (i.e. the NWDAF containing AnLF or NWDAF containing MTLF) provides the Time when the ML model is needed, the FL Server NWDAF can take this information into account to decide the maximum response time for its FL Client NWDAF(s).
1.	FL Server NWDAF selects NWDAF(s) containing MTLF (FL Client NWDAF(s)) as described in clause 6.2C.2.1.
2.	FL Server NWDAF sends a Nnwdaf_MLModelTraining_Subscribe or Nnwdaf_MLModelTrainingInfo_Request to the selected NWDAF containing MTLF (FL Client NWDAF(s)), which participates in the Federated learning to perform the local model training and determine the interim local ML model information based on the input parameter in the request from FL Server NWDAF. The request includes ML model metric and initial ML model and also includes the maximum response time, the FL Client NWDAF has to report the interim local ML model information to the FL Server NWDAF before the maximum response time elapses.
3.	[Optional] Each FL Client NWDAF collects its local data by using the current mechanism in clause 6.2 if the Client NWDAF has not local data available already.
4.	During Federated Learning training procedure, each FL Client NWDAF further trains the ML model provided by the FL Server NWDAF based on its own data and reports the interim local ML model information to the FL Server NWDAF in Nnwdaf_MLModelTraining_Notify or Nnwdaf_MLModelTrainingInfo_Request response. The Nnwdaf_MLModelTraining_Notify or Nnwdaf_MLModelTrainingInfo_Request response may also include the Status report of FL training that includes local ML model metric computed by the FL Client NWDAF and Training Input Data Information (e.g. areas covered by the data set, sampling ratio, maximum/minimum of value of each dimension of data, etc.) in the FL Client NWDAF. The Nnwdaf_MLModelTraining_Notify or Nnwdaf_MLModelTrainingInfo_Response also includes the global ML Model Accuracy when the ML Model Accuracy Check Flag was included in the Nnwdaf_MLModelTraining_Subscribe or Nnwdaf_MLModelTrainingInfo_Request (as described in step 7), the global ML Model Accuracy is calculated by the FL Client NWDAF using the local training data as the testing dataset.
NOTE 2:	The parameters in characteristics of local training dataset are up to the implementation.
	The local ML model, which is sent from the FL Client NWDAF(s) to the FL Server NWDAF during the FL training process, is the information needed by the FL Server NWDAF to build the aggregated model.
	If the FL Client NWDAF is not able to complete the training of the interim local ML model within the maximum response time provided by the FL Server NWDAF, the FL Client NWDAF shall send the Delay Event Notification that include the delay event indication, an optional cause code (e.g. local ML model training failure, more time necessary for local ML model training) and the expected time to complete the training if available to the FL Server NWDAF before the maximum response time elapses.
4a.	[Optional]If FL Server NWDAF receives notification/response that the FL Client NWDAF is not able to complete the training within the maximum response time, the FL Server NWDAF may send to the FL Client NWDAF a new maximum response time in Nnwdaf_MLModelTraining_Subscribe or Nnwdaf_MLModelTrainingInfo_Request, before which the FL Client NWDAF has to report the interim local ML model information to the FL Server NWDAF. Otherwise, the FL Server NWDAF may indicate FL Client NWDAF to skip reporting for this iteration. FL Server NWDAF includes the current iteration round ID in the message to indicate that the request is to modify the training parameters of the current iteration round.
	Alternatively, the FL Server NWDAF may inform the FL Client NWDAF to cease the ML model training by sending termination request and to report back the current local ML model updates.
5.	The FL Server NWDAF aggregates all the local ML model information retrieved at step 4, to update the global ML model. The FL Server NWDAF may also compute the global ML model metric, e.g. based on the local ML model metric(s) or by applying the global model on the validation dataset (if available). The FL Server NWDAF may update the global ML model each time a FL Client NWDAF provides updated local ML model information, or the FL Server NWDAF may decide to wait for local ML model information from all FL Client NWDAFs before updating the global ML model.
	If the FL Server NWDAF provides the maximum response time for the FL Client NWDAF(s) to provide the interim local ML model information in step 2, or the new maximum response time in step 4a, the FL Server NWDAF decides either to wait for the FL Client NWDAF(s) which have not yet provided their interim local ML model within the new maximum response time or to aggregate only the retrieved local ML model information instances to update global ML model. The FL Server NWDAF makes this decision, considering the notification/response from the FL Client NWDAF or, if the notification is not received, based on local configuration.
6a.	[Optional] Based on the consumer request in step 0, the FL Server NWDAF sends a Nnwdaf_MLModelProvision_Notify message to update the ML model metric to the consumer periodically (e.g. a certain number of training rounds or every 10 min) or dynamically when some pre-determined status is achieved (e.g. the ML Model Accuracy threshold is achieved or training time expires).
6b.	[Optional] The consumer decides whether the current model can fulfil the requirement, e.g. global ML model metric is satisfactory for the consumer and determines to stop or continue the training process. The consumer re-invokes Nnwdaf_MLModelProvision_Subscribe service operation as used in step 0 to continue the training process or invokes Nnwdaf_MLModelProvision_Unsubscribe service operation to stop the training process.
6c.	[Optional] Based on the subscription request sent from the consumer in step 6b, the FL Server NWDAF updates or terminates the current FL training process.
	If the FL Server NWDAF received a request in step 6b to stop the Federated Training process, steps 7 and 8 are skipped.
7.	If the FL procedure continues, FL Server NWDAF may determine FL Client NWDAF as described in clause 6.2C.2.3 and sends Nnwdaf_MLModelTraining_Subscribe or Nnwdaf_MLModelTrainingInfo_Request that includes the aggregated ML model information to selected FL Client NWDAF(s) for next round of Federated Training. The request may also include the ML Model Accuracy Check Flag, that indicates the FL Client NWDAF(s) to use the local training data as the testing dataset to calculate the Model Accuracy of the global ML model provided by the FL Server NWDAF.
8.	Each FL Client NWDAF updates its own ML model based on the aggregated ML model information distributed by the FL Server NWDAF at step 7.
NOTE 3:	The steps 3-8 should be repeated until the training termination condition (e.g. maximum number of iterations, or the result of loss function is lower than a threshold) is reached.
	When the Federated Training procedure is complete, the FL Server NWDAF requests the FL client NWDAF(s) to terminate the FL procedure by invoking Nnwdaf_MLModelTraining_Unsubscribe service with a cause code that the FL process has finished and optionally with the final aggregated ML model information. Then the FL client NWDAF(s) terminate the local model training and if the final aggregated ML model information is received from the FL server NWDAF, the FL client NWDAF(s) can store it for further use.
9.	After the training process is complete, the FL Server NWDAF may send Nnwdaf_MLModelProvision_Notify that includes the globally optimal ML model information to the consumer.


[bookmark: _Toc153794450]6.2C.2.3	Procedures for Maintaining Federated Learning Processes
This clause specifies how to maintain a Federation Learning process in FL execution phase, including FL Server NWDAF triggers reselection, addition, or removal of FL Client NWDAF(s), discovers new FL Client NWDAF(s) via NRF and FL Client NWDAF(s) joins or leaves Federated Learning process dynamically.
In Federated Learning execution phase, FL Server NWDAF monitors the status changes of FL Client NWDAF(s) and may reselects FL Client NWDAF(s) based on the updated status, availability and/or capability, etc.
NOTE 1:	FL Server NWDAF checks if there is a need to carry on the FL execution phase and then reselects FL members for the next iteration if needed.


[bookmark: _CRFigure6_2C_2_31]Figure 6.2C.2.3-1: Procedure of FL Server NWDAF reselects FL Client NWDAF(s), FL Client NWDAF(s) Join or Leave Federated Learning Process Dynamically in Federated Learning execution phase
The procedure for FL Server NWDAF reselecting FL Client NWDAF(s), FL Client NWDAF(s) joining or leaving Federated Learning process dynamically is as follows:
1a.	FL Server NWDAF may get the updated status of current FL Client NWDAF(s) via NRF by using Nnrf_NFManagement service (as in clause 5.2.7.2 of TS 23.502 [3]) in the Federated Learning execution phase.
	FL Server NWDAF may subscribe to NRF for notifications of status changes of the current NWDAF(s) (FL Client NWDAFs 1…N) by invoking an Nnrf_NFManagement_NFStatusSubscribe service operation. NRF notifies the FL Server NWDAF the status changes of the current FL Client NWDAF(s) by invoking Nnrf_NFManagement_NFStatusNotify service operation(s).
	The status of a current FL Client NWDAF could be availability changes, capability changes (e.g. it will not support FL anymore, etc.).
1b.	The current FL Client NWDAF(s) may inform FL Server NWDAF that it is leaving the Federated Learning process by invoking Nnwdaf_MLModelTraining_Notify service operation with Termination Request and cause code (reason for leaving, e.g. high NF load, time availability changes).
1c.	FL Server NWDAF may get the information of the new FL Client NWDAF(s) dynamically via NRF by subscribing to the event that a new FL Client NWDAF registers (Nnrf_NFManagement_NFStatusSubscribe service as in clause 5.2.7.2 of TS 23.502 [3]).
1d.	NWDAF may subscribe for NF load analytics of the FL Client NWDAF(s).
1e.	FL Client NWDAF(s) may send Status report of FL training and Global ML Model Accuracy Information by invoking Nnwdaf_MLModelTraining_Notify service.
2.	FL Server NWDAF checks FL Client NWDAF(s) status based on the received information and may determine whether reselection of FL Client NWDAF(s) for the next round(s) of Federated Learning is needed based on the received information from step 1.
NOTE 2:	Several examples of the factors that the FL Server NWDAF can consider to reselect the FL Client NWDAF(s) are updated status of FL Client NWDAF reported by NRF is different than the criteria were initially used for selecting the client; characteristics of local training dataset is different than global validation dataset owned by FL Server NWDAF and/or the Accuracy of the global model calculated using the local training dataset is much different from that calculated by other FL Client NWDAFs; the Accuracy of the global model calculated using the local training dataset is lower than the Accuracy calculated using the global validation dataset owned by FL Server NWDAF; the Accuracy of the global model calculated using the local training dataset is lower than ML Model Accuracy information received in Nnwdaf_MLModelMonitor_Notify when FL Server NWDAF using AnLF-assisted MTLF ML Models Accuracy Monitoring; the load of the FL Client NWDAF (from the NF load Analytics or from the FL Client NWDAF directly) is high; the FL Server NWDAF receives leave request from the FL Client NWDAF; the FL Client NWDAF did not report the status of FL Training within the maximum response time.
3.	[If re-selection is needed as judged in step 2] If step 1c is not performed, FL Server NWDAF may discover new candidate FL Client NWDAF(s) via NRF by using Nnrf_NFDiscovery services as in clause 5.2.7.3 of TS 23.502 [3]. FL Server NWDAF reselects FL Client NWDAF(s) from the current FL Client NWDAF(s) and the new candidate FL Client NWDAF(s) (found in steps 1c or 3). For the new candidate FL Client NWDAF(s), the interaction between FL Server NWDAF and FL Client NWDAF(s) is same as the selection procedure described in clause 6.2C.2.1. The adding / deleting FL Client NWDAF(s) may happen at the end of each iteration.
4.	FL Server NWDAF sends termination request by invoking Nnwdaf_MLModelTraining_Unsubscribe service operation or Nnwdaf_MLModelTrainingInfo_Request service operation with Correlation Termination Flag to the FL Client NWDAF(s), optionally indicating the reason, e.g. FL Client NWDAF is unselected by the FL Server NWDAF for the FL process, or the FL process is suspended, etc. And FL server may also send the updated global ML model information to the unselected FL client NWDAF. FL Client NWDAF(s) terminates operations for the Federated Learning process if receive termination request from the FL Server NWDAF and may perform further action to be qualified in participation of FL training in the next cycles.
NOTE 3:	In the case of high load, the FL Client NWDAF can e.g. decline new service request. In the case of low Accuracy, the FL Client NWDAF can gather new local training data.
[bookmark: _CR6_2D][bookmark: _Toc153794451]6.2D	AnLF Analytics Accuracy Monitoring Procedures
[bookmark: _CR6_2D_1][bookmark: _Toc153794452]6.2D.1	General
The Analytics Accuracy Information comprises a set of parameters as defined in clause 6.1.3.
When multiple NWDAFs are deployed, some NWDAFs may be specialized with the analytics Accuracy checking capability. When an NWDAF containing AnLF has the Accuracy checking capability, such an NWDAF is able to:
-	Receive a subscription or a request for analytics IDs via Nnwdaf_AnalyticsSubscription_Subscribe or Nnwdaf_AnalyticsInfo_Request service operation with the indication for activating the mechanisms for checking the Accuracy of such analytics ID as defined in clause 6.1.3.
-	Provide the Accuracy information to the consumer via Nnwdaf_AnalyticsSubscription_Notify or Nnwdaf_AnalyticsInfo_Request response service operation.
NOTE 1:	In this version of the specification, NWDAF containing AnLF can provide Accuracy information to an NF consumer that subscribes or requests for the analytics.
NOTE 2:	When receiving a subscription from an NF consumer that includes a request for Accuracy information, the analytics output and the Accuracy information can be provided by NWDAF containing AnLF in a single notification or via separate notifications.
NOTE 3:	When receiving a request from an NF consumer that includes a request for Accuracy information, the analytics and the Accuracy information can be provided by NWDAF containing AnLF within the single response.
NOTE 4:	In this version of the specification, the subscription or request for Accuracy information independently from requesting an analytics output is not supported.
Based on the triggers described in clause 5C.1, NWDAF containing AnLF starts the Accuracy monitoring and generation of analytics Accuracy information for an Analytics ID.
The Analytics Accuracy information may be requested per Analytics ID and scoped using the same parameters as those defined in the Target of Analytics Reporting (i.e. UEs, any UE, group of UEs) and Analytics Filter Information (e.g. for a specific area, specific slice) of the requested Analytics ID.
When the Accuracy checking is activated in an NWDAF containing the AnLF, the NWDAF may store for a period of time the necessary information to determine the analytics Accuracy and provide the Accuracy information to consumers when requested or use it for its internal processes.
NWDAF containing AnLF generates the Accuracy information as described in clause 5C.1.
[bookmark: _CR6_2D_2][bookmark: _Toc153794453]6.2D.2	Procedures for Analytics Accuracy Information Subscription
This procedure is used by NF consumers of analytics ID to subscribe to receive analytics output and analytics Accuracy information related to the requested analytics ID for NF consumer. Figure 6.2D.2-1 shows the procedure for Accuracy information subscription and provisioning.


Figure 6.2D.2-1: Analytics Accuracy Information Subscribe
1.	The NWDAF service consumer selects the appropriated NWDAF containing AnLF according to clause 5.2 and subscribes or modifies the subscription for analytics Accuracy information by invoking the Nnwdaf_AnalyticsSubscription_Subscribe service operation. The parameters that can be included in the subscription to trigger the Accuracy information checking and provisioning are listed in clause 6.1.3.
	If the subscription is not the initial subscription request, it may include Analytics feedback information as described in clause 6.1.1.
2.	When a subscription request is received, the NWDAF containing AnLF verifies the parameters of the Analytics Accuracy Request information received from the NWDAF service consumer in step 1.
	The NWDAF containing AnLF starts the analytics Accuracy monitoring and generation of the analytics Accuracy information related to the analytics ID indicated in the subscription according to the parameters defined in Analytics Accuracy Request Information in clause 6.1.3. The NWDAF containing AnLF is to compute analytics Accuracy information according to the methods in clause 6.2D.1. If the NWDAF containing AnLF does not have enough necessary data, it will perform step 3b to collect ground truth data before computing analytics Accuracy information.
	The NWDAF containing AnLF may have started to perform the analytics Accuracy monitoring and analytics Accuracy information generation, triggered by other NWDAF service consumer(s) before. Upon receiving a new request from the NWDAF service consumer, the NWDAF containing AnLF determines whether new data collection is needed for analytics Accuracy information generation based on the corresponding analytics subscription.
	In addition to the received request from the NWDAF service consumer, based on local policy, the NWDAF containing AnLF may determine to start the analytics Accuracy monitoring and analytics Accuracy information generation.
3a.	The NWDAF containing AnLF performs the data collection for the subscribed analytics ID and generates the analytics output.
3b.	The NWDAF containing AnLF performs the data collection (e.g., ground truth data collection) for Accuracy information generation for the subscribed analytics ID and generates the associated analytics Accuracy information. If Analytics feedback information is included in step 1, the NWDAF containing AnLF may take it into account and determine whether it affects the ground truth data by the internal logic to generate analytics Accuracy information.
4a.	The NWDAF containing AnLF provides the analytics output according to the parameters defined in Analytics Reporting Information included in the subscription request when there is no Analytics Accuracy Request Information included in the subscription in step 1.
NOTE:	Steps 3b and 4a can occur in any order.
4b.	The NWDAF containing AnLF provides the analytics Accuracy information together with the analytics output for the analytics ID according to the parameters defined in the Analytics Accuracy Request Information included in the subscription request.
4c.	The NWDAF containing AnLF provides only the analytics Accuracy information for the analytics ID according to the parameters defined in the Analytics Accuracy Request Information included in the subscription request. The analytics Accuracy information is provided in a separated notification when the periodicity for providing the analytics Accuracy information indicated in the Analytics Accuracy Request Information is different from the periodicity for providing the analytics output indicated in the subscription request, or the Accuracy value is under the analytics Accuracy threshold which is indicated in the subscription request or locally configured.
5.	When determining the low or insufficient Accuracy for an analytics ID, i.e. the deviation of the analytics output using the trained ML model from the ground truth data (which are collected from Data Producer NF corresponding to the requested analytic ID at the time which the prediction refers to) does not meet analytics Accuracy requirement, which indicates the Accuracy value is under the analytics Accuracy threshold(s) (which are locally configured or received in the subscribe request), the NWDAF containing AnLF may notify the NWDAF Service consumer with the Stop Analytics Output Consumption indication and the Stop Analytics Output Consumption time window.
6.	(Optional) The NWDAF Service Consumer may decide to stop the consumption of analytics output without unsubscribing to the analytics ID, based on its own logic or based on a received notification from NWDAF with the Stop Analytics Output Consumption indication. The NWDAF Service Consumer invokes the Nnwdaf_AnalyticsSubscription_Subscribe service operation including the Subscription Correlation ID to modify an existing subscription and provides the parameter Pause analytics consumption flag in the Analytics Accuracy Request Information.
7.	When the NWDAF determines an improvement in the Accuracy of an analytics ID (e.g. meet the Accuracy requirement of the analytics consumer) or when the Stop Analytics Output Consumption time window set by itself is finished, the NWDAF notifies the NWDAF Service Consumer of the Accuracy information for the analytics ID to resume the consumption of the analytics output, therefore reactivating an existing analytics ID subscription that has been previously stopped.
8.	(Optional) The NWDAF Service Consumer based on its own logic can notify the NWDAF to resume the notification of analytics output, therefore reactivating an existing subscription to analytics ID that has been paused either by NWDAF Service Consumer request (step 6) or by NWDAF indication (step 5). The NWDAF Service Consumer invokes the Nnwdaf_AnalyticsSubscription_Subscribe service operation including the Subscription Correlation ID to modify an existing subscription and provides the parameter Resume Analytics Subscription request in the Analytics Accuracy Request Information.
[bookmark: _CR6_2D_3][bookmark: _Toc153794454]6.2D.3	Procedures for Analytics Accuracy Information Request
This procedure is used by NF consumers of analytics ID to request analytics Accuracy information related to the requested analytics ID for NF consumer. Figure 6.2D.3-1 shows the procedure for Accuracy information request and response.


Figure 6.2D.3-1: Analytics Accuracy Information Request
1.	The NWDAF service consumer selects the appropriated NWDAF containing AnLF according to Clause 5.2 and requests for analytics Accuracy information by invoking the Nnwdaf_AnalyticsInfo_Request service operation. The parameters that can be included in the request to trigger the Accuracy information checking and provisioning are listed in clause 6.1.3.
2.	When a request is received, the NWDAF containing AnLF determines whether the request is only for analytics output generation or if it includes the Analytics Accuracy request.
	If the Analytics Accuracy request is included, the NWDAF containing AnLF starts the analytics Accuracy monitoring and generation of the analytics Accuracy information related to the analytics ID indicated in the request and according to the parameters defined in Analytics Accuracy Request Information in clause 6.1.3. The NWDAF containing AnLF is to compute analytics Accuracy information according to the methods in Clause 6.2D.1. If the NWDAF containing AnLF does not have enough necessary data, it will perform step 3b to collect ground truth data before computing analytics Accuracy information.
	The NWDAF containing AnLF may have started to perform the analytics Accuracy monitoring and analytics Accuracy information generation, triggered by other NWDAF service consumer(s) before. Upon receiving a new request from the NWDAF service consumer, the NWDAF containing AnLF determines whether new data collection is needed for analytics Accuracy information generation based on the corresponding analytics request.
	In addition to the received request from the NWDAF service consumer, based on local policy, the NWDAF containing AnLF may determine to start the analytics Accuracy monitoring and analytics Accuracy information generation.
3a.	The NWDAF containing AnLF performs the data collection for the requested analytics ID and generates the analytics output.
3b.	The NWDAF containing AnLF performs the data collection (e.g., ground truth data collection) for Accuracy information generation for the requested analytics ID and generates the associated analytics Accuracy information.
4a.	The NWDAF containing AnLF provides the analytics output according to the parameters defined in Analytics Reporting Information included in the request, when no Analytics Accuracy Request Information is included in the request in step 1.
NOTE:	Step 3b, 4a can occur in any order.
4b.	The NWDAF containing AnLF provides the requested analytics output and analytics Accuracy information for the analytics ID according to the parameters defined in the Analytics Accuracy Request Information included in the request.
[bookmark: _CR6_2E][bookmark: _Toc153794455]6.2E	MTLF-based ML Model Accuracy Monitoring
[bookmark: _CR6_2E_1][bookmark: _Toc153794456]6.2E.1	General
MTLF-based ML Model Accuracy Monitoring procedure is where an NWDAF containing MTLF determines ML Model degradation based on newly collected test data and retrain or reprovisioning the existing ML Model.
[bookmark: _CR6_2E_2][bookmark: _Toc153794457]6.2E.2	Procedure for MTLF-based ML Model Accuracy Monitoring
Figure 6.2E.2-1 illustrates the procedure for monitoring the Accuracy of the provisioned ML model using newly collected data. NWDAF containing AnLF may provide inference data to NWDAF containing MTLF for model Accuracy monitoring and the NWDAF containing MTLF determines retraining or re-provisioning of the ML model.


[bookmark: _CRFigure6_2E_21]Figure 6.2E.2-1: Procedure for MTLF-based ML Model Accuracy Monitoring
1.	An analytics consumer initiates a subscription for analytics exposure services towards an NWDAF containing AnLF.
2.	The NWDAF containing AnLF requests an ML model from the appropriate NWDAF containing MTLF, using the Nnwdaf_MLModelProvision_Subscribe service operation. The NWDAF containing AnLF may include an ML Model Accuracy threshold which is used as an indicator to execute the Accuracy monitoring operations as defined in clause 6.2A.2. NWDAF containing AnLF may include a DataSetTag (see clause 6.2B.1) and/or ADRF ID, which is used to store and fetch the inference data (including input data, prediction and the ground truth data at the time which the prediction refers to) from ADRF which are relevant for the Accuracy monitoring and re-training/re-provisioning of ML model.
	If the NWDAF containing AnLF receives ML model(s), the NWDAF containing AnLF sends set of tuples (unique ML model identifier and the DataSetTag and/or ADRF ID) to the NWDAF containing MTLF by invoking Nnwdaf_MLModelProvision_Subscribe service operation for subscription modification.
3.	The NWDAF containing MTLF provides trained ML model(s) to the NWDAF containing AnLF. The NWDAF containing MTLF may include an Accuracy information which is used to indicate the Accuracy of ML model during the training.
	When the step 1 is for a subscription modification (i.e. including Subscription Correlation ID) and contains the set of tuples (unique ML model identifier and the DataSetTag and/or ADRF ID), the NWDAF containing MTLF determines the relationship between the ML model and the DataSetTag.
4.	The NWDAF containing AnLF registers the use of the ML model with the NWDAF containing MTLF to indicate its capability of sending Analytics feedback information and/or ML model Accuracy information from the analytics consumers for the ML model.
5.	Due to the registration in the previous step, the NWDAF containing MTLF may subscribe to the NWDAF containing AnLF to get Analytics feedback information and/or ML model Accuracy information from the analytics consumers for the provisioned ML model by invoking Nnwdaf_MLModelMonitor_Subscribe service operation, if the service operation is supported by the NWDAF containing AnLF.
6.	The Analytics consumer may send Analytics feedback information in an Nnwdaf_AnalyticsSubscription_Subscribe message as described in clause 6.1.1.
7.	The NWDAF containing AnLF may send the Analytics feedback information and/or ML model Accuracy information received from the analytics consumer for the provisioned ML model by invoking Nnwdaf_MLModelMonitor_Notify service operation as requested in step 5. When the NWDAF containing MTLF receives Analytics feedback information and/or ML model Accuracy information, the NWDAF containing MTLF may trigger step from 8 to 13 to enhance the ML model Accuracy.
8a-8f.	The NWDAF containing MTLF, based on the request(s) from one or more NWDAF containing AnLF or its local policy, determines whether to perform ML model Accuracy monitoring and re-training/re-provisioning of ML model by collecting new data from various data sources:
-	The NWDAF containing MTLF may collect new data for ML Model Accuracy monitoring, re-training and re-provisioning from the data source NFs and DCCF by invoking Nnf_EventExposure_Subscribe and Ndccf_DataManagement_Susbscribe service operation, respectively.
-	When ADRF ID and/or DataSetTag is given by step 2, the NWDAF containing MTLF may retrieve historical data from the ADRF indicated by the NWDAF containing AnLF at step 2. by invoking Nadrf_DataManagementRetrievalRequest or Nadrf_DataManagementRetrieval_Subscribe service operation. Otherwise, the NWDAF containing MTLF may retrieves the historical data from the DCCF or the NWDAF containing AnLF by invoking Ndccf_DataManagement_Subscribe or Nnwdaf_DataManagement_Subscribe service operation, respectively.
-	If the NWDAF containing AnLF does not include a DataSetTag with ADRF ID at step 2, the NWDAF containing MLTF may request ADRF to subscribe for the collection of the analytics and data that correspond to the analytics generated by the ML model provisioned in step 3, using the procedures defined in clause 6.2B.3.
-	The NWDAF containing MTLF may subscribe to UDM to get notification on change in the subscription data for Target of ML Model Reporting by invoking Nudm_SDM_Subscribe service operation and the UDM subscribes to the UDR to get notifications of the modification on UE subscription data by invoking Nudr_DM_Subscribe service operation.
-	The NWDAF containing MTLF may consider the data quality into the Accuracy monitoring by collecting fault prediction analytics data from MDAS to determine the status of Data Source NFs, using MDA Request.
	If the NWDAF containing MTLF has already collected new test data and performed ML model Accuracy monitoring and retraining which is triggered by other NWDAF containing AnLF(s) (for ML model Accuracy monitoring and retraining), the NWDAF containing MTLF, based on its internal logic, determines whether to use the data for the subscription or not.
9a-9f.	The NWDAF containing MTLF receives the requested data from various sources as requested in steps 8a-8f.
10.	Based on the collected analytics and data from steps 9a-9f, the NWDAF containing MTLF computes the Accuracy using the methods described in clause 5C.1. The NWDAF containing MTLF may discard data from data sources if it detects the data quality of that source is not good. The NWDAF containing MTLF may generate prediction with the collected input data to calculate the Accuracy if only input data and ground truth data are available.
NOTE:	How the NWDAF containing MTLF determines whether the data from the data source is of good quality or needs to be discarded is up to the NWDAF implementation and configuration.
11.	An Accuracy report is sent to the NWDAF containing AnLF, e.g. when the reporting threshold is met by invoking Nnwdaf_MLModelProvision_Notify service operation.
12.	Based on the computed Accuracy, the NWDAF containing MTLF may decide to re-train/re-provision the ML model.
13.	When the newly generated or re-trained ML model is ready, the NWDAF containing MTLF sends new or re-trained ML model to the NWDAF containing AnLF by invoking Nnwdaf_MLModelProvision_Notify service operation. The NWDAF containing MTLF may send the Accuracy report of the new or re-trained ML model to the NWDAF containing AnLF.
[bookmark: _CR6_2E_3][bookmark: _Toc153794458]6.2E.3	Procedure for AnLF-assisted MTLF ML Models Accuracy Monitoring
[bookmark: _CR6_2E_3_1][bookmark: _Toc153794459]6.2E.3.1	General
The procedures described in this clause enable the following functionality:
-	An NWDAF containing AnLF may register with an NWDAF containing MTLF when it starts using an ML model and monitoring the Accuracy of analytics generated by that ML Model for a given Analytics ID. It is assumed that the NWDAF containing AnLF obtained the ML model in a previous interaction with the NWDAF containing MTLF, e.g. using the Nnwdaf_MLModelInfo_Request or Nnwdaf_MLModelProvision services. This registration enables the NWDAF containing MTLF to become aware of NWDAF containing AnLF that are using a given ML model for certain Analytics ID and that the NWDAF containing AnLF supports the capability of monitoring the Accuracy of the corresponding analytics.
-	An NWDAF containing MTLF may subscribe to an NWDAF containing AnLF where an existing Nnwdaf_MLModelMonitor service is established for receiving notifications of the Accuracy of analytics generated by a given ML model for a certain Analytics ID. NWDAF containing AnLF can generate the Accuracy information in many ways: e.g. comparing predictions of ML model and its corresponding ground truth data, comparing changes in internal configuration for the analytics ID generation, previous existent records of analytics Accuracy information etc.
[bookmark: _CR6_2E_3_2][bookmark: _Toc153794460]6.2E.3.2	Procedures for registering the monitoring of the analytics Accuracy of an ML Model
When an NWDAF containing AnLF starts making use of an ML model and it has the ability either to monitor the analytics Accuracy of the ML model, or to deliver Analytics feedback information for the analytics generated by the ML model, it registers with the NWDAF containing MTLF, that is responsible for training/updating this ML model.
When the NWDAF containing AnLF is no longer using the ML model or monitoring the Accuracy of the analytics generated by that ML model for the Analytics ID, it de-registers it with the responsible NWDAF containing MTLF.
Figure 6.2E.3.2-1 illustrates the procedure by which an NWDAF containing AnLF registers with an NWDAF containing MTLF that it is starting to make use and monitor the analytics Accuracy of an ML model. A new Nnwdaf_MLModelMonitor_Register service operation is used for that purpose.


[bookmark: _CRFigure6_2E_3_21]Figure 6.2E.3.2-1: Procedure for ML Model monitoring registration
An NWDAF containing AnLF may start monitoring the Accuracy of an ML model based on local policy or request from its service consumer.
1-2.	The NWDAF containing AnLF sends an Nnwdaf_MLModelMonitor_Register request to an NWDAF containing MTLF (NWDAF containing AnLF NF ID, unique identifier of the ML model, optionally: subscription endpoint of the Nnwdaf_MLModelMonitor_Subscribe service operation at the NWDAF containing AnLF). The NWDAF containing MTLF is now aware of the NF ID of the NWDAF containing AnLF that is monitoring the Accuracy of that ML model.
	If the NWDAF containing AnLF is a target NWDAF in analytics transfer procedure (as defined in clause 6.1B), based on the ML Model Accuracy information received from source NWDAF containing AnLF, the NWDAF containing AnLF also includes in the Nnwdaf_MLModelMonitor_Register service request the ML Model Accuracy transfer indication, which includes the original Subscription Correlation ID for the ML model Accuracy information provided by the source NWDAF containing AnLF and the source NF ID of the NWDAF containing AnLF.
NOTE 1:	These parameters support the NWDAF containing MTLF to map the registration of a new NWDAF containing AnLF with an existing subscription for consumption of ML model Accuracy information from a previous NWDAF containing AnLF (i.e. source NWDAF containing AnLF which as described in steps 3-4 may provide a termination indication), enabling NWDAF containing MTLF to reassociate the data from the previous subscription to the new the subscription for ML Model Accuracy provisioning at the new NWDAF containing AnLF.
3-4.	When the NWDAF containing AnLF is no longer using the ML model, it sends an Nnwdaf_MLModelMontior_Deregister service operation.
	If NWDAF containing AnLF is registered with a NWDAF containing MTLF, is a source NWDAF containing AnLF in an analytics transfer procedure (as defined in clause 6.1B) and is no longer using the ML model, the NWDAF containing AnLF sends Nnwdaf_MLModelMontior_Deregister service operation request including the ML Model Accuracy provisioning termination information, which includes: a termination indication, the termination cause set to analytics transfer and optionally the NWDAF containing AnLF NF ID of the target NWDAF.
NOTE 2:	The ML Model Accuracy termination information is used by the NWDAF containing MTLF to determine whether the termination request is from the source NWDAF containing AnLF. If so, the NWDAF containing MTLF will not delete any data immediately upon receiving of a de-registration request. Then the NWDAF containing MTLF is able to associate the data from the source NWDAF containing AnLF to the target NWDAF containing AnLF.
[bookmark: _CR6_2E_3_3]6.2E.3.3	Procedures for monitoring the analytics Accuracy of an ML model
An NWDAF containing MTLF, due to the registration of monitoring of the analytics Accuracy of an ML model received from NWDAF containing AnLF and local policies, subscribes to the NWDAF containing AnLF for receiving notifications of either the Accuracy of the ML Model, or Analytics feedback information of the ML model. The NWDAF containing MTLF may get the Subscription endpoint address of the NWDAF containing AnLF from the information received in a previous registration or through a service discovery procedure at the NRF.
Figure 6.2E.3.3-1 illustrates the procedure either for monitoring the analytics Accuracy of an ML model or for delivery of Analytics feedback information of an ML model. Nnwdaf_MLModelMonitor_Subscribe and Nnwdaf_MLModelMonitor_Notify service operations are used for the purposes. A service consumer, i.e. an NWDAF containing MTLF, subscribes at a service producer, i.e. an NWDAF containing AnLF, to be notified when either the analytics Accuracy of the previously provisioned ML model is not sufficient, or Analytics feedback information is retrieved from analytics consumer NF.


[bookmark: _CRFigure6_2E_3_31]Figure 6.2E.3.3-1: Procedure for monitoring the analytics Accuracy of an ML model
0.	Upon the reception of an Nnwdaf_MLModelMonitor_Register request and based on local policy, the NWDAF containing MTLF determines to subscribe to the analytics Accuracy monitoring for the ML model as defined in clause 5C.1.
1.	The NWDAF containing MTLF sends an Nnwdaf_MLModelMonitor_Subscribe request (Analytics ID(s), unique identifier(s) of the ML model(s) to be monitored, Accuracy metrics to be monitored, optionally Reporting Threshold(s) or Reporting Period) to an NWDAF containing AnLF subscription endpoint.
	When the NWDAF containing MTLF determines during the registration process described in clause 6.2E.3.2 that a subscription request for ML model Accuracy monitoring to an NWDAF containing AnLF is related to a previous subscription for ML model Accuracy information to a different NWDAF containing AnLF (due to changes in the provider of the ML Accuracy monitoring for a given ML model, as an effect of analytics transfer among NWDAFs containing AnLF), the NWDAF containing MTLF may use as base for the new subscription request at the new NWDAF containing AnLF the parameters associated with the original subscription identification for the ML model Accuracy information that was received in the registration request of the new NWDAF containing AnLF, as described in steps 1-2 of clause 6.2E.3.2.
2.	The NWDAF containing AnLF sends a response to the NWDAF containing MTLF.
3.	The analytics consumer NF may send Analytics feedback information to the NWDAF containing AnLF as described in clause 6.1.1.
4.	When step 1 is triggered, the NWDAF containing AnLF may start monitoring the analytics Accuracy of the ML model(s), if it not started yet.
NOTE 1:	The NWDAF containing AnLF can monitor the analytics Accuracy in many ways: e.g. comparing predictions of ML model and its corresponding ground truth data, comparing changes in internal configuration for the analytics ID generation, previous existent records of analytics Accuracy information etc.
5.	The NWDAF containing AnLF determines whether the analytics Accuracy of the ML model is insufficient, i.e. deviation of the output analytics using the trained ML model from ground truth data (which are collected from Data Producer NF corresponding to analytic ID requested at the time which the prediction refers to) is greater than the Reporting Threshold(s) (which are locally configured or received in the Subscribe request), or the Reporting Period indicated in the Subscribe request is reached.
6.	Either the Analytics feedback information is retrieved at step 3 or the NWDAF containing AnLF detects the analytics Accuracy of ML model is insufficient at step 5, the NWDAF containing AnLF sends an Nnwdaf_MLModelMonitor_Notify request to the notification endpoint (e.g. the NWDAF containing MTLF). The Notify request includes either Analytics feedback information, or the monitored ML model Accuracy information of the ML model (e.g. a Deviation value which indicates the deviation of the predictions generated using the ML model(s) from the ground truth data and the network data when the deviation occurs (which can be used by the NWDAF containing MTLF for possible ML model retraining) and the number of inferences that were performed during the time interval between Nnwdaf_MLModelMonitor_Register request and the Notify request or between the time of last Notification message and the time of the current Notification message and optionally an indication that the analytics Accuracy of the ML model does not meet the requirement of Accuracy for the ML model.
7.	The NWDAF containing MTLF sends a response.
8.	The NWDAF containing MTLF determines whether the ML model is degraded or not based on the notification at step 6. If the notification contains Analytics feedback information, the NWDAF containing MTLF may determine ML model degradation based on the procedures as described in clause 6.2E.2. Otherwise when the NWDAF containing MTLF has received the multiple analytics Accuracy information, from one or more NWDAFs containing AnLF, it may consider that the ML model is degraded/to be updated (i.e. enough number analytics Accuracy information received from one or more NWDAFs containing AnLF, indicating insufficient analytics Accuracy).
NOTE 2:	The actual mechanism for the NWDAF containing MTLF for determining the degradation of the ML model degradation is an internal procedure of the NWDAF containing MTLF, e.g. the NWDAF containing MTLF calculate a global Accuracy based on the analytics Accuracy information and the number of inferences received from multiple NWDAFs containing AnLF.
9.	When an ML model is considered degraded / to be updated at step 8, the NWDAF containing MTLF re-trains the existing ML model or selects a new ML model. If the network data was not included in the Nnwdaf_MLModelMonitor_Notify request of step 5, the NWDAF containing MTLF may request data from the NWDAF containing AnLF, ADRF and/or other 5GS entities as specified in clause 6.2 and use the collected data for ML model retraining. The NWDAF containing MTLF notifies the NWDAF(s) containing AnLF with the updated trained ML Model Information by invoking Nnwdaf_MLModelProvision_Notify service operation, as described in clause 6.2A.


[bookmark: _Toc153794462]6.2F	Procedure for ML Model Training
[bookmark: _CR6_2F_1][bookmark: _Toc153794463]6.2F.1	ML Model Training Subscribe/Unsubscribe
The procedure in Figure 6.2F.1-1 is used by an NWDAF service consumer, i.e. an NWDAF containing MTLF to subscribe to another NWDAF, i.e. an NWDAF containing MTLF, for a trained ML model based on the ML model file or ML Model information as described in clause 6.2F.2 provided by the NWDAF service consumer. The service may be used by an NWDAF containing MTLF to enable e.g. Federated Learning or to update ML model. The service is also used by an NWDAF service consumer to request an NWDAF containing MTLF to prepare training ML model or modify existing ML Model training subscription.


Figure 6.2F.1-1: Procedure for ML Model Training subscribe/unsubscribe
1.	The NWDAF service consumer may subscribe or unsubscribe for training an ML model by invoking the Nnwdaf_MLModelTraining_Subscribe/ Nnwdaf_MLModelTraining_Unsubscribe service operation. The parameters that can be provided by the NWDAF service consumer are listed in clause 6.2F.2.
	In order to enable Federated Learning, NWDAF Service consumer act as FL Server NWDAF can subscribe to multiple NWDAFs containing MTLF act as FL Client NWDAFs, which are selected by the FL Server NWDAF.
	The FL server NWDAF may use the request to check if an NWDAF can meet the ML model training requirement (e.g. ML Model Interoperability information, Analytics ID, Serving Area and/or availability of data and time). In such case, the FL server NWDAF includes an ML Preparation Flag. When the ML Preparation Flag presents in the request, the service provider NWDAF only checks if it can meet the ML model training requirement (e.g. ML Model Interoperability information, Analytics ID, Serving Area and/or availability of data and time) and / or can successfully download the model if the model information is provided.
	The FL server NWDAF may use the request to get the Model Accuracy of the global ML Model calculated by the FL Client NWDAFs. In such cases, the service consumer NWDAF includes a Model Accuracy Check Flag. When the Model Accuracy Check Flag is present in the request, the service provider NWDAF uses the local training data as the testing dataset to calculate the Model Accuracy of the ML model provided by the service consumer NWDAF.
	When NWDAF service consumer determine to further update the ML model, NWDAF service consumer modifies the subscription by invoking Nnwdaf_MLModelTraining_Subscribe service operation including Subscription Correlation ID with ML Model Information (as defined in clause 6.2A.2).
2.	The NWDAF containing MTLF trains ML model provided at step 1 by collecting new data or re-use the data that it owns. If the ML model file is not provided in step 1, the NWDAF containing MTLF shall first get the ML model using the information indicated at step 1.
3.	When the NWDAF containing MTLF completes ML model training, the NWDAF containing MTLF notifies the NWDAF service consumer with ML Model Information (as defined in clause 6.2A.2) of updated ML Model) by invoking the Nnwdaf_MLModelTraining_Notify service operation. The parameters that can be provided by the NWDAF containing MTLF as service provider is specified in clause 6.2F.2.
	If the NWDAF containing MTLF determines to terminate the ML model training, i.e. NWDAF containing MTLF will not provide further notifications related to this request, then the NWDAF containing MTLF may notify the NWDAF Service consumer a Terminate Request indication with cause code (e.g. NWDAF overload, not available for the FL process anymore, etc.) by invoking the Nnwdaf_MLModelTraining_Notify service operation.
	In order to enable Federated Learning, NWDAF containing MTLF acting as FL Client NWDAF can notify NWDAF Service consumer acting as FL Server NWDAF the local ML model information and status report of FL training including Accuracy of local model and Training Input Data Information (e.g. areas covered by the data set, sampling ratio, maximum/minimum of value of each dimension, etc.).
	If the Model Accuracy Check Flag is present in the Nnwdaf_MLModelTraining_Subscribe, the service provider NWDAF acting as FL Client NWDAF may notify the NWDAF Service consumer acting as FL Server NWDAF the Model Accuracy of the global ML Model.
[bookmark: _CR6_2F_2][bookmark: _Toc153794464]6.2F.2	Contents of ML Model Training
The consumers of the ML model training services (i.e. an NWDAF containing MTLF) may provide the input parameters in Nnwdaf_MLModelTraining_Subscribe or Nnwdaf_MLModelTrainingInfo_Request service operations as listed below:
-	Analytics ID: identifies the analytics for which the ML model is requested to be trained.
-	ML Model Interoperability Information as defined in clause 6.2A.2.
-	(Only for Nnwdaf_MLModelTraining_Subscribe) A Notification Target Address (+ Notification Correlation ID) as defined in TS 23.502 [3] clause 4.15.1, allowing to correlate notifications received from the NWDAF containing MTLF with the subscription.
-	[OPTIONAL] ML Model Information (as defined in clause 6.2A.2).
-	[OPTIONAL] ML Model file.
NOTE 1:	It is up to NWDAF implementation to determine whether to include ML Model file in input parameters considering ML Model file size, etc.
-	[OPTIONAL] ML Model ID: identifies the provided ML model.
-	[OPTIONAL] ML Preparation Flag: identifies whether the request is for preparing Federated Learning or executing Federated Learning.
-	[OPTIONAL] ML Model Accuracy Check Flag: identifies that the request is for using the local training data as the testing dataset to calculate the Model Accuracy of the global ML model provided by the NWDAF service consumer acting as the FL Server NWDAF.
-	[OPTIONAL] ML Correlation ID: identifies the Federated Learning procedure for training the ML model. This parameter is included when the service is used for Federated Learning.
-	[OPTIONAL] Available data requirement. This is for informing the requirement on available data for the ML model training. e.g. FL Server NWDAF sends the requirement in preparation request to a FL Client NWDAF for selecting the FL Client NWDAF which can meet the available data requirement. The following available data requirements can be included:
-	Event ID list to be collected for local model training.
-	Dataset statistical properties as defined in clause 6.1.3.
-	Time window of the data samples.
-	Minimum number of data samples.
-	[OPTIONAL] Availability time requirement. This is for informing the requirement on availability time for the ML model training, e.g. FL Server NWDAF sends the requirement in preparation request to FL Client NWDAF for selecting the FL Client NWDAF which is available in the required time for training ML model.
-	[OPTIONAL] Training Filter Information: enables to select which data for the ML model training is requested, e.g. S-NSSAI, Area of Interest. Parameter types in the Training Filter Information are the same as or subset of parameter types in the ML Model Filter Information which are defined in procedure 6.2A.1.
-	[OPTIONAL] Target of Training Reporting: indicates the object(s) for which data for ML model training is requested, i.e. a group of UEs or any UE (i.e. all UEs).
-	[OPTIONAL] Use case context: indicates the context of use of ML model.
-	[OPTIONAL] Training Reporting Information with the following parameters:
-	Maximum response time: indicates maximum time for waiting notifications (i.e. model training results).
-	[OPTIONAL] Iteration round ID: indicates the iteration round number of current ML model training.
-	[OPTIONAL] Expiry time.
The NWDAF containing MTLF provides to the consumer of the ML model training service operations as described in clause 7.10, the output information in notification as listed below:
-	The Notification Correlation Information.
-	[OPTIONAL] ML Model Information (as defined in clause 6.2A.2).
-	[OPTIONAL] ML Model ID: identifies the provisioned ML model.
-	[OPTIONAL] Model Accuracy: The model Accuracy of the global ML model, which is calculate by the FL Client NWDAF using the local training data as the testing dataset.
	[OPTIONAL] Status report of FL training: Accuracy of local model and Training Input Data Information (e.g. areas covered by the data set, sampling ratio, maximum/minimum of value of each dimension , etc.), which are generated by the FL Client NWDAF during FL procedure.
NOTE 2:	The parameters in Training Input Data Information are up to the implementation.
-	[OPTIONAL] ML Correlation ID. This parameter may be included when the service is used for Federated Learning.
-	[OPTIONAL] Iteration round ID: indicates the iteration round number of ML model training indicated by the FL Server NWDAF.
-	[OPTIONAL] Delay Event Notification with the following parameters:
-	delay event indication: this parameter indicates that FL Client NWDAF is not able to complete the training of the interim local ML model within the maximum response time provided by the FL Server NWDAF.
-	[OPTIONAL] cause code (e.g. local ML model training failure, more time necessary for local ML model training, etc.).
-	[OPTIONAL] Expected time to complete the training: Indicates to the FL Server NWDAF that expected remaining training time and may be provided with Delay Event Notification.
[bookmark: _CR6_2F_3][bookmark: _Toc153794465]6.2F.3	ML Model Training Information Request
The procedure in Figure 6.2F.3-1 is used by an NWDAF service consumer, i.e., an NWDAF containing MTLF to request another NWDAF, i.e., an NWDAF containing MTLF, for the information about ML model training based on the ML model file or ML Model information as described in clause 6.2F.2 provided by the NWDAF service consumer. The service may be used by an NWDAF containing MTLF to enable e.g. Federated Learning.


Figure 6.2F.3-1: Procedure for ML Model Training Information Request
1.	The NWDAF service consumer may request the NWDAF containing MTLF to get the information about the ML model training based on the ML model file or ML Model information as described in clause 6.2F.2 provided by the service consumer by invoking the Nnwdaf_MLModelTrainingInfo_Request service operation. The parameters that can be provided by the NWDAF service consumer are listed in clause 6.2F.2.
	In order to enable Federated Learning, NWDAF Service consumer acting as FL Server NWDAF requests to get ML Model Training Information from an NWDAF containing MTLF acting as FL Client NWDAF, which is selected by the FL Server NWDAF. The details are specified in clause 6.2C.
	The NWDAF service consumer may use the request to check if an NWDAF can meet the ML model training requirements (e.g. ML Model Interoperability information, Analytics ID, Service Area/DNAI and/or availability of data and time). In such cases, the NWDAF service consumer includes an ML Preparation Flag.
	The NWDAF service consumer may use the request to get the Model Accuracy of the ML Model provided by the service consumer using local training data in the NWDAF containing MTLF as the testing dataset. In such cases, the service consumer NWDAF includes a Model Accuracy Check Flag.
2.	When the ML Preparation Flag is present in the request, the NWDAF containing MTLF only checks whether it can meet the ML model training requirement and/or can successfully download the model if the model information is provided. Based on the check result, the NWDAF containing MTLF gets a successful return code or failure cause code (e.g. NWDAF does not meet the ML training requirements) as the information about the ML model training.
	When the Model Accuracy Check Flag is present in the request, the NWDAF containing MTLF uses the local training data as the testing dataset to calculate the Model Accuracy of the ML model provided by the service consumer. The NWDAF containing MTLF includes the Model Accuracy into the information about the ML model training.
	When the NWDAF containing MTLF is ongoing ML model training based on the ML model file or ML Model information as described in clause 6.2F.2 provided by the NWDAF service consumer, the NWDAF containing MTLF gets a failure cause code (e.g. ML training is not complete) as the information about the ML model training.
	When the NWDAF containing MTLF completes ML model training based on the ML model file or ML Model information as described in clause 6.2F.2 provided by the NWDAF service consumer, the NWDAF containing MTLF gets a successful return code and the ML Model Information of the trained ML model as the information about the ML model training.
3.	The NWDAF containing MTLF replies to the NWDAF service consumer with the information about the ML model training by invoking the Nnwdaf_MLModelTrainingInfo_Request response service operation.


[bookmark: _Toc153794473]6.4	Observed Service Experience related network data analytics
[bookmark: _CR6_4_1][bookmark: _Toc153794474]6.4.1	General
This clause specifies how NWDAF can provide Observed Service Experience (i.e. average of observed Service MoS and/or variance of observed Service MoS indicating service MOS distribution for services such as audio-visual streaming as well as services that are not audio-visual streaming such as V2X and Web Browsing services) analytics, in the form of statistics or predictions, to a service consumer.
The Observed Service Experience analytics may provide one or more of the following outputs:
-	Service Experience for a Network Slice: Service Experience for a UE or a group of UEs or any UE in a Network Slice;
-	Service Experience for an Application: Service Experience for a UE or a group of UEs or any UE in an Application or a set of Applications;
-	Service Experience for an Edge Application over a UP path: Service experience for a UE or a group UEs or any UE in an Application or a set of Applications over a specific UP path (UPF, DNAI and EC server);
-	Service Experience for an Application over a RAT Type or Frequency or both: Service experience for a UE or a group of UEs in an Application or a set of Applications over a RAT Type or over a Frequency or both as defined in Table 6.4.1-1.
-	Service Experience for an Application transferring data over a PDU Session: Service experience for a UE or a group of UEs or any UEs in an Application or a set of Applications transferring data over a PDU Session with PDU Session parameters i.e. S-NSSAI, DNN, PDU Session Type , SSC mode and optionally an Access Type or with combination of PDU Session parameters such as a list of the tuple (PDU Session Type, SSC mode) optionally per Access Type.
Therefore, Observed Service experience may be provided as defined in clause 6.4.3. For example, individually per UE or group of UEs, or globally, averaged per Application or averaged across a set of Applications on a Network Slice.
The service consumer may be an NF (e.g. PCF, NSSF, AMF, NEF), AF, or the OAM.
The consumer of these analytics shall indicate in the request or subscription:
-	Analytics ID = "Service Experience";
-	Target of Analytics Reporting: one or more SUPI(s) or Internal Group Identifier(s), or "any UE";
-	Analytics Filter Information as defined in Table 6.4.1-1 and optionally a list of analytics subsets that are requested (see clause 6.4.3);
-	optionally, maximum number of objects and maximum number of SUPIs;
-	optionally, preferred level of Accuracy of the analytics;
-	optionally, preferred level of Accuracy per analytics subset;
-	optionally, preferred order of results for the list of Application Service Experiences and/or Slice instance service experiences: "ascending" or "descending";
-	optionally, preferred granularity of location information: TA level or cell level or "longitude and latitude level";
-	Analytics target period that indicates the time window for which the statistics or predictions are requested;
-	in a subscription, the Notification Correlation Id and the Notification Target Address; and
-	optionally, Reporting Thresholds, which apply only for subscriptions and indicate conditions on the Service Experience to be reached in order to be notified by the NWDAF (see Table 6.4.3-1 and Table 6.4.3-2).
NOTE:	Definition of "longitude and latitude level" is described in clause 6.1.3.
[bookmark: _CRTable6_4_11]Table 6.4.1-1: Analytics Filter Information related to the observed service experience
	Information
	Description
	Mandatory

	
	
	Application
	Network Slice
	Edge Applications over a UP path
	Application over RAT Type and frequency
	Application transfering data over a PDU Session

	Application ID (0...max)
	The identification of the application(s) for which the analytics information is subscribed or requested.
	Y
	N
	Y
	Y
	Y

	S-NSSAI
(NOTE 3)
	When requesting Service Experience for a Network Slice: identifies the Network Slice for which analytics information is subscribed or requested.
When requesting Service Experience for an Application: identifies the S-NSSAI used to access the application together with the DNN listed below.
	N
	Y
	N
	N
	C

	NSI ID(s)
	Identifies the Network Slice instance(s) for which analytics information is subscribed or requested.
	N
	N
	N
	N
	N

	Area of Interest
(NOTE 6)
	Identifies the Area (i.e. set of TAIs), as defined in TS 23.501 [2] for which the analytics information is subscribed or requested.
	N
	N
	N
	N
	N

	DNN
(NOTE 3)
	When requesting Service Experience for an Application, this is the DNN to access the application.
	N
	N
	N
	N
	C

	DNAI
(NOTE 1)
	Identifier of a user plane access to one or more DN(s) where applications are deployed as defined in TS 23.501 [2].
	N
	N
	Y
	N
	N

	RAT Type
(NOTE 2)
	Identifies the RAT type.
	N
	N
	N
	Y
	N

	Frequency
(NOTE 2)
	Identifies the Frequency value(s) (e.g. high, low).
	N
	N
	N
	Y
	N

	Application Server Address(es) (NOTE 1)
	List of IP address(s)/FQDN(s) of the Application Server(s) that a UE, group of UEs, or 'any UE' has a communication session for which Service Experience Analytic information is requested.
	N
	N
	Y
	N
	N

	UPF anchor ID (NOTE 1)
(NOTE 4)
	Identifies the UPF where a UE has an associated PDU session
	N
	N
	N
	N
	N

	PDU Session type (NOTE 3)
	Identifies the type of the associated PDU Session
	N
	N
	N
	N
	C

	SSC Mode (NOTE 3)
	Identifies the SSC Mode selected for the associated PDU Session
	N
	N
	N
	N
	C

	Access Type (NOTE 3)
	Identifies the Access type of the associated PDU Session
	N
	N
	N
	N
	C

	Mapped NSSAI
(NOTE 5)
	Identifies the mapped NSSAI in the HPLMN. May be used in VPLMN for analytics exposure in roaming case (see clause 6.1.5).
	N
	N
	Y
	N
	N

	PLMN ID
	Identifies the target PLMN (i.e. PLMN from which the analytics are requested, for analytics exposure in roaming case (see clause 6.1.5).
	N
	N
	Y
	N
	N

	NOTE 1:	These parameters can be provided when a consumer requires analytics for an edge application over a UP path.
NOTE 2:	A service consumer can provide either a RAT Type or a Frequency or a specific combination of RAT Type and Frequency. A service consumer can also provide multiple instances of RAT Type or multiple instances of Frequency or multiple combinations of RAT type and Frequency. A service consumer can also provide "any" RAT type indication "any" Frequency value indication or "any" indication for all the RAT type and Frequency value the NWDAF has received for the application.
NOTE 3:	One or more of these parameters can be provided by the consumer when requesting analytics for an application running over a PDU Session(s).
NOTE 4:	UPF ID is only needed when the target of NWDAF analytics on Service Experience is a specific UPF.
NOTE 5:	The terms "HPLMN" and "VPLMN" here refer to a roaming case in which at least one UE served by the NWDAF analytics consumer is involved.
NOTE 6:	If the request is for fine granularity location information (i.e. with a finer granularity than cell), the AOI may be described as shown in clause 5.5 of TS 23.273 [39].



NOTE 1:	A service consumer can use the Area of Interest in order to reduce the amount of signalling that the analytics subscription or request generates.
The NWDAF shall notify the result of the analytics to the consumer as specified in clause 6.4.3.
NWDAF collects the network data from AF (directly or via NEF) and from other 5GC NF(s) in order to calculate and provide statistics and predictions on the observed service experience to a consumer NF or to OAM. When the AF provides Service Experience Information and the Target of Analytics Reporting is one or more UE ID(s), the AF may also provide a Service Experience Contribution Weight with each UE's Service Experience value. The Service Experience Contribution Weight is determined by the AF and indicates the relative importance of each UE's Service Experience. The NWDAF may use the Service Experience Contribution Weight(s) to calculate and provide statistics, confidence values and predictions on the observed service experience to a consumer NF or to OAM.
NOTE 2:	The relative importance of that is conveyed in the Service Experience Contribution Weights is used to indicate the relative importance of the Service Experience value (i.e. MOS). For example, it might be that one the Service Experience of one UE is not very important because the UE is an infrequent user of the service, or the UE does not use all features that are associated with the service. Whereas another UE might be considered important because the UE is a frequent user of the service or a user who uses many features that are associated with the service.
Based on the Analytics Filter information in Table 6.4.1-1 and the Target of Analytics Reporting provided by the service consumer in the analytics subscription or request, NWDAF determines whether service experience analytics should be delivered for:
i)	Application(s);
ii)	Network Slice;
iii)	both Application(s) and Network Slice;
iv)	Edge Applications over a UP path;
v)	Application(s) over RAT Type(s) and/or Frequency value(s);
vi)	Application(s) running over a PDU Session using the following PDU Session parameters or combination of them, i.e. S-NSSAI, DNN, PDU Session type, SSC Mode and optionally per Access Type.
If NWDAF is unable to differentiate based on the analytics subscription or request, it provides service experience analytics for both Application(s) and Network Slice.
If service experience for both Application(s) and Network Slice is desired but the Target of Analytics Reporting or Analytics Filter information values (e.g. Area of Interest) need to be different, separate subscriptions/requests may be provided by the service consumer.
[bookmark: _CR6_4_2][bookmark: _Toc153794475]6.4.2	Input Data
The service data and performance data collected from the AF (including the service data collected from the UE through the AF), the network data from other 5GC NFs and the network data from OAM and MDAS/MDAF for observed service experience are defined in Table 6.4.2-1, 6.4.2-1a, Table 6.4.2-2, Table 6.4.2-3, Table 6.4.2-4 and Table 6.4.2-5 respectively.
[bookmark: _CRTable6_4_21]Table 6.4.2-1: Service Data from AF related to the observed service experience
	Information
	Source
	Description

	Application ID
	AF
	To identify the service and support analytics per type of service (the desired level of service)

	IP filter information
	AF
	Identify a service flow of the UE for the application

	Locations of Application
	AF/NEF
	Locations of application represented by a list of DNAI(s). The NEF may map the AF-Service-Identifier information to a list of DNAI(s) when the DNAI(s) being used by the application are statically defined.

	Service Experience
	AF
	Refers to the QoE per service flow as established in the SLA and during on boarding. It can be either e.g. MOS or video MOS as specified in ITU-T P.1203.3 [11] or a customized MOS for any kind of service including those not related to video or voice.

	UE ID
	AF
	The list of UE ID(s) that are associated with the Service Experience value(s). When the AF is untrusted, GPSI(s) will be provided. When the AF is trusted SUPI(s) will be provided.

	Service Experience Contribution Weight
	AF
	The list of Service Experience Contribution Weight(s) that are associated with each of the provided UE ID(s).

	QoE metrics
	UE (via AF)
	QoE metrics observed at the UE(s). QoE metrics and measurement as described in TS 26.114 [27], TS 26.247 [28], TS 26.118 [29], TS 26.346 [30], TS 26.512 [31] or ASP specific QoE metrics in TS 26.512 [31], as agreed in the SLA with the MNO, may be used.

	Timestamp
	AF
	A time stamp associated to the Service Experience provided by the AF, mandatory if the Service Experience is provided by the ASP.

	Application Server Instance
	AF
	The IP address or FQDN of the Application Server that the UE had a communication session when the measurement was made.



NWDAF subscribes to the service data from AF in the Table 6.4.2-1 either directly for trusted AFs by invoking Naf_EventExposure_Subscribe service (Event ID = Service Experience information, Event Filter information = Area of Interest, Application ID) as defined in TS 23.502 [3], or indirectly for untrusted AFs via NEF by invoking Nnef_EventExposure_Subscribe service (Event ID = Service Experience information, Event Filter information = Area of Interest, Application ID) where NEF translates the Area of Interest into geographic zone identifier(s). For the information whose source is UE (via AF), the AF collects data from the UE as defined in clause 6.2.8.
NOTE:	When the Service Experience is expressed as a customized MOS, the customized MOS might be defined by the content provider or by the MNO and might be based on the nature of the targeted service type (e.g. web browsing, gaming, augmented reality, V2X, SMS).
[bookmark: _CRTable6_4_21a]Table 6.4.2-1a: Performance Data from AF
	Information
	Source
	Description

	UE identifier
	AF
	IP address of the UE at the time the measurements was made.

	UE location
	AF
	The location of the UE when the performance measurement was made.

	Application ID
	AF
	To identify the service and support analytics per type of service (the desired level of service).

	IP filter information
	AF
	Identify a service flow of the UE for the application.

	Locations of Application
	AF/NEF
	Locations of application represented by a list of DNAI(s). The NEF may map the AF-Service-Identifier information to a list of DNAI(s) when the DNAI(s) being used by the application are statically defined.

	Application Server Instance address
	AF/NEF
	The IP address/FQDN of the Application Server that the UE had a communication session when the measurement was made.

	Performance Data
	AF
	The performance associated with the communication session of the UE with an Application Server that includes: Average Packet Delay, Average Loss Rate and Throughput.

	Timestamp
	AF
	A time stamp associated to the Performance Data provided by the AF.



NWDAF subscribes to the performance data from AF in the Table 6.4.2-1a either directly for trusted AFs by invoking Naf_EventExposure_Subscribe service (Event ID = Performance Data, Event Filter information = Area of Interest, Application ID) as defined in TS 23.502 [3], or indirectly for untrusted AFs via NEF by invoking Nnef_EventExposure_Subscribe service (Event ID = Performance Data, Event Filter information = Area of Interest, Application ID) where NEF translates the Area of Interest into geographic zone identifier(s).
[bookmark: _CRTable6_4_22]Table 6.4.2-2: QoS flow level Network Data from 5GC NF related to the QoS profile assigned for a particular service (identified by an Application Id or IP filter information)
	Information
	Source
	Description

	Timestamp
	5GC NF
	A time stamp associated with the collected information.

	Location
	AMF
	The UE location information, e.g. cell ID or TAI.

	Finer granularity location (1...max)
	GMLC
	UE positions.

	....>UE location
	
	GAD shape or location coordinates (see TS 23.032 [34]).

	....>Timestamp
	
	A time stamp when the location was measured.

	....>LCS QoS
	
	The Accuracy of the measurement.

	UE ID
	AMF
	(list of) SUPI(s). If UE IDs are not provided as Target of Analytics Reporting for slice service experience, AMF returns the UE IDs matching the AMF event filters.

	DNN
	SMF
	DNN for the PDU Session which contains the QoS flow.

	S-NSSAI
	SMF
	S-NSSAI for the PDU Session which contains the QoS flow.

	Application ID
	SMF
	Used by NWDAF to identify the application service provider and application for the QoS flow.

	DNAI
	SMF
	Identifies the access to DN to which the PDN session connects.

	PDU Session type
	SMF
	Type of the PDU Session.

	SSC Mode
	SMF
	SSC Mode selected for the PDU Session.

	Access Type
	SMF
	List of Access Type(s) used for the PDU Session.

	IP filter information
	SMF
	Provided by the SMF, which is used by NWDAF to identify the service data flow for policy control and/or differentiated charging for the QoS flow.

	QFI
	SMF
	QoS Flow Identifier.

	QoS flow Bit Rate
	UPF
	The observed bit rate for UL direction; and
The observed bit rate for DL direction.

	QoS flow Packet Delay
	UPF
	The observed Packet delay for UL direction; and
The observed Packet delay for the DL direction.

	Packet transmission
	UPF
	The observed number of packet transmission.

	Packet retransmission
	UPF or AF
	The observed number of packet retransmission.



NOTE:	Care needs to be taken with regards to load and major signalling caused when requesting Any UE. This could be achieved via utilization of some event filters (e.g. Area of Interest for AMF), Analytics Reporting Information (e.g. SUPImax), or sampling ratio as part of Event Reporting Information.
NWDAF subscribes to the network data from 5GC NF(s) in the Table 6.4.2-2 by invoking Nnf_EventExposure_Subscribe service operation with the following Event IDs as input parameters:
-	AMF Source: Namf_EventExposure_Subscribe (Event IDs = Location Changes, Area of Interest).
-	SMF Source: Nsmf_EventExposure_Subscribe (Event ID = QFI allocation).
[bookmark: _CRTable6_4_23]Table 6.4.2-3: UE level Network Data from OAM related to the QoS profile
	Information
	Source
	Description

	Timestamp
	OAM
	A time stamp associated with the collected information.

	Reference Signal Received Power
	OAM
(see NOTE 1)
	The per UE measurement of the received power level in a network cell, including SS-RSRP, CSI-RSRP as specified in clause 5.5 of TS 38.331 [14] and E-UTRA RSRP as specified in clause 5.5.5 of TS 36.331 [15].

	Reference Signal Received Quality
	OAM
(see NOTE 1)
	The per UE measurement of the received quality in a network cell, including SS-RSRQ, CSI-RSRQ as specified in clause 5.5 of TS 38.331 [14] and E-UTRA RSRQ as specified in clause 5.5.5 of TS 36.331 [15].

	Signal-to-noise and interference ratio
	OAM
(see NOTE 1)
	The per UE measurement of the received signal to noise and interference ratio in a network cell, including SS-SINR, CSI-SINR, E-UTRA RS-SINR, as specified in clause 5.1 of TS 38.215 [12].

	RAN Throughput for DL and UL
	OAM
(see NOTE 1)
	The per UE measurement of the throughput for DL and UL as specified in clauses 5.2.1.1 and 5.4.1.1 of TS 37.320 [20].

	RAN Packet delay for DL and UL
	OAM
(see NOTE 1)
	The per UE measurement of the packet delay for DL and UL, including per QCI per UE packet delay as specified in clause 5.2.1.1 of TS 37.320 [20] and per DRB per UE packet delay as specified in clause 5.4.1.1 of TS 37.320 [20].

	RAN Packet loss rate for DL and UL
	OAM
(see NOTE 1)
	The per UE measurement of the packet loss rate for DL and UL, including the per QCI per UE packet loss rate as specified in clause 5.2.1.1 of TS 37.320 [20] and the per DRB per UE packet loss rate as specified in clause 5.4.1.1 of TS 37.320 [20].

	The mapping information between cell ID and frequency
	OAM
	The mapping information between cell ID and frequency (NOTE 2).

	Cell Energy Saving State
	OAM
	List of the cells which are within the area of interest and are in energy saving state, as specified in clauses 3.1 and 6.2 of TS 28.310 [24].

	NOTE 1:	Per UE measurement for a specific UE from OAM (via MDT), is as captured in clause 6.2.3.1.
NOTE 2:	The MDT measurement report provides the cell identity and carrier frequency information for UE's serving cell and neighbour cell(s). The NWDAF can get the mapping information between cell ID and frequency using OAM service as described in clause 6.2.3.



NWDAF subscribes the network data from OAM in the Table 6.4.2-3 by using the services provided by OAM as described in clause 6.2.3.
[bookmark: _CRTable6_4_24]Table 6.4.2-4: UE level Network Data from 5G NF related to the Service Experience
	Information
	Source
	Description

	Timestamp
	5GC NF
	A time stamp associated with the collected information.

	Location
	AMF
	The UE location information, e.g. cell ID or TAI.

	Finer granularity location
	GMLC
	UE positions.

	UE ID 
	AMF
	(list of) SUPI(s).

	RAT Type
	SMF
	The RAT type the UE camps on.



The Event Filters for the service data collection from SMF, AMF and AF are defined in TS 23.502 [3].
The timestamps are provided by each NF to allow correlation of QoS and traffic KPIs. The clock reference is able to know the Accuracy of the time and correlate the time series of the data retrieved from each NF.
The NWDAF collects the following MDAF analysis result listed in Table 6.4.2-5, as defined in clauses 8.4.2.1.3 and 8.4.4.3 of TS 28.104 [45].
[bookmark: _CRTable6_4_25]Table 6.4.2-5: Data collection from MDAS/MDAF of service experience and energy saving state analysis
	Information
	Source
	Description

	ServiceExperienceIssueType
	MDAF
	Indication of the service experience issue type.
The allowed value is one of the enumerated values: RAN issue, CN issue, both.

	AffectedObjects
	MDAF
	The managed object instances where the service experience is applicable, e.g. SubNetwork Instance, NetworkSlice Instance, S-NSSAI.

	ServiceExperienceStatistics
	MDAF
	The statistics of the level of service experience for a service in a certain time period, e.g. there are five levels which are represented by 1, 2, 3, 4, 5 where level 1 represents the users are enduring bad experience while level 5 represents the users' requirements are perfectly satisfied.

	ServiceExperiencePredictions
	MDAF
	The predictions of the level of service experience for a service in a certain time period.

	StatisticsOfCellsEsState
	MDAF
	The statistic result of current energy saving state of the cells at a certain time.



[bookmark: _CR6_4_3][bookmark: _Toc153794476]6.4.3	Output Analytics
The NWDAF services as defined in the clause 7.2 and 7.3 are used to expose the analytics.
-	Service Experience statistics information is defined in Table 6.4.3-1.
-	Service Experience predictions information is defined in Table 6.4.3-2.
[bookmark: _CRTable6_4_31]Table 6.4.3-1: Service Experience statistics
	Information
	Description

	Slice instance service experiences (0..max)
	List of observed service experience information for each Network Slice instance.

	> S-NSSAI
	Identifies the Network Slice

	> NSI ID (NOTE 2)
	Identifies the Network Slice instance within the Network Slice.

	> Network Slice instance service experience
	Service experience across Applications on a Network Slice instance over the Analytics target period (average, variance).

	> SUPI list (0..SUPImax) (NOTE 3)
	List of SUPI(s) for which the slice instance service experience applies.

	> Ratio (NOTE 3)
	Estimated percentage of UEs with similar service experience (in the group, or among all UEs).

	> Spatial validity (NOTE 6)
	Area where the Network Slice service experience analytics applies.

	> Validity period
	Validity period for the Network Slice service experience analytics as defined in clause 6.1.3.

	Application service experiences (0..max)
	List of observed service experience information for each Application.

	> S-NSSAI
	Identifies the Network Slice used to access the Application.

	> Application ID
	Identification of the Application.

	> Service Experience Type
	Type of Service Experience analytics, e.g. on voice, video, other.

	> UE location (NOTE 1, NOTE 5)
	Indicating the UE location information (e.g. TAI list, gNB ID, or location coordinates, etc) when the UE service is delivered.

	> UPF Info (NOTE 4)
	Indicating UPF serving the UE.

	> DNAI
	Indicating which DNAI the UE service uses/camps on.

	> DNN
	DNN for the PDU Session which contains the QoS flow.

	> Application Server Instance Address
	Identifies the Application Server Instance (IP address of the Application Server) or FQDN of Application Server.

	> Service Experience
	Service Experience over the Analytics target period (average, variance).

	> SUPI list (0..SUPImax) (NOTE 3)
	List of SUPI(s) with the same application service experience.

	> Ratio (NOTE 3)
	Estimated percentage of UEs with similar service experience (in the group, or among all UEs).

	> Spatial validity (NOTE 6)
	Area where the Application service experience analytics applies.

	> Validity period
	Validity period for the Application service experience analytics as defined in clause 6.1.3.

	> RAT Type
(NOTE 7)
	Indicating the list of RAT type(s) for which the application service experience analytics applies.

	> Frequency
(NOTE 7)
	Indicating the list of carrier frequency value(s) of UE's serving cell(s) where the application service experience analytics applies.

	> SSC Mode
	SSC Mode selected for the PDU Session used to associate with the application.

	> PDU Session Type
	Type of PDU Session used to associate with the application.

	> Access Type
	List of  Access Type(s) used for the PDU Session for the application.

	NOTE 1:	This information element is an Analytics subset that can be used in "list of analytics subsets that are requested" and "Preferred level of Accuracy per analytics subset".
NOTE 2:	The NSI ID is an optional parameter. If not provided the Slice instance service experience indicates the service experience for the S-NSSAI.
NOTE 3:	The SUPI list and Ratio in the service experience information for an application can be omitted, if the corresponding parameter(s) is/are provided and are assigned with the same value(s) in the service experience information for the slice instance which the application belongs to. Otherwise, the SUPI list and Ratio are mandatory to be provided for an application service experience.
NOTE 4:	If the consumer NF is an AF, the "UPF info" shall not be included.
NOTE 5:	When possible and applicable to the access type, UE location is provided according to the preferred granularity of location information. UE location shall only be included if the Consumer analytics request is for single UE or a list of UEs. Inclusion of UE location requires user consent.
NOTE 6:	The Spatial validity is present in the output parameters if the consumer provided the Area of Interest as defined in Table 6.4.1-1.
NOTE 7:	When "any" value has been provided in the request (e.g. "any" RAT type, "any" frequency, or "any" for all the RAT type and frequency indication), the NWDAF provides an instance of the Application service experience per combination of RAT Type(s) and/or Frequency value(s) having the same Service Experience.



[bookmark: _CRTable6_4_32]Table 6.4.3-2: Service Experience predictions
	Information
	Description

	Slice instance service experiences (0..max)
	List of observed service experience information for each Network Slice instance.

	> S-NSSAI
	Identifies the Network Slice

	> NSI ID (NOTE 2)
	Identifies the Network Slice instance within the Network Slice.

	> Network Slice instance service experience
	Service experience across Applications on a Network Slice instance over the Analytics target period (average, variance).

	> SUPI list (0..SUPImax) (NOTE 3)
	List of SUPI(s) for which the slice instance service experience applies.

	> Ratio (NOTE 3)
	Estimated percentage of UEs with similar service experience (in the group, or among all UEs).

	> Spatial validity (NOTE 6)
	Area where the Network Slice service experience analytics applies.

	> Validity period
	Validity period for the Network Slice service experience analytics as defined in clause 6.1.3.

	> Confidence
	Confidence of this prediction.

	Application service experiences (0..max)
	List of predicted service experience information for each Application.

	> S-NSSAI
	Identifies the Network Slice used to access the Application.

	> Application ID
	Identification of the Application.

	> Service Experience Type
	Type of Service Experience analytics, e.g. on voice, video, other.

	> UE location (NOTE 1, NOTE 5)
	Indicating the UE location information (e.g. TAI list, gNB ID, or location coordinates, etc.) when the UE service is delivered.

	> UPF Info (NOTE 4)
	Indicating UPF serving the UE.

	> DNAI
	Indicating which DNAI the UE service uses/camps on.

	> DNN
	DNN for the PDU Session which contains the QoS flow.

	> Application Server Instance Address
	Identifies the Application Server Instance (IP address of the Application Server) or FQDN of Application Server.

	> Service Experience
	Service Experience over the Analytics target period (average, variance).

	> SUPI list (0..SUPImax) (NOTE 3)
	List of SUPI(s) with the same application service experience.

	> Ratio (NOTE 3)
	Estimated percentage of UEs with similar service experience (in the group, or among all UEs).

	> Spatial validity (NOTE 6)
	Area where the Application service experience analytics applies.

	> Validity period
	Validity period for the Application service experience analytics as defined in clause 6.1.3.

	> Confidence
	Confidence of this prediction.

	> RAT Type
(NOTE 7)
	Indicating the list of RAT type(s) for which the application service experience analytics applies.

	> Frequency
(NOTE 7)
	Indicating the list of carrier frequency value(s) of UE's serving cell(s) where the application service experience analytics applies.

	> SSC Mode
	SSC Mode selected for the PDU Session used to associate with the application.

	> PDU Session Type
	Type of PDU Session used to associate with the application.

	> Access Type
	List of Access Type(s) used for the PDU Session for the application.

	NOTE 1:	This information element is an Analytics subset that can be used in "list of analytics subsets that are requested" and "Preferred level of Accuracy per analytics subset".
NOTE 2:	The NSI ID is an optional parameter. If not provided the Slice instance service experience indicates the service experience for the S-NSSAI.
NOTE 3:	The SUPI list and Ratio in the service experience information for an application can be omitted, if the corresponding parameter(s) is/are provided and are assigned with the same value(s) in the service experience information for the slice instance which the application belongs to. Otherwise, the SUPI list and Ratio are mandatory to be provided for an application service experience.
NOTE 4:	If the consumer NF is an AF, the "UPF info" shall not be included.
NOTE 5:	When possible and applicable to the access type, UE location is provided according to the preferred granularity of location information. UE location shall only be included if the Consumer analytics request is for single UE or a list of UEs. Inclusion of UE location requires user consent.
NOTE 6:	The Spatial validity is present in the output parameters if the consumer provided the Area of Interest as defined in Table 6.4.1-1.
NOTE 7:	When "any" value has been provided in the request (e.g. "any" RAT type, "any" frequency, or "any" for all the RAT type and frequency indication), the NWDAF provides an instance of the Application service experience per combination of RAT Type(s) and/or Frequency value(s) having the same Service Experience.



The number of Service Experiences and SUPIs are limited respectively by the maximum number of objects and the Maximum number of SUPIs provided as part of Analytics Reporting Information by the NWDAF Service Consumer.

[bookmark: _Toc153794480]6.5	NF load analytics
[bookmark: _CR6_5_1][bookmark: _Toc153794481]6.5.1	General
The clause 6.5 describes how NWDAF can provide NF load analytics, in the form of statistics or predictions or both, to another NF.
The service consumer may be an NF, or the OAM.
The consumer of these analytics shall indicate in the request:
-	Analytics ID = "NF load information";
-	Target of Analytics Reporting: an optional SUPI or any UE;
-	Analytics Filter Information:
-	optional S-NSSAI;
-	an optional list of NF Instance IDs, NF Set IDs, or NF types;
-	optional area of interest;
-	an optional list of analytics subsets that are requested (see clause 6.5.3);
-	Optional preferred level of Accuracy of the analytics;
-	Optional preferred level of Accuracy per analytics subset (see clause 6.5.3);
-	Optional preferred order of results for the list of resource status: ascending or descending NF load;
-	Optional Reporting Threshold; the Reporting Threshold is unique for all NFs matching the above Analytics Filter and the reporting applies when the conditions are met for at least one of these NFs;
-	An Analytics target period indicates the time period over which the statistics or predictions are requested;
-	In a subscription, the Notification Correlation Id and the Notification Target Address are included.
The NWDAF shall notify the result of the analytics to the consumer as indicated in clause 6.5.3.
If a list of the NF Instance IDs (or respectively of NF Set IDs) is provided, the NWDAF shall provide the analytics for each designated NF instance (or respectively for each NF instance belonging to each designated NF Set). In such case the Target of Analytics Reporting should be ignored.
Otherwise, if a SUPI is provided, the NWDAF shall use the SUPI to determine which NF instances (AMF and SMF) are serving this specific UE, filter them according to the provided S-NSSAI and NF types using data collected from NRF or OAM and provide analytics for these NF instances.
NOTE:	Only NF instances of type AMF and SMF can be determined using a SUPI.
[bookmark: _CR6_5_2][bookmark: _Toc153794482]6.5.2	Input data
For the purpose of NF load analytics, the NWDAF may collect the information as listed in Table 6.5.2-1 for the relevant NF instance(s).
[bookmark: _CRTable6_5_21]Table 6.5.2-1: Data collected by NWDAF for NF load analytics
	Information
	Source
	Description

	NF load
	NRF
	The load of specific NF instance(s) in their NF profile as defined per TS 29.510 [18].

	NF status
	NRF
	The status of a specific NF instance(s) (registered, suspended, undiscoverable) as defined per TS 29.510 [18].

	NF resource usage
	OAM
	The usage of assigned virtual resources currently in use for specific NF instance(s) (mean usage of virtual CPU, memory, disk) as defined in clause 5.7 of TS 28.552 [8].

	NF resource configuration
	OAM
	The life cycle changes of specific NF resources (e.g. NF operational or interrupted during virtual/physical resources reconfiguration) as defined in clause 5.2 of TS 28.533 [19].



NOTE 1:	The OAM information can be used as a complement to NRF information for some or all of the following aspects: resources utilization, NRF information correlation and alternative source of information if NRF information on load is not available.
NOTE 2:	NWDAF can request NRF for data related to NF instances, as described in TS 29.510 [18].
NOTE 3:	NWDAF can correlate the NF resources configuration with NF resource usage for generating the analytics output.
If target NF type is UPF, the NWDAF may collect the information as listed in Table 6.5.2-2, in addition to information listed in Table 6.5.2-1.
[bookmark: _CRTable6_5_22]Table 6.5.2-2: Data collected by NWDAF for UPF load analytics
	Information
	Source
	Description

	Traffic usage report
	UPF
	Report of user plane traffic in the UPF for the accumulated usage of network resources (see TS 29.244 [17])



For the purpose of NF load analytics, the NWDAF may collect the information as listed in Table 6.5.2-3 (from OAM via MDT) and Table 6.5.2-5 via the AF (for trusted AF) or NEF (for untrusted AF) in addition to other information described above.
[bookmark: _CRTable6_5_23]Table 6.5.2-3: MDT input data for UE
	Information
	Source
	Description

	UE Speed
	OAM
(see NOTE 1)
	UE Speed (see TS 37.320 [20]).

	UE Orientation
	OAM
(see NOTE 1)
	UE Orientation (see TS 37.320 [20]).

	NOTE 1:	UE input data collection for a specific UE from OAM (via MDT), is as captured in clause 6.2.3.1.



[bookmark: _CRTable6_5_24]Table 6.5.2-4: Per UE attribute to be collected and processed by the AF
	Information
	Source
	Description

	Per UE attribute
	UE Application
(see NOTE 1)
	UE application data to be collected from UE.

	> Destination
	
	Expected final location of UE based on the route planned.

	> Route
	
	Planned path of movement by a UE application (e.g. a navigation app). The format is based on the SLA.

	> Average Speed
	
	Expected speed over the route planned by a UE application.

	> Time of arrival
	
	Expected Time of arrival to destination based on the route planned.

	NOTE 1:	The procedure for data collection from UE Application is as covered in clause 6.2.8.



[bookmark: _CRTable6_5_25]Table 6.5.2-5: AF input data to the NWDAF for Collective Behaviour of UEs
	Information
	Source
	Description

	Collective Attribute 
	AF / NEF
(see NOTE 1, NOTE 2)
	Characterise collective attribute per set of UEs (see Table 6.5.2-4) within the area of interest.

	  > Number of UEs
	
	Total number of UEs that fulfil a collective behaviour within the area of interest.

	  > Timestamp
	
	A time stamp of time that the collective attribute derived.

	  > Application ID(s)
	(see NOTE 3)
	Identifying the application providing this information

	  > List of UE IDs
	(see NOTE 4)
	UE IDs that fulfil a collective behaviour within the area of interest.

	NOTE 1:	For collective behaviour attribute, data processing procedure is as defined in clause 6.2.8.
NOTE 2:	Per collective attribute, the AF may provide several collective attribute sets, if several sets of UEs with similar behaviour are identified. A similar behaviour can be identified to specific ranges if the AF performs data processing (Data Anonymisation, Aggregation or Normalization) based on NWDAF request. UEs falling in the same range per UE attribute can form a collective attribute set.
NOTE 3:	The application ID(s) (either external or Internal) is optional. If the application ID(s) is not provided, the relevant application ID(s) can be identified by NWDAF based on the relevant event ID as registered in NRF as covered in clause 6.2.8.2.2.
NOTE 4:	List of UE IDs is optional and subject to support by the AF when processing the data based on NWDAF request.



Based on network configuration, NWDAF may discover the AF from the NRF as defined in 6.2.8.2.2 (based on Collective Behaviour as Event ID or a corresponding Application ID).
For AF in trusted domain, the NWDAF invokes step 3a in clause 6.2.8.2.3 by using Naf_EventExposure_Subscribe service (Event ID = Collective Behaviour, Event Filter information, Target of Event Reporting). The collective attribute (see Table 6.5.2-5) can be indicated as part of event filter information as defined in TS 23.502 [3]. Otherwise, the AF notifies for all collective attributes within the area of interest.
For AF in untrusted domain, the NWDAF invokes step 3b in clause 6.2.8.2.3 by using Nnef_EventExposure_Subscribe (Event ID = Collective Behaviour, Event Filter information, Target of Event Reporting). The collective attribute (see Table 6.5.2-5) can be indicated as part of event filter information as defined in TS 23.502 [3]. Otherwise, the AF via NEF notifies for all collective attributes within the area of interest.
For Collective Behaviour of multiple UEs, NWDAF based on the configuration by MNO may request certain type of data processing from the AF as part of event filter information (e.g. for anonymisation, normalisation, aggregation). The data processing requested by NWDAF is used to anonymise, normalise or aggregate the same UE attribute from multiple UEs at the AF before notifying to the NWDAF.
For each UE attribute of a specific UE, whether and how AF is processing the data that is received from the UE depends on the SLA configured in AF (defined in clause 6.2.8.1) and is not known by the NWDAF.
To determine NF load (per area of interest), NWDAF may collect and take into account UE trajectory input data from the AF, defined in clause 6.7.2.2, Table 6.7.2.2-2 for UE mobility analytics in addition to MDT input data and /or collective behaviour input data, defined in clause 6.5.2, Table 6.5.2-3 and Table 6.5.2-5, respectively.
[bookmark: _CR6_5_3][bookmark: _Toc153794483]6.5.3	Output analytics
The NWDAF services as defined in the clause 7.2 and 7.3 are used to expose the analytics. NF load statistics information are defined in Table 6.5.3-1. NF load predictions information are defined in Table 6.5.3-2.
[bookmark: _CRTable6_5_31]Table 6.5.3-1: NF load statistics
	Information
	Description

	List of resource status (1..max)
	List of observed load information for each NF instance along with the corresponding NF id / NF Set ID (as applicable).

	> NF type
	Type of the NF instance.

	> NF instance ID
	Identification of the NF instance.

	> NF status (NOTE 1)
	The availability status of the NF on the Analytics target period, expressed as a percentage of time per status value (registered, suspended, undiscoverable).

	> NF resource usage (NOTE 1)
	The average usage of assigned resources (CPU, memory, disk).

	> NF load (NOTE 1)
	The average load of the NF instance over the Analytics target period.

	> NF peak load (NOTE 1)
	The maximum load of the NF instance over the Analytics target period.

	> NF load (per area of interest) (NOTE 1, NOTE 2)
	The average load of the NF instances over the area of interest.

	NOTE 1:	Analytics subset that can be used in "list of analytics subsets that are requested" and "Preferred level of Accuracy per analytics subset".
NOTE 2:	Applicable only to AMF load based on Input data in clause 6.5.2, Table 6.5.2-3 and Table 6.5.2-5.



[bookmark: _CRTable6_5_32]Table 6.5.3-2: NF load predictions
	Information
	Description

	List of resource status (1..max)
	List of predicted load information for each NF instance along with the corresponding NF id / NF Set ID (as applicable)

	> NF type
	Type of the NF instance

	> NF instance ID
	Identification of the NF instance

	> NF status (NOTE 1)
	The availability status of the NF on the Analytics target period, expressed as a percentage of time per status value (registered, suspended, undiscoverable)

	> NF resource usage (NOTE 1)
	The average usage of assigned resources (CPU, memory, disk) 

	> NF load (NOTE 1)
	The average load of the NF instance over the Analytics target period 

	> NF peak load (NOTE 1)
	The maximum load of the NF instance over the Analytics target period

	> Confidence
	Confidence of this prediction

	> NF load (per area of interest) (NOTE 1, NOTE 2)
	The predicted average load of the NF instances over the area of interest.

	NOTE 1:	Analytics subset that can be used in "list of analytics subsets that are requested" and "Preferred level of Accuracy per analytics subset".
NOTE 2:	Applicable only to AMF load based on Input data in clause 6.5.2, Table 6.5.2-3 and Table 6.5.2-5.



NOTE:	The variations on per-instance NF load and resource usage could be influenced by the number of running NF instances in addition to the load itself.
The predictions are provided with a Validity Period, as defined in clause 6.1.3.
The number of resource status is limited by the maximum number of objects provided as part of Analytics Reporting Information.


[bookmark: _Toc153794485]6.6	Network Performance Analytics
[bookmark: _CR6_6_1][bookmark: _Toc153794486]6.6.1	General
With Network Performance Analytics, NWDAF provides either statistics or predictions on the gNB status information, gNB resource usage, communication performance and mobility performance in an Area of Interest; in addition, NWDAF it may provide statistics or predictions on the number of UEs located in that Area of Interest.
The service consumer may be an NF (e.g. PCF, NEF, AF), or the OAM.
The consumer of these analytics may indicate in the request:
-	Analytics ID = "Network Performance";
-	Target of Analytics Reporting: either a single UE (SUPI ), or a group of UEs (an Internal Group ID that refers to the group for which the analytics on the number of UEs that are located in the Area of Interest at the time indicated in the Analytics target period is requested) or any UE;
-	Analytics Filter Information:
-	Area of Interest (list of TA or Cells) which restricts the area in focus (mandatory if Target of Analytics Reporting is set to "any UE", optional otherwise);
-	Optionally, Traffic type of interest (overall traffic, GBR traffic or Delay-critical GBR traffic);
NOTE:	If Traffic type of interest is not provided, overall traffic is considered.
-	Optionally, a list of analytics subsets that are requested among those specified in clause 6.6.3;
-	Optionally, a preferred level of Accuracy of the analytics;
-	Optionally, preferred level of Accuracy per analytics subset (see clause 6.6.3);
-	Optionally, preferred order of results for the list of Network Performance information:
-	ordering criterion: "number of UEs", "communication performance" or "mobility performance";
-	order: ascending or descending;
-	Optionally, Reporting Thresholds, which apply only for subscriptions and indicate conditions on the level to be reached for respective analytics information (see clause 6.6.3) in order to be notified by the NWDAF;
-	An Analytics target period indicates the time period over which the statistics or prediction are requested; and
-	Optionally, maximum number of objects.
-	In a subscription, the Notification Correlation Id and the Notification Target Address are included.
-	Optionally, Spatial granularity size (if an Area of Interest is provided) and Temporal granularity size.
The NWDAF notifies the result of the analytics to the consumer as indicated in clause 6.6.3.
[bookmark: _CR6_6_2][bookmark: _Toc153794487]6.6.2	Input Data
The NWDAF collects Load and Performance information in an Area of Interest from the sources listed in Table 6.6.2-1 and number of UEs within Area of Interest from the sources listed in Table 6.6.2-2.
[bookmark: _CRTable6_6_21]Table 6.6.2-1: Load and Performance information collected by NWDAF
	Load information
	Source
	Description

	Status, load and performance information
	OAM
	Statistics on RAN status (up/down), load (i.e. Radio Resource Utilization) and performance per Cell Id for the traffic type of interest and in the Area of Interest as defined in TS 28.552 [8].

	NF Load information
	NRF
	Load per NF



[bookmark: _CRTable6_6_22]Table 6.6.2-2: Number of UEs in Area of Interest information collected by NWDAF
	Number of UEs information
	Source
	Description

	Number of UEs
	AMF
	Number of UEs in an Area of Interest



The NWDAF shall be able to collect UE mobility information as stated in clause 6.7.2.2.
[bookmark: _CR6_6_3][bookmark: _Toc153794488]6.6.3	Output Analytics
The NWDAF shall be able to provide both statistics and predictions on Network Performance.
Network performance statistics are defined in Table 6.6.3-1.
[bookmark: _CRTable6_6_31]Table 6.6.3-1: Network performance statistics
	Information
	Description

	List of network performance information (1..max)
	Observed statistics during the Analytics target period.

	> Area subset
	List of TA(s) or Cell ID(s) within the requested area of interest as defined in clause 6.6.1. If a Spatial granularity size was provided in the request or subscription, the number of elements of the list is smaller than or equal to the Spatial granularity size.

	> Analytics target period subset
	Time window within the requested Analytics target period as defined in clause 6.6.1. If a Temporal granularity size was provided in the request or subscription, the duration of the Analytics target period subset is greater than or equal to the Temporal granularity size.

	> gNB status information (NOTE 1)
	Average ratio of gNBs that have been up and running during the entire Analytics target period in the area subset.

	> gNB resource usage (NOTE 1) (NOTE 2)
	Usage of assigned resources (average, peak).

	> gNB resource usage for GBR traffic (NOTE 1) (NOTE 2)
	Usage of assigned resources for GBR traffic (average, peak).

	> gNB resource usage for Delay-critical GBR traffic (NOTE 1) (NOTE 2)
	Usage of assigned resources for Delay-critical GBR traffic (average, peak).

	> Number of UEs (NOTE 1)
	Average number of UEs observed in the area subset.

	> Communication performance (NOTE 1)
	Average ratio of successful setup of PDU Sessions.

	> Mobility performance (NOTE 1)
	Average ratio of successful handover.

	NOTE 1:	Analytics subset that can be used in "list of analytics subsets that are requested" and "Preferred level of Accuracy per analytics subset".
NOTE 2:	The average and peak usage of uplink and downlink traffic are provided as percentage.



Editor's note:	The possibility to provide the gNB resource usage for GBR traffic and gNB resource usage for Delay-critical GBR traffic based on existing network performance management parameters defined in TS 28.552 [8] is to be confirmed by SA WG5.
Network performance predictions are defined in Table 6.6.3-2.
[bookmark: _CRTable6_6_32]Table 6.6.3-2: Network performance predictions
	Information
	Description

	List of network performance information (1..max)
	Predicted analytics during the Analytics target period

	> Area subset
	List of TA(s) or Cell ID(s) within the requested area of interest as defined in clause 6.6.1. If a Spatial granularity size was provided in the request or subscription, the number of elements of the list is smaller than or equal to the Spatial granularity size.

	> Analytics target period subset
	Time window within the requested Analytics target period as defined in clause 6.6.1. If a Temporal granularity size was provided in the request or subscription, the duration of the Analytics target period subset is greater than or equal to the Temporal granularity size.

	> gNB status information (NOTE 1)
	Average ratio of gNBs that will be up and running during the entire Analytics target period in the area subset.

	> gNB resource usage (NOTE 1) (NOTE 2)
	Usage of assigned resources (average, peak)

	> gNB resource usage for GBR traffic (NOTE 1) (NOTE 2)
	Usage of assigned resources for GBR traffic (average, peak).

	> gNB resource usage for Delay-critical GBR traffic (NOTE 1) (NOTE 2)
	Usage of assigned resources for Delay-critical GBR traffic (average, peak).

	> Number of UEs (NOTE 1)
	Average number of UEs predicted in the area subset.

	> Communication performance (NOTE 1)
	Average ratio of successful setup of PDU Sessions.

	> Mobility performance (NOTE 1)
	Average ratio of successful handover.

	> Confidence
	Confidence of this prediction.

	NOTE 1:	Analytics subset that can be used in "list of analytics subsets that are requested" and "Preferred level of Accuracy per analytics subset".
NOTE 2:	The average and peak usage of uplink and downlink traffic are provided as percentage.



Editor's note:	The possibility to provide the gNB resource usage for GBR traffic and gNB resource usage for Delay-critical GBR traffic based on existing network performance management parameters defined in TS 28.552 [8] is to be confirmed by SA WG5.
NOTE 1:	The predictions are provided with a Validity Period, as defined in clause 6.1.3.
NOTE 2:	The analytics on number of UEs are related to the information retrieved from the AMFs.
The number of network performance information entries is limited by the maximum number of objects provided as part of Analytics Reporting Information.
The NWDAF provides Network Performance Analytics to a consumer at the time requested by the consumer in the Analytics target period:
-	Analytics ID set to "Network Performance".
-	Notification Target Address including the address of the consumer.
-	Notification Correlation ID, for the consumer to correlate notifications from NWDAF if subscription applies.
-	Analytics specific parameters at the time indicated in the Analytics target period.



>>>>> Many more analytics using “Accuracy” term omitted for brevity !!!!!<<<<<<




[bookmark: _Toc153794593]7.2.4	Nnwdaf_AnalyticsSubscription_Notify service operation
Service operation name: Nnwdaf_AnalyticsSubscription_Notify.
Description: NWDAF notifies the consumer instance of the analytics and optionally analytics Accuracy information that has subscribed to the specific NWDAF service. See also clause 6.1.3 for contents of the Analytics Exposure.
Inputs, Required: Notification Correlation Information: this parameter indicates the Notification Correlation ID that has been assigned by the consumer during analytics subscription.
Inputs, Optional:
-	Set of the tuple (Analytics ID, Analytics specific parameters): this parameter shall be present if output analytics are reported.
-	Timestamp of analytics generation (required when ADRF is deployed).
-	Validity period.
-	Confidence
-	Revised waiting time.
-	Analytics Metadata Information.
-	Analytics Accuracy information.
-	Stop Analytics Output Consumption indication.
-	Stop Analytics Output Consumption time window.
-	Resume Analytics Output Consumption indication.
-	Termination Request: this parameter indicates that NWDAF requests to terminate the analytics subscription, i.e. NWDAF will not provide further notifications related to this subscription, with cause value (e.g. user consent revoked, NWDAF overload, UE moved out of NWDAF serving area, etc.).
-	Accuracy Information Termination.
NOTE 1:	Validity period can also be provided as part of Analytics specific parameters for some NWDAF output analytics.
-	Subscription Change Notification Correlation ID: this parameter shall be present if the notification is for informing the assignment of a new Subscription Correlation Id by the NWDAF. It is set to the old Subscription Correlation ID.
-	Subscription Correlation ID: this parameter shall be present if the notification is for informing the assignment of a new Subscription Correlation Id by the NWDAF. It is set to a new Subscription Correlation ID assigned by the NWDAF.
NOTE 2:	Other input parameters specific for different analytics ID can be also needed, as specified in the corresponding clause of each analytics ID.
Outputs, Required: Operation execution result indication.
Outputs, Optional: None.


[bookmark: _Toc153794595]7.3	Nnwdaf_AnalyticsInfo service
[bookmark: _CR7_3_1][bookmark: _Toc153794596]7.3.1	General
Service description: this service enables the consumer to request and get from NWDAF network data analytics, analytics Accuracy information or enables NWDAF to request transfer of analytics context from another NWDAF.
[bookmark: _CR7_3_2][bookmark: _Toc153794597]7.3.2	Nnwdaf_AnalyticsInfo_Request service operation
Service operation name: Nnwdaf_AnalyticsInfo_Request.
Description: The consumer requests NWDAF operator specific analytics and optionally analytics Accuracy information.
Inputs, Required: (Set of) Analytics ID(s) as defined in Table 7.1-2, Target of Analytics Reporting, Analytics Reporting Parameters (including Analytics target period, etc.).
NOTE 1:	Target of Analytics Reporting can be provided per individual Analytics ID.
Inputs, Optional: Analytics Filter Information, preferred level of Accuracy of the analytics, preferred level of Accuracy per analytics subset, time when analytics information is needed, maximum number of objects requested (max), preferred order of results, maximum number of SUPIs requested (SUPImax), Analytics Metadata Request, Dataset Statistical Properties, Output strategy, Data time window, Use case context, Time window for historical analytics and Analytics Accuracy Request information.
NOTE 2:	Analytics Filter Information, Maximum number of objects requested (max), Maximum number of SUPIs requested (SUPImax), Analytics Metadata Request, Dataset Statistical Properties, Output strategy, Data time window and time when analytics information is needed can be provided per individual Analytics ID.
Outputs, Required: If the request is accepted, then set of the tuple (Analytics ID, Analytics specific parameters). When the request is not accepted, an error response.
Outputs, Optional: Timestamp of analytics generation (required when ADRF is deployed), validity period, confidence, revised waiting time, Analytics Metadata Information, Analytics Accuracy information. See clause 6.1.3.
NOTE 3:	Validity period can also be provided as part of Analytics specific parameters for some NWDAF output analytics.
NOTE 4:	When the Target of Analytics Reporting is a SUPI or a GPSI then the request may not be accepted, e.g. user consent is not granted and an error is sent to the consumer. When the Target of Analytics Reporting is an Internal Group Id, or a list of SUPIs/GPSI(s) or any UE, no error is sent, but a SUPI or GPSI is skipped if user consent is not granted.
[bookmark: _CR7_3_3]NOTE 5:	Other input or output parameters specific for different analytics ID can be also needed, as specified in the corresponding clause of each analytics ID.


[bookmark: _Toc153794607]7.5.2	Nnwdaf_MLModelProvision_Subscribe service operation
Service operation name: Nnwdaf_MLModelProvision_Subscribe.
Description: Subscribes to NWDAF ML model provision with specific parameters.
Inputs, Required: (set of) Analytics ID(s) defined in Table 7.1-2, Notification Target Address (+ Notification Correlation ID).
Inputs, Optional: Subscription Correlation ID (in the case of modification of the ML model subscription), ML Model Filter Information to indicate the conditions for which ML model for the analytics is requested and Target of ML Model Reporting to indicate the object(s) for which ML model is requested (e.g. specific UEs, a group of UE(s) or any UE (i.e. all UEs)), NF consumer information, Requested representative ratio, ML Model Reporting Information (including e.g. ML Model Target Period), Expiry time, Use case context, Inference Input Data information, indication of support for multiple ML models, multiple ML models Filter Information to indicate the conditions for which multiple ML models are requested, ML Model Interoperability Information, Time when model is needed, ML Model Monitoring Information (including e.g. ML Model metric, ML model monitoring reporting mode, ML Model Accuracy Threshold, DataSetTag and ADRF ID, ML Model Identifier).


[bookmark: _Toc153794609]7.5.4	Nnwdaf_MLModelProvision_Notify service operation
Service operation name: Nnwdaf_MLModelProvision_Notify.
Description: NWDAF notifies the ML model information to the consumer instance which has subscribed to the specific NWDAF service.
Inputs, Required: Notification Correlation Information, Set of:
-	the tuple (Analytics ID, one or more tuples of unique ML Model identifier and ML Model Information as defined in clause 6.2A.2).
Inputs, Optional: ML Model Accuracy Information.
Outputs, Required: Operation execution result indication.
Outputs, Optional: None.


[bookmark: _Toc153794615]7.7.2	Nnwdaf_RoamingAnalytics_Subscribe service operation
Service operation name: Nnwdaf_RoamingAnalytics_Subscribe
Description: Subscribes to NWDAF analytics related to roaming UE(s).
Inputs, Required:
-	(Set of) Analytics ID(s).
-	PLMN ID of the consumer NWDAF.
-	Target of Analytics Reporting.
-	Notification Target Address (+ Notification Correlation ID).
-	Analytics Reporting Parameters (including Analytics target period, etc.).
NOTE 1:	Target of Analytics Reporting can be provided per individual Analytics ID.
NOTE 2:	Target of Analytics Reporting sent by the V-RE-NWDAF to the H-RE-NWDAF only contains the inbound roaming UE(s), and the Target of Analytics Reporting sent by the H-RE-NWDAF to the V-RE-NWDAF only contains the outbound roaming UE(s).
Inputs, Optional:
-	Analytics Filter Information.
-	Time window for historical analytics.
-	Subscription Correlation ID (in the case of modification of the analytics subscription).
-	preferred level of Accuracy of the analytics.
-	preferred level of Accuracy per analytics subset.
-	Reporting Thresholds.
-	maximum number of objects requested (max).
-	preferred order of results, maximum number of SUPIs requested (SUPImax).
-	time when analytics information is needed.
-	Output strategy.
-	NF (or NF-Set) ID(s) of NFs in VPLMN serving the UE(s) in Target of Analytics Reporting.
NOTE 3:	Analytics Filter Information, Reporting Thresholds, maximum number of objects requested (max), maximum number of SUPIs requested (SUPImax) and time when analytics information is needed can be provided per individual Analytics ID.
Outputs Required: When the subscription is accepted: Subscription Correlation ID (required for management of this subscription). When the subscription is not accepted, an error response.
Outputs, Optional: None.


[bookmark: _Toc153794618]7.7.5	Nnwdaf_RoamingAnalytics_Request service operation
Service operation name: Nnwdaf_RoamingAnalytics_Request
Description: The consumer requests analytics related to roaming UE(s).
Inputs, Required:
-	(Set of) Analytics ID(s).
-	PLMN ID of the consumer NWDAF.
-	Target of Analytics Reporting.
-	Analytics Reporting Parameters (including Analytics target period, etc.).
NOTE 1:	Target of Analytics Reporting can be provided per individual Analytics ID.
NOTE 2:	Target of Analytics Reporting sent by the V-RE-NWDAF to the H-RE-NWDAF only contains the inbound roaming UE(s), and the Target of Analytics Reporting sent by the H-RE-NWDAF to the V-RE-NWDAF only contains the outbound roaming UE(s).
Inputs, Optional:
-	Analytics Filter Information.
-	Time window for historical analytics.
-	preferred level of Accuracy of the analytics.
-	preferred level of Accuracy per analytics subset.
-	Reporting Thresholds.
-	maximum number of objects requested (max).
-	preferred order of results, maximum number of SUPIs requested (SUPImax).
-	time when analytics information is needed.
-	Output strategy.
-	NF (or NF-Set) ID(s) of NFs in VPLMN serving the UE(s) in Target of Analytics Reporting.
NOTE 3:	Analytics Filter Information, Reporting Thresholds, maximum number of objects requested (max), maximum number of SUPIs requested (SUPImax) and time when analytics information is needed can be provided per individual Analytics ID.
Outputs, Required: If the request is accepted, then set of the tuple (Analytics ID, Analytics specific parameters). When the request is not accepted, an error response.
Outputs, Optional: Timestamp of analytics generation, validity period, confidence, revised waiting time.



[bookmark: _Toc153794624]7.9	Nnwdaf_MLModelMonitor Service
[bookmark: _CR7_9_1][bookmark: _Toc153794625]7.9.1	General
Service Description: This service enables the consumer to subscribe/unsubscribe for ML model Accuracy (i.e. Analytics Accuracy for an ML model as described in clause 6.2E.3.3) information monitored. The service can additionally provide Analytics feedback information for the analytics generated by an NWDAF (i.e. NWDAF containing AnLF). The service also enables the NWDAF containing AnLF registers the use and monitoring capability for an ML model into the model provider NWDAF, i.e. NWDAF containing MTLF.
[bookmark: _CR7_9_2][bookmark: _Toc153794626]7.9.2	Nnwdaf_MLModelMonitor_Subscribe service operation
Service operation name: Nnwdaf_MLModelMonitor_Subscribe
Description: Subscribes to NWDAF for the monitored ML model Accuracy (i.e. Analytics Accuracy for an ML model as described in clause 6.2E.3.3) information and Analytics feedback information for the analytics generated by the NWDAF with specific parameters.
Inputs, Required: (set of) Unique ML Model identifier(s), Notification Target Address (+ Notification Correlation ID).
Inputs, Optional: Subscription Correlation ID (in the case of modification of the ML model monitor subscription), Accuracy metrics to indicate the metrics to calculate the Accuracy information, reporting period to indicate the reporting periodicity in which the monitored ML Model Accuracy information shall be reported, Accuracy reporting threshold to indicate the reporting condition above which the Accuracy information shall be reported.
Outputs Required: When the subscription is accepted: Subscription Correlation ID (required for management of this subscription), Expiry time (required if the subscription can be expired based on the operator's policy).
Outputs, Optional: None.
[bookmark: _CR7_9_3][bookmark: _Toc153794627]7.9.3	Nnwdaf_MLModelMonitor_Unsubscribe service operation
Service operation name: Nnwdaf_MLModelMonitor_Unsubscribe
Description: The NF consumer unsubscribes to the NWDAF for the monitored ML model Accuracy (i.e. Analytics Accuracy for an ML model as described in clause 6.2E.3.3) information and Analytics feedback information for the analytics generated by the NWDAF.
Inputs, Required: Subscription Correlation ID.
Outputs, Required: Operation execution result indication.
Outputs, Optional: None.
[bookmark: _CR7_9_4]7.9.4	Nnwdaf_MLModelMonitor_Notify service operation
Service operation name: Nnwdaf_MLModelMonitor_Notify.
Description: NWDAF notifies the monitored ML model Accuracy (i.e. Analytics Accuracy for an ML model as described in clause 6.2E.3.3) information and Analytics feedback information for the analytics generated by the NWDAF to the consumer instance which has subscribed to the specific NWDAF service.
Inputs, Required: Notification Correlation Information, at least one of the following:
-	the monitored ML model Accuracy information which includes:
-	Unique ML model identifier;
-	Monitoring interval: time interval during which the ML model Accuracy monitoring was conducted;
-	Monitored Analytics Accuracy of the ML Model and a deviation value which indicates the deviation of the predictions generated using the ML model(s) from the ground truth data;
-	Number of inferences that were performed during the monitoring interval;
-	Accuracy metrics as requested in Subscribe service operation.
-	Analytics feedback information: indicates that the consumer NF of the analytics generated by the provisioned ML model has taken an action(s) influenced by the analytics and includes the following parameter(s):
-	Corresponding Analytics ID(s) which has been used for taking an action(s);
-	Corresponding ML Model identifier(s) which has been used for generating Analytics;
-	Indication whether the action will affect on ground truth data (if available);
-	Time stamp(s) when the action(s) are taken.
Inputs, Optional:
-	Input data used for inferencing indicated by DataSetTag with ADRF ID when the prediction generated from the ML Model is not correct (which can be used by the NWDAF containing MTLF for possible ML model retraining);
NOTE:	How MTLF/AnLF determines whether the prediction is correct one is up to implementation.
-	An indication that the analytics Accuracy of the ML model does not meet the requirement of Accuracy for the ML model.
Outputs, Required: Operation execution result indication.
Outputs, Optional: None.
[bookmark: _Toc153794629]7.9.5	Nnwdaf_MLModelMonitor_Register
Service operation name: Nnwdaf_MLModelMonitor_Register
Description: The consumer registers the use and monitoring capability for an ML model at an NWDAF containing MTLF.
Inputs, Required: Consumer NF ID, Unique ML Model identifier.
Inputs, Optional: Endpoint address of the Nnwdaf_MLModelMonitor_Subscribe service operation. ML Model Accuracy transfer indication as defined in clause 6.2E.3.2
Outputs, Required: ML model monitoring registration ID.
Outputs, Optional: None.
[bookmark: _CR7_9_6][bookmark: _Toc153794630]7.9.6	Nnwdaf_MLModelMonitor_Deregister
Service operation name: Nnwdaf_MLModelMonitor_Deregister
Description: The consumer deregisters, from an NWDAF containing MTLF, a previous MLModelMonitor registration, e.g. when the consumer is no longer using or monitoring the Accuracy of the analytics generated using the ML model.
Inputs, Required: ML model monitoring registration ID.
Inputs, Optional: A termination indication, a termination cause, the NWDAF containing AnLF NF ID of the target NWDAF (in the case that the termination cause is due to analytics transfer).
Outputs, Required: None.
Outputs, Optional: None.


[bookmark: _Toc153794631]7.10	Nnwdaf_MLModelTraining Service
[bookmark: _CR7_10_1][bookmark: _Toc153794632]7.10.1	General
Service Description: This service enables the consumer to subscribe/unsubscribe/notify/modify for ML model training.
NOTE:	In this release of the specification, the service provider and consumer are limited to NWDAF containing MTLF.
When used for Federated Learning, this service enables FL server NWDAF to enable Federated Learning while providing global ML model information to FL Client NWDAF and getting local ML model information and status report of FL training as defined in clause 6.2C.2.3 from the FL Client NWDAF.
This service may also be used by the consumer (i.e. FL Server NWDAF) to check if the service provider (i.e. FL Client NWDAF) can meet the ML model training requirement as described in clause 6.2F.1.
This service may also be used by the consumer (i.e. FL Server NWDAF) to request the service provider (i.e. FL Client NWDAF) to calculate and provide Model Accuracy of the global ML Model as described in clause 6.2F.1.
[bookmark: _CR7_10_2][bookmark: _Toc153794633]7.10.2	Nnwdaf_MLModelTraining_Subscribe service operation
Service operation name: Nnwdaf_MLModelTraining_Subscribe
Description: Subscribes to NWDAF ML model training with specific parameters.
Inputs, Required:
-	Analytics ID as defined in Table 7.1-2;
-	ML Model Interoperability information;
-	Notification Target Address (+ Notification Correlation ID).
Inputs, Optional:
-	ML Model ID: identifies the provided ML model.
-	ML Model Information (as defined in clause 6.2A.2);
-	ML model file;
-	Subscription Correlation ID (in the case of modification of the ML Model Training subscription);
-	ML Training Information, i.e. data availability requirement, time availability requirement.
-	ML Preparation Flag;
-	ML Model Accuracy Check Flag;
-	ML Correlation ID;
-	Training Filter Information;
-	Target of Training Reporting;
-	Training Reporting Information as defined in clause 6.2F.2;
-	Use case context;
-	Iteration round ID;
-	Expiry time.
Outputs Required: When the request is accepted: Subscription Correlation ID (required for management of this subscription). When the request is not accepted, an error response with cause code (e.g. NWDAF does not meet the ML training requirements, ML training is not complete, NWDAF overload, not available for the FL process anymore, etc.).
NOTE:	The detail reasons in the cause code are up to Stage 3.
Outputs, Optional: ML Correlation ID (e.g. confirm of the subscription for this FL process).
[bookmark: _CR7_10_3][bookmark: _Toc153794634]7.10.3	Nnwdaf_MLModelTraining_Unsubscribe service operation
Service operation name: Nnwdaf_MLModelTraining_Unsubscribe
Description: Terminate NWDAF ML model training.
Inputs, Required: Subscription Correlation ID.
Inputs, Optional: None.
Outputs, Required: Operation execution result indication.
Outputs, Optional: Cause code (e.g. FL Client NWDAF is unselected by the FL Server NWDAF for the FL process, or the FL process is suspended or finished, etc.). Final aggregated ML model information (if FL has finished) or updated aggregated ML model information (if FL is suspended).
[bookmark: _CR7_10_4]7.10.4	Nnwdaf_MLModelTraining_Notify service operation
Service operation name: Nnwdaf_MLModelTraining_Notify
Description: NWDAF notifies the consumer instance of the trained ML model that has subscribed to the specific NWDAF service. The NWDAF can also use this service to indicate to consumer it will terminate the ML model training.
Inputs, Required:
-	Notification Correlation Information: this parameter indicates the Notification Correlation ID that has been assigned by the consumer during ML model training.
Inputs, Optional:
-	Set of the tuple (Analytics ID, ML model Information as defined in clause 6.2F.2;
-	ML Correlation ID, when for Federated Learning;
-	Corresponding Use case context;
-	Termination Request: this parameter indicates that NWDAF requests to terminate the ML model training, i.e. NWDAF will not provide further notifications related to this request, with cause code (e.g. NWDAF overload, not available for the FL process anymore, etc.);
-	ML Model ID: this parameter identifies the provisioned ML model;
-	Global ML Model Accuracy: The model Accuracy of the global ML model, which is calculate by the FL Client NWDAF using the local training data as the testing dataset;
-	Status report of FL training: local ML Model metric and Training Input Data Information (e.g. areas covered by the data set, sampling ratio, maximum/minimum of value of each dimension, etc.), which are generated by the FL Client NWDAF during FL procedure;
-	Delay Event Notification: as defined in clause 6.2F.2;
-	Iteration round ID.
NOTE:	The detail reasons in the cause code are up to stage 3.
Outputs, Required: Operation execution result indication.
Outputs, Optional: None.

7.11.2	Nnwdaf_MLModelTrainingInfo_Request service operation
Service operation name: Nnwdaf_MLModelTrainingInfo_Request
Description: Request information about NWDAF ML model training with specific parameters.
Inputs, Required:
-	Analytics ID as defined in Table 7.1-2.
-	ML Model Interoperability information.
Inputs, Optional:
-	ML Model ID: identifies the provided ML model.
-	ML Model Information (as defined in clause 6.2A.2).
-	ML Model file.
-	ML Training Information (i.e. data availability requirement, time availability requirement).
-	Training Reporting Information as defined in clause 6.2F.2.
-	ML Preparation Flag.
-	ML Model Accuracy Check Flag.
-	ML Correlation ID.
-	Termination Request, when terminating the Federated Learning identified by the ML Correlation ID and optionally indicating the reason, e.g. FL Client NWDAF is unselected by the FL Server NWDAF for the FL process, or the FL process is suspended, etc.
-	Training Filter Information.
-	Target of Training Reporting.
-	Use case context.
Outputs Required: When the request is accepted: Operation execution result indication. When the request is not accepted, an error response with cause code (e.g. NWDAF does not meet the ML training requirements, ML training is not complete, NWDAF overload, not available for the FL process anymore, etc.).
NOTE:	The detail reasons in the cause code are up to stage 3.
Outputs, Optional:
-	ML Model ID.
-	Set of the tuple (Analytics ID, ML model Information (as defined in clause 6.2A.2)).
-	ML Correlation ID, when for Federated Learning.
-	Corresponding Use case context.
-	Global ML Model Accuracy: The model Accuracy of the global ML model, which is calculate by the FL Client NWDAF using the local training data as the testing dataset.
-	Status report of FL training: local ML model metric and Training Input Data Information (e.g. areas covered by the data set, sampling ratio, maximum/minimum of value of each dimension of data, etc.), which are generated by the FL Client NWDAF during FL procedure.
-	Delay Event Notification as defined in clause 6.2F.2;
-	global ML model metric.
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